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even publicly identifying which entity has a 
system vulnerable to a “cyber attack” could jeopardize system security, allowing 
persons seeking to do harm to focus on a particular entity in the Bulk-Power 
System

See

Rules Concerning Certification of the Electric Reliability Organization; and Procedures for the Establishment, 
Approval, and Enforcement of Electric Reliability Standards order 
on reh’g
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including but not limited to
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i. The CIP NOP cover page could identify the region, not the entity name 

First 
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ii. The Commission should deter violations through means other than releasing the 
entity’s name 
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/s/ Michael J. Rustum    

Counsel for Wolverine Power Supply 
Cooperative, Inc. 
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