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PROTECTING THE ELECTRIC GRID FROM THE
POTENTIAL THREATS OF SOLAR STORMS
AND ELECTROMAGNETIC PULSE

WEDNESDAY, JULY 22, 2015

U.S. SENATE,
COMMITTEE ON HOMELAND SECURITY
AND GOVERNMENTAL AFFAIRS,
Washington, DC.

The Committee met, pursuant to notice, at 10:01 a.m., in room
SD-342, Dirksen Senate Office Building, Hon. Ron Johnson, Chair-
man of the Committee, presiding.

Present: Senators Johnson, Ayotte, Ernst, Sasse, Carper,
McCaskill, and Peters.

OPENING STATEMENT OF CHAIRMAN JOHNSON

Chairman JOHNSON. Now that I have my cup of coffee, this hear-
ing will come to order. Senator Carper will be a little bit late, so
he told me that I could start the hearing without him.

Let me first welcome our witnesses. Thank you for your thought-
ful testimony. I have read it all. I hope every Committee Member
has read it all. I hope everybody in the audience has, and I would
encourage members of the public to read this testimony and pay at-
tention to this hearing.

I was first made aware of the potential threat of electromagnetic
pulse (EMP), disruptions to our electrical grid and geomagnetic dis-
turbances (GMD) well before I ever became a United States Sen-
ator. But I think like most members of the public, it is one of those
scary things that is, “Ah, that is just science fiction. What are the
chances of that?”

When I became a United States Senator, I was briefed by a cou-
ple gentlemen who gave me a booklet that I read that made me
pretty concerned. This was probably a couple of years ago, and I
started talking to other Members, and a lot of those Members
never really even heard of this threat.

I have raised this in secure briefings with members of the De-
partment of Homeland Security (DHS), and I have been told, “OK,
we are on that. We are looking into it.”

But the fact of the matter is that this was first made public and
declassified in 2004, and we had a congressional commission on
that. And then we had another commission in 2008, and the dan-
gers posed by EMP and GMD have been well known really for dec-
ades but made public now for over 10 years, and we literally have
not done anything.
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So the purpose of this hearing is to basically stop and pull our
head out of the sand, and start paying attention to this very real
threat. We are going to be debating a nuclear deal with the State
of Iran. We already know we have North Korea with both nuclear
weapon capability and ballistic missile technology, and that bal-
listic missile technology is improving in North Korea.

We know that Iran has those exact same ambitions, and I guess
now we have a deal that is going to end an embargo on their bal-
listic missile technology. There are satellites that are orbiting over-
head that could potentially deliver a nuclear explosion that would
cause something like this. So this is a threat that is real and that
we need to acknowledge.

Now, as I was made aware of this and I started talking to col-
leagues, a lot of time people’s opinion of this was marginalized by,
“Well, those are just lobbyists that want to sell the Federal Govern-
ment some protections.” I think we need to keep our eyes open for
that type of conflict. But it is no reason to not be addressing this
and taking a look in a very serious fashion.

So today we have I think, a good panel of witnesses, starting
with Ambassador James Woolsey and Joseph McClelland and Rich-
ard Garwin and Chris Currie and Bridgette Bourge—am I pro-
nouncing that correctly?

Ms. BOURGE. Yes, Senator.

Chairman JOHNSON. That is actually unusual that I get it right
the first time.—some people that will give us the truth and give us
the information on this. So I am looking forward to your testimony.
When Senator Carper gets here, we will give him an opportunity
to make an opening statement as well, but let us just start by
maintaining the tradition of this Committee, which is that we do
swear witnesses in. So if you would all rise and raise your right
hand. Do you swear that the testimony you will give before this
Committee will be the truth, the whole truth, and nothing but the
truth, so help you, God?

Mr. WOOLSEY. I do.

Mr. McCLELLAND. I do.

Mr. GARWIN. I do.

Mr. CURRIE. I do.

Ms. BOURGE. I do.

Chairman JOHNSON. Thank you. Please sit.

Our first witness will be Ambassador James Woolsey. Ambas-
sador Woolsey is the former Director of Central Intelligence and
Ambassador to and chief negotiator for the Conventional Forces in
Europe Treaty from 1989 to 1991. He is currently the Chairman of
the Foundation for Defense of Democracies and is a venture part-
ner with Lux Capital Management. Ambassador Woolsey.
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TESTIMONY OF THE HONORABLE R. JAMES WOOLSEY,!
FORMER DIRECTOR OF CENTRAL INTELLIGENCE, AND
CHAIRMAN, FOUNDATION FOR DEFENSE OF DEMOCRACIES;
ACCOMPANIED BY PETER VINCENT PRY, PH.D., EXECUTIVE
DIRECTOR OF THE TASK FORCE ON NATIONAL HOMELAND
SECURITY

Mr. WoOLSEY. Thank you, Mr. Chairman. In the interest of our
6-minute limit, I will summarize quickly several major points.

First of all, the Earth has been being bombarded by electro-
magnetic pulses for about 4% billion years, so in one sense, this
is not a new issue. And I am not going to get into the details of
the difference between the different wavelengths from electro-
magnetic pulses versus those created by the Sun and the like, but
will generalize more in the interest of time.

We have a very serious problem with exactly what you described:
lack of willingness to admit or understand at the beginning that
this could be as serious as it is given how horrible it is. People tend
to want to shove those types of issues aside.

But, in fact, there are ways in which electromagnetic pulse
threats are more serious than a conventional version of a nuclear
threat. For example, deterrence may not work at all with respect
to electromagnetic pulse. The reason is we may not know where the
pulse came from. If everything goes dark, it may be a solar event,
and it may be North Korea.

Furthermore, a satellite can be launched into orbit with a south-
ern trajectory, so it misses, at least initially, all of our radars and
other sensors that are focused north. And, second, it could be
launched—a Scud with a warhead could be launched from a
freighter off one of our coasts. We recently had a North Korean
freighter picked up by the Panamanians that had two air defense
missiles in it, each capable of putting something into orbit.

So we have a very serious problem from the point of view of de-
terring particularly a country such as Iran or North Korea that is
not playing by anywhere close to the standards of rationality that
one would see even in, let us say, China or Russia when we are
having tense relations with one another.

So I think that is the first and biggest problem. We do not just
have a probability issue the way one would have if we were only
worried about the solar EMP events. That could be bad enough be-
cause we are due for a very large pulse event. The last one oc-
curred over a century and a half ago, and we are due for another.
But that could come anytime or not come for some time.

The decision by a North Korean leader or an Iranian leader that
it is time to destroy the electric grid of the United States is a dif-
ferent matter. We do not know what they are going to do and
when. People say, “Well, they are not crazy.” But sometimes indi-
vidual government leaders such as Adolf Hitler are mad north by
northwest. They have horrible objectives, and they pursue them
very diligently. The objectives are not something any of us would
sympathize with.

The same could well be true of an Iranian missile, which they
have now, and an Iranian nuclear weapon, which I think even

1The prepared statement of Ambassador Woolsey appears in the Appendix on page 49.
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under this agreement they are likely to have or be able to have
within months to perhaps a year or two.

The use of electromagnetic pulse has been embodied in writings
in the East, Russian and Chinese particularly. I would -call
everybody’s attention to the work of the Russian General Vladimir
Slipchenko in his military textbooks which focus on EMP together
with cyber as the new mode of warfare. An EMP for the North Ko-
rean, Iranian, Russian, and Chinese point of view is part of cyber
and a particularly deadly part.

There have been a number of efforts for us to find some way to
take positive steps to do something about electromagnetic pulse,
whether from a nuclear weapon or from the sun, and they have all
been thwarted. Washington is completely dysfunctional on this
issue and has been for some time. The amount of money involved
is relatively small by infrastructure need standards. According to
the EMP Commission, about $2 billion, about what we give in for-
eign aid to Pakistan every year for dealing with the essentials of
the electric grid, $10 to 20 billion, according to the Commission,
Wouhil{ protect all of the critical infrastructures from nuclear EMP
attack.

From the point of view of the cost of improvements in our infra-
structures that are badly needed, that is not a great deal of money.
But so far the resistance in the North American Electrical Reli-
ability Corporation (NERC), and in industry has been solid and
total. They have been able to prevent steps by individual States
that have wanted to take action, and they have done everything
they possibly can to keep the Critical Infrastructure Protection Act
(CIPA) and the reestablishment of the congressional EMP Commis-
sion and the SHIELD and GRID Acts all bottled up and not being
able to be passed by the Congress.

One, perhaps two pointed observations by Texas State Senator
Robert Hall, a former Air Force colonel and himself an EMP ex-
pert, characterizes the behavior of the electric utilities and their
lobbyists on this matter, Mr. Chairman, as “equivalent to treason.”

Thank you.

Chairman JOHNSON. Thank you, Ambassador Woolsey.

Our next witness will be Joseph McClelland. Mr. McClelland is
the Director of the Office of Energy Infrastructure Security (OEIS)
at the Federal Energy Regulatory Commission (FERC). His office
provides leadership, expertise, and assistance to identify, commu-
nicate, and seek comprehensive solutions to potential risks to
FERC-regulated facilities from cyber attacks and physical threats
such as electromagnetic pulses. Mr. McClelland.

TESTIMONY OF JOSEPH MCCLELLAND,! DIRECTOR, OFFICE
OF ENERGY INFRASTRUCTURE SECURITY, FEDERAL EN-
ERGY REGULATORY COMMISSION

Mr. McCLELLAND. Thank you, Chairman Johnson, for the privi-
lege to appear before you today to discuss threats to the electric
grid in the United States. In the interest of time and pursuant to
your request, I will skip over the section that details the E1, E2,
and E3 threats.

1The prepared statement of Mr. McClelland appears in the Appendix on page 62.
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My name is Joe McClelland, and I am the Director of the Office
of Energy Infrastructure Security at the Federal Energy Regulatory
Commission. I am here today as a Commission staff witness, and
my remarks do not necessarily represent the views of the Commis-
sion or any individual Commissioner.

Under Section 215 of the Federal Power Act, the Commission is
entrusted with the responsibility to approve and enforce mandatory
reliability standards for the Nation’s bulk power system. These
standards are developed and proposed by the North American Elec-
trical Reliability Corporation.

Section 215 of the Federal Power Act provides a statutory frame-
work for the development of reliability standards for the bulk
power system. However, the nature of a national security threat by
entities intent on attacking the United States through its electric
grid stands in stark contrast to other major reliability events that
have caused blackouts and reliability failures in the past. Wide-
spread disruption of electric service can quickly undermine the U.S.
Government, its military, and the economy, as well as endanger
the health and safety of millions of its citizens.

Therefore, to provide a significantly more agile and focused ap-
proach to these growing cyber and physical security threats, the
Commission established our office in late 2012. Our office’s mission
includes responses to geomagnetic disturbances and electro-
magnetic pulses.

Just briefly, in 2001 Congress established a Commission to as-
sess and report on the threat from EMP. In 2004 and again in
2008, the Commission issued reports on these threats. One of the
key findings in the reports was that a single EMP attack could se-
riously degrade or shut down a large part of the electric power
grid. Depending upon the attack, significant parts of electric infra-
structure could be “out of service for periods measured in months
to a year or more.” And some would say that is optimistic.

In order to better understand and quantify the effect of EMP and
GMD on the power grid, FERC staff, the Department of Energy
(DOE), and the Department of Homeland Security, all three agen-
cies, sponsored a single study conducted by the Oak Ridge National
Laboratory in 2010. The results of the study support the general
conclusion of prior studies that EMP and GMD events pose sub-
stantial risk to equipment and operation of the Nation’s electric
grid and under extreme conditions could result in major long-term
electrical outages. Unlike EMP attacks that are dependent upon
the capability and intent of an attacker, GMD disturbances are in-
evitable with only the timing and magnitude subject to variability.
The Oak Ridge study assessed a solar storm that occurred in May
1921, which has been termed a 1-in-100-year event, and applied it
to today’s electric grid. The study concluded that such a storm
could damage or destroy over 300 high-voltage electric grid trans-
formers and interrupt service to 130 million people with some out-
ages lasting for a period of years.

To help address these matters, the Commission has used both
regulatory and collaborative actions.

Under its regulator authority, the Commission ordered NERC to
develop two GMD reliability standards for the bulk power system,
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requiring new operational procedures and vulnerability assess-
ments.

Under its collaborative programs, the Commission actively par-
ticipates with Federal agencies and industry members to establish
action plans, develop risk assessments that identify key energy fa-
cilities, and prioritize best practices that exceed regulatory require-
ments at those facilities for cyber and physical security matters, in-
cluding both GMD and EMP.

In addition, the Commission continues to facilitate threat brief-
ings to industry members and cooperate with our international
partners to compare ongoing initiatives.

Internationally, over a dozen nations have GMD and/or EMP pro-
grams in place or are in the early stages of addressing or exam-
ining the impacts of GMD and EMP. For the United States, al-
though GMD baseline standards and some best practices are being
established for portions of the electric grid, few entities have taken
steps to address EMP on their systems.

In conclusion, these types of threats pose a serious risk to the
electric grid and its supporting infrastructures that serve our Na-
tion.

Thank you for the opportunity to be here today, and I would be
delighted to answer any questions you have.

Chairman JOHNSON. Thank you, Mr. McClelland.

Our next witness is Dr. Richard Garwin. Dr. Garwin is a Fellow
Emeritus at the IBM Thomas J. Watson Research Center, testi-
fying in his personal capacity. He brings significant experience on
issues related to electromagnetic pulse. In what is now the Los Ala-
mos Laboratory, he outlined the first design for a hydrogen bomb
and wrote the first paper on the electromagnetic pulse from nuclear
explosions in the atmosphere. He has served as an adviser to the
Federal Government for decades on national security issues, includ-
ing by serving on the JASON Defense Advisory Board. He is a
member of the National Academies of Science, Engineering, and
Medicine, among other organizations, and he has received the
Enrico Fermi Award, the R.V. Jones Award for Scientific Intel-
ligence, and the National Medal of Science.

Dr. Garwin, when we met earlier, I remembered reading a brief-
ing that Enrico Fermi referred to you as one of the only true
geniuses he had ever met, so I think that is pretty good praise from
somebody that is also a genius. We are looking forward to your tes-
timony. Dr. Garwin.

TESTIMONY OF RICHARD L. GARWIN, PH.D.,! FELLOW
EMERITUS, IBM THOMAS J. WATSON RESEARCH CENTER

Dr. GARWIN. Thank you, Mr. Chairman. Actually, Ambassador
Woolsey created the R.V. Jones Award, which was later awarded
to me.

The spectacular images of Pluto this week from the National
Aeronautics and Space Administration (NASA) New Horizons probe
provoked great interest in our solar system. But our solar system
is a matter for concern, as well. The 1,200 people injured in Feb-
ruary 2013 at Chelyabinsk, Russia, from a bolide—a meteor—

1The prepared statement of Dr. Garwin appears in the Appendix on page 69.
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brought substantial focus on low-probability, high-consequence
events. Among these are particularly intense magnetic storms from
space—weather events or coronal mass ejections from the Sun, pos-
sibly even more intense than the 1859 Carrington Event in the pre-
electric grid era.

Another potentially great impact on the electrical grid and mod-
ern society is the electromagnetic pulse from high-altitude nuclear
explosions, on the order of 100 kilometers or more above the
Earth’s surface.

The United States has been a leader in long-distance trans-
mission of electrical power, but its system differs in characteristics,
management, and organization from those of other advanced
States. Nevertheless, there is much to be learned from and by the
United States in working to make our electrical grid robust and ec-
onomical in the modern era of technological threats and opportuni-
ties.

I begin with my recommendations to ease and essentially solve
the severe problem posed by geomagnetic storms induced by space
weather—specifically by the routine ejection from the sun of enor-
mous blocks of plasma that travel out within the solar system and
reach the Earth typically in a couple of days. Most of these coronal
mass ejections do not reach the Earth. They go in other directions.
When they do reach the Earth, they cause displays of the Northern
Lights and Southern Lights, and, more importantly, the mag-
netized plasma and its incorporated magnetic field merge with the
magnetic field of the Earth and change it by a relatively small
amount, which, however, can create large currents on long elec-
trical conductors such as pipelines, telegraph wires in the old days,
and the electrical power transmission system—the Bulk Power Sys-
tem.

Very serious consequences are estimated for such an event of a
magnitude that can be expected to occur at random once per cen-
tury.

I emphasize that a once-per-century event might occur next
week; it has a probability of 10 percent of occurring within the next
10 years—a time in which we can and should take measures to re-
duce and essentially eliminate its impact on the Bulk Power Sys-
tem of the United States. But events expected to occur once in 20
years can cause significant damage and disruption.

My recommendations regarding the Bulk Power System: Missing
in Federal policy and practice is a program to:

One, train and equip utility and transmission operators to bring
down within seconds—that is, to switch off—transmission lines
that are at risk of being damaged;

Two, implement “rapid islanding” of the grid, to maintain a large
fraction of the power consumers in operation by the use of what-
ever island—that is, local—generation capacity exists; this also fa-
cilitates restoring the Bulk Power System to operation, in contrast
with a so-called black start.

Three, fit transmission lines on a priority basis with “neutral
current-blocking devices”—capacitors—in the common neutral-to-
ground link of the three-phase transformers of extra-high-voltage
transmission systems at one end of the line—whether three-phase
transformers or three single-phase transformers. Where trans-
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formers at both ends are autotransformers, this may not be pos-
sible, in which case series-blocking capacitors in the power lines
themselves should be installed and could be kept shorted until an
EMP event is recognized, or a geomagnetic storm.

Four, alert grid operators and others to a high-altitude nuclear
explosion within thousandths of a second of the event (by detection
of the unambiguous very brief E1 pulse).

In my supplemental testimony submitted for the record, I provide
support for these recommendations and explain why they would
largely and immediately also eliminate long-lasting damage to the
extra-high-voltage transmissions system that might otherwise re-
sult from a high-altitude nuclear explosion.

So if we solve the problem that is sure to arise from space weath-
er and geomagnetic storm, we will solve the long-distance trans-
mission problem from high-altitude nuclear explosions, which may
or may not arise.

Those are also deterrable if they are from a place like North
Korea or Iran, and, it is better to plan to deter them by means of
our projected response, as well as to prevent damage from their
happening. But those are two arms of the response.

I should say that in 2011 I was a co-author of a study by the
JASON group, “Impacts of Severe Space Weather on the Electric
Grid,” and on pages 3 to 5 of that report, there are recommenda-
tions that include the ones I am giving now.

Also, interestingly, there is the so-called E-PRO Handbook, the
electric protection handbook, Executive Summary 2014 and Inter-
national E-PRO Report of September 2013. That specifically advo-
cates geomagnetic storm-induced current blockers, the neutral cur-
rent ground interruptors, series capacitance in lines, reducing
transformer loads, and real-time threshold-based transformer pro-
tection.

Finally, I say that series-blocking capacitors in the power lines
themselves are poorly understood. These are small devices, not like
the enormous fields of transformers, of capacitors that are deployed
for power—factor correction. But it is a little difficult to understand
them because they have to be bigger in capacitance but smaller by
a factor of 100 or 30 altogether because they have less energy stor-
age, less mega-volt ampere ratings than the power factor correc-
tion. But maybe as a result of this hearing, they will get more at-
tention.

Thank you.

Chairman JOHNSON. Thank you, Dr. Garwin. And that obviously
is the purpose of this hearing.

Our next witness is Mr. Chris Currie. Mr. Currie is a Director
of the Government Accountability Office (GAO), where he leads the
agency’s work in evaluating emergency management, national pre-
paredness, and critical infrastructure protection issues. In this role,
Chris has led reviews of numerous Federal programs and efforts to
prevent, plan for, and respond to natural and manmade disasters
and terrorist attacks. Mr. Currie.
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TESTIMONY OF CHRISTOPHER P. CURRIE,! DIRECTOR, HOME-
LAND SECURITY AND JUSTICE, U.S. GOVERNMENT AC-
COUNTABILITY OFFICE

Mr. CURRIE. Thank you, Chairman Johnson and Ranking Mem-
ber Carper and other Members that are here today. We appreciate
the opportunity to be here today and testify.

Within the United States there are 16 critical infrastructure sec-
tors, for example, water, transportation systems, agriculture, and,
of course, energy. The energy sector ties all of these sectors to-
gether, and without it, the others just cannot function. This makes
protecting it a national security priority. So I think the others on
the panel have done a really good job of setting up the EMP and
the solar weather threat. Both could cause power outages across
large parts of the country for a long period of time.

That threat was so great that Congress established a whole Com-
mission on EMP in 2001, which issued reports in 2004 and 2008,
and had many recommendations.

GAO is currently evaluating the Department of Homeland Secu-
rity’s efforts to address EMP threats and electromagnetic threats
in general, and today I would like to share our preliminary findings
in two areas: the first is the extent to which DHS has addressed
the 2008 EMP Commission recommendations; and the second is
DHS’ efforts to coordinate with other Federal agencies and industry
stakeholders to mitigate risks to the electric grid.

So far, we have found that DHS has taken some actions to miti-
gate the threats to the grid. These include developing mitigation
projects and planning for the consequences of an event like an
EMP, among other things. So two quick examples of these actions
are:

DHS is developing an R&D prototype transformer that would
allow utilities to replace critical large transformers within a week,
as opposed to the months it could take now, and it is currently test-
ing that.

Also, for example, the Federal Emergency Management Agency
(FEMA) is developing a specific Incident Annex to deal with a long-
term power outage, and while this is not specific to electromagnetic
threats, this plan would address one of the biggest side effects of
an EMP or solar event.

In regard to coordination, we have found so far that DHS has co-
ordinated with stakeholders to address some but not all risks to
the electric grid. Some of these actions address electromagnetic
threats. For example, DHS participates in interagency working
groups that are designed to prepare and respond to space weather
events. However, our preliminary work shows that DHS has not
fully coordinated with stakeholders in areas like sharing threat in-
formation, identifying key infrastructure assets, and identifying re-
search priorities, just as examples.

So, for example, within those areas, energy industry officials told
us that they lack sufficient threat information to determine if they
should take actions to mitigate against an EMP. They also said
that this information would help them justify these investments to
their management and shareholders. And this is similar to our past

1The prepared statement of Mr. Currie appears in the Appendix on page 77.
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work and recommendations related to cyber threats. In that work,
we found that Federal agencies’ efforts to share information did not
always meet industry expectations, in part because of restrictions
on information that can be shared. And DHS has since taken steps
to implement those recommendations in that area, including grant-
ing security clearances and establishing a secure mechanism to
share cyber threat information.

In another example, we have found that DHS and the Depart-
ment of Energy have not identified the most critical energy sub-
stations and transformers on the grid. This was a key recommenda-
tion of the EMP Commission, and this information would help
prioritize investments to mitigate against the largest
vulnerabilities.

There are a couple final and overarching points I would like to
make based on our work.

First, while DHS has taken some actions, as I have mentioned,
there has been no integrated effort to address the EMP Commis-
sion recommendations. In fact, we have seen some confusion within
DHS about who is responsible for taking lead on this.

Second, although DHS is not required by law to implement the
Commission’s recommendations, many of the recommendations
align with responsibilities that DHS and DOE already have for pro-
tecting critical infrastructure and coordinating these efforts, such
as under the National Infrastructure Protection Plan. For example,
DHS and DOE have not identified roles and responsibilities for ad-
dressing electromagnetic impacts to the grid.

As we complete our review, we will continue to evaluate the ex-
tent that DHS has implemented the EMP Commission rec-
ommendations and determine where specific coordination efforts
could be improved, and we expect to issue our final report later this
year.

This completes my prepared remarks, and I would be happy to
answer any questions you have.

Chairman JOHNSON. Thank you, Mr. Currie.

Our final witness is Ms. Bridgette Bourge. Ms. Bourge is a senior
principal for legislative affairs at the National Rural Electric Coop-
erative Association (NRECA), where she leads the work on home-
land security policy issues. She previously served as a consultant
to the Department of Homeland Security on critical infrastructure
issues. Ms. Bourge.

TESTIMONY OF BRIDGETTE BOURGE,! SENIOR PRINCIPAL,
LEGISLATIVE AFFAIRS, NATIONAL RURAL ELECTRIC COOP-
ERATIVE ASSOCIATION

Ms. BOURGE. Thank you. It is an honor to be here to testify today
on behalf of the industry about the threat of solar storms and elec-
tromagnetic pulses on the bulk power system.

As the Chairman mentioned, I do work for the National Rural
Electric Cooperative Association. I advocate for best security prac-
tices that recognize the reality of the threat environments on be-
half of a service organization that serves over 900 not-for-profit

1The prepared statement of Ms. Bourge appears in the Appendix on page 97.
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electric utilities providing reliable power to over 42 million people
in 47 States.

As member-owned, not-for-profit utilities, electric cooperatives
focus on providing reliable electricity at the lowest reasonable cost.
Anything that undermines that mandate undermines our members.
Our member owners bear every cost. There is never any debate
over whether a proposed project benefits cooperative stakeholders
or cooperative customers. They are one and the same.

I am not going to get into defining EMPs or GMDs. I think we
have gone into that quite a bit here. I do want to stress, though,
that we are a little concerned that there is some misinformation
out there that fails to reflect the reality and factual danger of ei-
ther phenomenon. These two are entirely separate threats, both in
nature and in execution, with different causations and impacts. Yet
they are, nevertheless, regularly conflated as the same.

GMDs are common, relatively common natural events that can
result from a solar storm. We actually had a few weeks ago a 3-
day occurrence of GMDs at a G3 level. You saw no impact from the
bulk power system. You felt nothing from that. We have standards
and processes in place to address the GMDs at those levels.

As you heard from Mr. McClelland, we are in the process of wait-
ing on an additional set of standards that will help us plan for the
100-year event scenario. So industry does address the GMD. We
are aware of that issue and highly engaged on that issue, and we
are continuing to address that issue.

Electromagnetic pulses from a nuclear detonation are a little dif-
ferent, from our perspective. They require a different technology so-
lution. They also require different planning, different mitigation,
different preparation. I would actually like to read from the EMP
Commission here where it says, “It is not practical to try to protect
the entire electrical power system or even all high-value compo-
nents from damage by an EMP event. There are too many compo-
nents of too many different types, manufacturers, ages, and de-
signs. The cost and time would be prohibitive. Widespread collapse
of the electrical power system in the area affected by EMP is vir-
tually inevitable after a broad geographic EMP attack, with even
a modest number of unprotected components.”

So basically the EMP Commission even had the same view of
protecting the grid will not guarantee the grid stays up. So we
have to look at this, separate the issues. A GMD is a solar storm.
It is something we do work on, we do address.

EMPs are something we also address through policy and plan-
ning, not so much through the technology solution, because we do
not see it as something we can guarantee survival on. We do try
to protect it, and we do want to look toward planning scenarios so
that we can recover from it. When you hear people talk about spare
transformers, that is an idea that we think is very valuable and
should be looked at most certainly. And you see some bills actually
over in the House proposing that type of concept, and the Depart-
ment of Energy, I believe, just recently put out a request for infor-
mation on how they might be able to do such a thing. That is an
area of focus where industry thinks that we would be very bene-
ficial to turn toward.
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We have to remember when you are conflating the EMPs and
GMDs, you have the chance of impacting existing standards, exist-
ing processes, existing mitigation efforts. GMDs are something that
impacts the electric grid. It is something that impacts communica-
tions systems. EMPs are something that impacts all critical infra-
structure. If you have a microprocessor, more than likely you are
going to feel an impact. You are going to have an impact on our
hospitals, on our transportation, on our fuel lines. These are inter-
dependent critical infrastructures. They rely on us, but we also rely
on them. If we have no fuel, if we have no water to cool, we will
not function.

So when you say everyone else needs electricity to work, elec-
tricity needs others to work as well. So simply finding a way to
harden a grid that will, per the EMP Commission, still likely come
down, when no one else 1s hardened, when we still will fail because
there are no protections anywhere else does not seem like the best
focus of our energy and time. We want to focus on that recovery
scenario for the low-likelihood, high-impact events like an EMP,
which we do see as distinctly different than the GMD.

That is the conclusion of my testimony. If anyone has any ques-
tions, I would be happy to answer them.

Chairman JOHNSON. Thank you, Ms. Bourge.

I will start the questioning, but before I start the clock, I did a
pretty good job of convincing all the panel members not to describe
E1l, E2, E3, and GMD, so nobody did. So I guess what I would like
to do is I think Mr. McClelland might be the best person to, please
just kind of walk us through really what we are talking about here,
because it is, EMP is different from the GMD, although there are
certainly similarities in terms of some of the effects on some of it.
So if you would just kind of educate us on that, and then I will
start asking questions.

Mr. McCLELLAND. Sure. Mr. Chairman, I will read, because I
have summarized it very succinctly, and I think comprehensively.
So within a paragraph, I think I can address it here at your re-
quest.

Chairman JOHNSON. Thank you.

Mr. McCLELLAND. GMD and EMP events are generated either
from naturally occurring or manmade causes. In the case of geo-
magnetic disturbances, or GMDs, solar magnetic disturbances peri-
odically disrupt the Earth’s magnetic field, which in turn can in-
duce currents on the electric grid that can damage or destroy key
transformers over a large geographic area.

Regarding manmade events, EMPs can be generated by devices
that range from small, portable, battery-powered units through
missiles equipped with nuclear warheads. In the case of the
former—the battery-powered units—the equipment is readily avail-
able that can generate localized high-energy bursts designed to dis-
rupt, damage, or destroy electronics such as those found in control
systems on the electric grid. The EMP generated during the deto-
nation of a nuclear device is far more encompassing and generates
three distinct effects: a short high energy radio-frequency-type
burst called E1 that destroys electronics; a slightly longer burst
that is similar to lightning termed E2; and a final effect termed E3
that is similar in character and effect to the GMD targeting the



13

same equipment including key transformers. Any of these effects
can cause voltage problems and instability on the electric grid,
which can lead to prolonged wide-area blackouts.

So the key distinction between the two, geomagnetic disturb-
ances and we will go with the nuclear because it covers the
range—the nuclear EMP is that nuclear EMP generates two other
effects: E1, which damages and destroys electronics; E2, which is
similar to lightning, and the common belief in the community is
that E2 has been mitigated or is readily mitigated by the lightning
practices of the utilities today; and then E3, which is a longer-term
effect which generates those geomagnetically induced type currents
that destroy key pieces of transformers.

So if you mitigate against GMD, you have mitigated really
against everything but E1, the E1 effect from a nuclear detonation.

Chairman JOHNSON. Let me just ask the open question: Does
anybody disagree with that basic description? Or would you want
to tweak it in some way? Ambassador Woolsey.

Mr. WOOLSEY. I do not disagree. Most of what I know about
these issues I have learned from Joe McClelland. But I want to
stress that the EMP Commission did not—repeat, not—conclude
that it is futile to protect the grid. The Commission recommended
protecting the grid in such a way that it would fail gracefully, es-
sentially, so it could be quickly recovered. But the industry across
the board has gotten very, very good at pointing the finger at other
parts——

Chairman JOHNSON. And, again, we will get into that discussion.

Mr. WooLSsEY. All right.

Chairman JOHNSON. Again, right now I just want to lay the
predicate in terms of this is what we are talking about.

Mr. WOOLSEY. Got it.

Chairman JoHNSON. E1, E2, E3, EMP versus GMD, and GMD
and EMP with the E3 that is a similar effect. OK. I just wanted
to get—and I also did want to—you talked about a G3 level hap-
pening all the time. What would be the level of the 100-year event
or the Carrington Effect? What is that on the scale? Anybody?

Mr. McCLELLAND. That is going to be like a K8, K9 effect, and
we have not seen one. So we have not seen a 1921 level effect. We
have seen two others, and they are very interesting. One is in
1989. We saw about a half of a 1921 event, and it collapsed the
grid of Canada. The Quebec grid collapsed very quickly. We also
saw a fraction of that event in South Africa in October 2003 that
destroyed over 12 large bulk power system transformers. It was
very small, so it did not collapse the grid, but it was off for a pro-
longed period of time, destroyed that critical equipment at a very
low level.

Chairman JOHNSON. OK. So you had the Carrington Effect,
which was, what, 18597

Mr. McCLELLAND. 1859.

G(})hairman JOHNSON. And that in this G-scale would be a G8 or

97

Mr. McCLELLAND. Well, I would say K9.

Chairman JOHNSON. OK, K9. Again, not that this really means
anything to anybody, but it just kind of gives order of magnitude.
So you had the Carrington Effect, which was kind of once in a cen-
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tury, but that has been 150 years. Then we had the 1921 event,
what would that have been on that scale?

Mr. McCLELLAND. I have the nanoteslas, but as far as relating
it to the K-factor, I am sorry, I would not be able to answer that
question here.

Chairman JOHNSON. Way more than a G3, though?

Mr. MCCLELLAND. Yes.

Chairman JOHNSON. How about on a scale of 1 to 10? I am just
trying to get some sort of idea of the magnitude of these things,
from a Carrington to what we are seeing, almost background noise,
but this is happening all the time. And we have all seen disrup-
tions to TV signals, satellite signals, that type of thing, but kind
of the minor annoyances.

I think it is also true that Lloyd’s of London says that on average
there is about $2 billion worth of damage from these G3 types of
effects annually.

Again, so Carrington was massive; 1921 was not quite as mas-
sive as the Carrington Effect. Correct?

Mr. McCLELLAND. Right.

Chairman JOHNSON. The next one was in Canada?

Mr. McCLELLAND. Yes, in 1989.

Chairman JOHNSON. In 1989. Do you have that on a scale?

Mr. MCCLELLAND. I do. I can pull it up for you. If the 1921 event
was 5,000 nanoteslas, the Canadian event was about 1,100 or 1,200
nanoteslas, so about a fifth. I would say about a fifth.

Chairman JOHNSON. It was a fifth of the 1921 event, and it shut
down all of Canada’s electrical grid?

Mr. McCLELLAND. It shut down Hydroelectric of Quebec, the en-
tire Quebec grid, shut down in 93 seconds; 6 million customers
were out of power for about 10 hours. The estimated cost, I have
heard cost estimates of $1 to $2 billion, but very minor equipment
damage. So they were able to restore very quickly, but still the cost
was very significant.

Chairman JOHNSON. But a fifth the size of the 1921 event, which
smaller than or less intense than the Carrington Effect.

Mr. McCLELLAND. Right.

Chairman JOHNSON. And then the last one was, you said, in
South Africa?

Mr. McCLELLAND. Right. That was the South African event.
Again, in orders of magnitude, that was probably about half to a
quarter of the Canadian event. It was a very low level event, but
it stayed on for a period of days. The grid did not collapse. It did
not cause consumption, overconsumption, reactive power flow. So
the grid stayed on. Equipment saw prolonged exposure to this
event, and months later, over a period of months, 12 transformers
were lost due to that event.

Chairman JOHNSON. Then it was true that in 2012 there was a
coronal discharge or a solar flare, whatever we want to call it, that
was pretty massive. Dr. Garwin, can you comment on that?

Mr. GARWIN. No.

Chairman JOHNSON. OK.

Mr. GARWIN. Some of these things are not really on an appro-
priate scale because, activity on the Sun is not necessarily reflected
in a geomagnetic event on the Earth. It depends on the polarity of
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the plasma that is ejected. And many of the things that happen on
the Sun are spectacular, but their coronal mass ejections go in dif-
ferent directions.

Chairman JOHNSON. OK. I saw a satellite picture of us missing
this by about 9 days. Anybody know anything about this and can
comment on it? Ambassador Woolsey.

Mr. WOOLSEY. I just got tipped from my friend who is the Chair-
man or the Staff Director of the EMP Commission, and he tells me
that on July 23, 2012, there was a Carrington-level event. It
missed us by 3 days.

Mr. GARWIN. That means it just went off in a different direction.

Chairman JOHNSON. Correct, but had the Earth been in its—had
it affected the Earth, it is going to only—does it only affect the side
facing the Earth?

Mr. GARWIN. No, the entire Earth, especially the polar regions,
but even down into the mid-latitudes Carrington—the only long
wires in those days were telegraph wires.

Chairman JOHNSON. Right.

Mr. GARWIN. So no grid to bring down, no pipelines, but it did
play havoc with telegraph wires, burned up some telegraph offices,
and it would be much worse. It would collapse societies. But if the
transformers are off, they are not damaged, and so the worst that
would happen, if you take proper preparations, is that you would
have to turn off transformers which have not been sufficiently miti-
gated. But the ones that have been mitigated or which do not have
the connections that make them vulnerable—so-called Y connec-
tions instead are delta connections, which work just as well—those
are immune to geomagnetic storms.

Chairman JOHNSON. Go ahead.

Mr. McCLELLAND. I am sorry, Mr. Chairman. To answer your
question, because I do have the numbers here, the July 2012 event
was about a quarter or about 25 percent of the size of the 1921
event. The 1989 event that collapsed the Quebec grid was about a
tenth of the size of the 1921 event. And the event is called “the
Halloween Storm of 2003 for South Africa.” That was about a 50th
of the size of the 1921 event. And I do have those numbers and can
provide that information.

Chairman JOHNSON. But, again, the granddaddy of them all was
the Carrington in terms of our history that we have witnessed. Do
you have any kind of relationship to that?

Mr. MCCLELLAND. I am sorry. I do not have that information.

Chairman JOHNSON. But bigger than 1921?

Mr. McCLELLAND. Yes, bigger.

Chairman JOHNSON. Ambassador Woolsey.

Mr. WOOLSEY. Joe or Dick could correct me if I am wrong, but
1921 affected, I think, North America only; whereas, the
Carrington Event of 1859 affected the entire world.

Chairman JOHNSON. OK. Ms. Bourge, again you are making a
distinction between EMP and GMD and to a certain extent imply-
ing that, boy, there is just not much we can do about EMPs, so,
you know

Ms. BOURGE. Well, I certainly do not mean to be implying there
is not much we can do about EMPs. I think planning and talking
at a national level across the critical infrastructure in identifying




16

interdependencies, figuring out where government can help indus-
try and where industry can help industry and what are the most
logical ways to go about addressing this low-likelihood, high-impact
situation, as we would with many others. Whenever you are talk-
ing about a catastrophic situation, sometimes protection and miti-
gation has to be looked at, but so does recovery. And you have to
balance how much effort should be put on ahead of time and how
much effort should be put on that recovery situation instead.

Chairman JOHNSON. Dr. Garwin, you have made four rec-
ommendations. Have you ever seen any kind of cost estimate of
what it would cost to implement your recommendations?

Mr. GARWIN. The EMP Commission has those $2 billion. They do
not exactly align with these recommendations. But the neutral cur-
rent-blocking device which solves the problem on the EHB, the
bulk transmission system, those might cost about $100,000 per
transformer. That is cheap compared with the several million dol-
lars per transformer, and it is very cheap compared with the dam-
ages that would be avoided.

Chairman JOHNSON. Do you know how many transformers would
have to be protected?

Mr. GARWIN. A couple hundred in a priority——

Chairman JOHNSON. Literally, $100,000 times a couple hundred?

Mr. GARWIN. Yes, that is right. You know, $100,000, that is

Chairman JOHNSON. That does not even show up in the Federal
budget. That is pocket change.

Mr. GARWIN. Right. But we do not have the census. We do not
have from the transmission companies the details as to which
transformers are most vulnerable, so we do not know where to
start.

Chairman JOHNSON. So we have not even done that, which 200
transformers should have $100,000 worth of protection?

Mr. GARWIN. Yes, and there are some that will not help because
they are autotransformers, and so you cannot separate their
ground——

Chairman JOHNSON. Mr. McClelland, you

Mr. MCCLELLAND. I am sorry. I guess it really does depend—the
substation number does depend on the outcome that one is pur-
suing. If it is grid stability and continuity, then it is a small, rel-
atively small number of substations. So 55,000 critical substations,
as Dr. Garwin has indicated, would number in the hundreds. If,
however, it is to preserve the integrity of the Department of De-
fense or the offsite power supply to nuclear power stations, then
criticality of load becomes an important issue. In that case, you
may escalate from a few hundred to a thousand or more sub-
stations.

In addition, it is important to state that Dr. Garwin I think fo-
cused on just one aspect, geomagnetic disturbance. Electromagnetic
pulse requires E1 hardening, too, and

Chairman JOHNSON. I understand. So the point being is let us
not make perfect the enemy of the good. Let us not sit back and
go, “Well, if you cannot protect everything, protect nothing.” Let us
start protecting things.

Mr. McCLELLAND. Right.
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Chairman JOHNSON. Literally, $100,000 times 200, was it? What
is the math on that? I made a mistake earlier. I need a calculator.
It is not much.

Somebody described the Commission is established, starting in
2004 when we declassified what we knew dating back to the 1960s,
right, when we were doing nuclear testing and we realized, whoa,
something pretty strange is happening or something pretty dam-
aging, and we classified that. We declassified in 2004, correct? And
we set up a Commission—this is for Dr. Garwin.

Mr. GARWIN. No. It was long before. It was recognized in 1962
by a high-altitude nuclear test. It was explained a couple years
later, never was classified. The only thing that is classified is the
details of the construction of the nuclear weapons that caused this.

Chairman JOHNSON. So it was just ignored. It was something
pretty scary, and we did not want to acknowledge it, so we put our
head in the sand, and our head is still in the sand, by and large.

Mr. GARWIN. Well, people tried and, of course

Chairman JOHNSON. I am not blaming you. I am just saying that
is the position——

Mr. GARWIN [continuing]. And the EMP Commission has been
trying, but here is what the EMP Commission said, if you look on
page 6 of my submittal for the record. So E1, this very sharp pulse
that has no counterpart in a natural phenomenon, does not affect
people, no direct harm to humans or animals, gasoline-fueled auto-
mobiles, 3 stopped running out of 37, but all restarted without inci-
dent, and then, in particular, the electrical grid.

But Ms. Bourge is right. The country runs on other than elec-
tricity, and so you have to protect more than the electrical grid.
But our subject is the electrical grid, and to protect the electrical
grid even against E1 is not the big problem that protecting all of
society is.

So electromagnetic relays that send current and voltage were im-
mune to E1, and the electronic protective relays, they were the
toughest devices tested, and they could be even tougher, according
to the EMP Commission, with minor filtering on them.

So it is something that is doable, is to protect the bulk power sys-
tem not only against the geomagnetic storms and against E3 from
high-altitude nuclear explosions, but also against E1. That would
not solve the problem of society because we depend upon a lot of
other things. And if all of our furnaces and water pumps and so
on go out because of the personal computer type things that are
used in them, that is a bad day.

Chairman JOHNSON. But we can protect ourselves against some-
thing like the Carrington Effect, the 1921 effect, and we can do
that for a relatively low cost. And, again, it is something that has
a 10 to 12 percent probability of happening every decade, and we
escaped something massive by a couple days in 2012. Am I stating
that correctly?

Mr. MCCLELLAND. Yes.

Mr. WOOLSEY. Yes.

[Witnesses nod in agreement.]

Chairman JOHNSON. So, again, let us go back to 2008, and I
want to start with you, Mr. Currie. I am going to go through Rec-
ommendations A through O of the 2008 EMP Commission, and I
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really want just a simple yes or no on these. Have we done this?
OK? Do we understand the system network level vulnerabilities,
irﬁcllg?ding cascading effects? Do we understand that? Has DHS done
that?

Mr. CURRIE. No, DHS has not done that.

Chairman JOHNSON. So we do not even understand the system
or network level vulnerabilities, including cascading effects?

Mr. CURRIE. Not for geomagnetic threats. No, DHS has not done
that.

Chairman JOHNSON. OK. Well, that was the first recommenda-
tion. So, again, this is in 2008, and now it is 2015, and I can actu-
ally do that math in my head. That is 7 years. OK.

B, Evaluate and implement quick fixes.

Mr. CuURRIE. They are evaluating some quick fixes, like the
project I mentioned, the transformer quick fix project, and that
is

Chairman JOHNSON. So do you think seven—I am not beating up
on you. Seven years later, that is not exactly a quick evaluation of
a quick fix, is it?

Mr. CURRIE. Right.

Chairman JOHNSON. So we still have not done that. We are kind
of evaluating it. Seven years to evaluate a quick fix that could cost
minimal dollars, that would go a long way toward protecting the
absolute critical substations and transformers of an effect that we
know will happen again with 100 percent certainty, right, Dr.
Garwin? We will be hit by one of these solar flares with 100 per-
cent certainty?

Mr. GARWIN. Right.

Chairman JOHNSON. Sometime in the future.

Mr. GARWIN. Right.

Chairman JOHNSON. We have known about this publicly since
2004. In 2008, these recommendations. Seven years later, we have
virtually done nothing in terms of some quick fixes that would cost
$100,000 per transformer—when, by the way, we spent $800 billion
in 2009 and 2010 on a stimulus package looking for shovel-ready
projects. This would have been a pretty good shovel-ready project,
wouldn’t it?

Mr. GARWIN. Well, the criterion was too severe because it takes
longer than a year to go from something which is there actually to
get it running. You have all that planning and budgeting, and it
should have lasted longer, and we should have fixed our infrastruc-
ture more widely.

Mr. CURRIE. Senator Johnson, can I mention one thing?

Chairman JOHNSON. Sure, Mr. Currie.

Mr. CURRIE. One of the things that makes it hard—and this has
made our work really hard—is there is no one at DHS that sort
of line by line tracks what efforts coincide with these recommenda-
tions.

Chairman JOHNSON. No, I will stipulate the dysfunction with
government, OK? And, again, we are describing dysfunction. This
is a serious threat; 100 percent certainty this will happen, and we
have done nothing, having known about this publicly since 2004,
we have done nothing. We have spent minimal amounts of dollars
on a quick fix to protect a big chunk of our iron structure. Not per-
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fect, not protecting everything, but just doing the bare minimum,
we have done nothing.

Let me go on. C, have we developed national and regional res-
toration plans? Yes or no.

Mr. CURRIE. According to our work, DHS has not done that.
There may have been discussions about that in the Sector Coordi-
nating Council.

Chairman JOHNSON. So 7 years later, we have not developed na-
tional and regional restoration plans.

By the way, if anybody wants to challenge this, pipe in. We have
plenty of time. I am the only questioner, which is kind of nice.

Ms. BOURGE. Chairman Johnson

Chairman JOHNSON. I wish every member of the Committee were
here to hear this, though. It is unfortunate they are not. But,
again, if anybody wants to challenge this, step in. Do you want to
say—have we developed a national or regional restoration plan?

Ms. BOURGE. Actually, I want to go one back from there. I want
to talk about whether or not we have done nothing, because I think
the issue got a little conflated here on the EMP versus GMD. In-
dustry has done things on GMDs. We have standards implemented.
We are in the process of pending approval from FERC on a second
set of standards to build toward the 100-year event.

Chairman JOHNSON. Have we installed anything? Have we actu-
ally protected anything? So industry, great, God bless you, I love
industry. So industry has done some studying. The government has
not.

Ms. BOURGE. I could not say what DHS has done specifically or
not.

Chairman JOHNSON. That is why we have GAO here, and he said
government has not done anything. So God bless industry. I am
glad you are moving forward. We should start installing some of
these things.

D, have we assured the availability of replacement equipment.
Have we done that?

Mr. CURRIE. No. It is being researched, but there is no assur-
ance.

Chairman JOHNSON. Ah, research. Love research. Some of these
transformers are 2 years out in terms of lead time, correct?

Mr. WOOLSEY. Yes.

Chairman JOHNSON. Two years out.

Mr. WOOLSEY. And the last time I looked, Mr. Chairman, they
were made only in—the big ones, only in South Korea and Ger-
many.

Chairman JOHNSON. So anybody with a brain in their head look-
ing at this would go, what we ought to do—again, we are going to
spend $800 billion looking for shovel-ready projects and shovel
about $2 billion into some replacement transformers and just keep-
ing the spare parts. Wouldn’t that have been a rational response,
take $2 billion and buy a bunch of transformers and store them so
that we can restore power from that

Mr. WOOLSEY. Some transformers are not fungible. You cannot
just take one and put—but people here who know more about
that——
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Chairman JOHNSON. That would, of course, require some re-
search and some planning, which we did not do that either. So let
me keep going on.

Mr. GARWIN. As they say, the good is the enemy of——

Chairman JOHNSON. No. The perfect is the enemy of the good, I
know. And just government does not work, and I think this is pret-
ty obvious.

Mr. GARWIN. You can make replacement transformers that are
modular and stack them up, and that is a good way to do it. But
it is very difficult to get people to agree on a particular course. And
in industry and commerce, you have competition, so people buy
what is most effective and what

Chairman JOHNSON. Right, and, of course, the point of this hear-
ing is to lay bare how ridiculous it is that we have done nothing,
and we have let the perfect be the enemy of the good, and we have
allowed governmental dysfunction to prevent us from even doing
the basic first little quick fixes to begin protecting our critical infra-
structure. That is the purpose of this hearing.

Let me go on. E, assure availability of critical communications
channels. Have we done that, Mr. Currie?

Mr. CURRIE. So we focus on the energy sector, and one thing that
was not mentioned is that the EMP Commission report actually
covered other sectors, like telecommunications and banking and fi-
nance and raised threats in those areas, too. I do not have knowl-
edge of the communications area.

Chairman JOHNSON. Well, again, and I agree with your assess-
ment in your testimony, too. We have 16 critical infrastructures,
and they all depend on energy. So, again, we are trying to
prioritize what you are trying to address—again, not going to solve
all of them. In other words, do nothing, so try and start solving
something. The top priority would be protect our electrical infra-
structure, correct?
hF,?expand and extend emergency power supplies. Have we done
that?

Mr. CURRIE. That is not something we have looked at as DHS be-
cause they would not be responsible.

Chairman JOHNSON. I will take that as a no.

Extend black start capability.

Mr. CURRIE. It is something that they have looked at as their re-
search and development for installing these transformers that can
be easily replaced, but I am not aware of——

Chairman JOHNSON. So looked at it. Then that would be what we
would have to do. Pre-purchasing some of these replacement trans-
formers is really what we are talking about, right? And getting
those in a position so that we do not have to rely on transportation
to put them in service. Mr. McClelland.

Mr. MCCLELLAND. If you do not mind, Mr. Chairman, I would
like to revisit just a couple——

Chairman JOHNSON. Sure.

Mr. McCLELLAND. Not from the DHS perspective, but from
FERC’s perspective. Regarding item No. 1, identify critical facili-
ties, the Commission did finish comprehensive network modeling,
has identified the most critical substations and nodes on the elec-
tric power grid, conveyed that information to the industry, and
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then offered assistance. And this is in conjunction with DOE and
DHS, so they were our partners on this. We did collaborate, so we
have identified those critical nodes, met with the subject matter ex-
perts who own and operate those critical nodes, and offered assist-
ance, joint assistance for cybersecurity with DHS and also assist-
ance on both GMD and EMP mitigation procedures and techniques.

We have also collaborated with our partners at the Department
of Defense (DOD) to identify mission-critical facilities and essen-
tially perform the same function for our partners at DOD.

So work has been done. I cannot speak to independent efforts by
DHS. The work was not specifically driven by GMD and EMP. It
was driven in the threat context and used for both cyber GMD and
EMP.

On the second item, I do not want to overrepresent it. I think it
is important to say that the NERC standards are a baseline ap-
proach, so they are a foundational approach. They are certainly not
best practices, and they certainly would not represent best prac-
tices that the industry could bring to bear. However, NERC did put
operating procedures in place so that when they receive alerts and
bulletins from the National Oceanic and Atmospheric Administra-
tion (NOAA) folks regarding space weather events, they are given
an alert, and they can take operational action. That is just oper-
ational action, though. It does depend on human beings to actuate
procedures in order to protect the system.

There is a second phase of that standard. The second phase of
that standard regards a self-assessment by the industry to deter-
mine whether or not they need to take protective measures, auto-
matic protective measures against GMD. And the Commission has
questioned some of the aspects of that standard in regards to the
1-in-100-year event and the baseline that NERC submitted for the
Commission’s review.

Chairman JOHNSON. OK. So that is good news. I would have as-
sumed we would have been looking at this. I am sure there is, with
all the paper being produced around here, there are some studies.
We need to start implementing some protections, though, and
prioritizing those things. Ambassador Woolsey.

Mr. WoOOLSEY. Mr. Chairman, just one illustration. It takes
NERC sometimes quite a while to come up with these standards.
In 2003, after the Great Northeast Blackout in Canada—and it
started, I think, in Cleveland, with a tree branch touching a
wire—NERC undertook a Vegetation Management Plan. It took
them slightly over 10 years, until 2013, to come up with that. The
United States was engaged in World War II for 3 years and 8
months, so that is essentially three World War II’'s that it took
NERC to figure out what to do with vegetation. I do not know how
long it took them to handle a much more complex problem, like,
say, squirrels.

Ms. BOURGE. Mr. Chairman, if I could add one thing

Chairman JOHNSON. Squirrels are a 100 percent probability as
well. [Laughter.]

Ms. BOURGE. The NERC process has been changing and growing
and establishing itself over the years, and that was more in its in-
fancy. At this point we have gotten better with standards. I am not
going to say we are perfect, but we have gotten better in the proc-
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ess of getting them done, and for an example, we had a request
from FERC to create physical security standards last year, and we
did that, I believe, in 82 days.

Chairman JOHNSON. Again, this is a different example, but I
know the Centers for Disease Control (CDC) has established stand-
ards in case the Ebola virus ever came to the United States, and
the first time it happened, we had some young nurses contract
Ebola because—again, you can write up standards, but if you do
not test it, if you do not actually have the protective gown and
equipment in place, the standards, the piece of paper does nothing.

Let me just continue, because I just want to—and, again, any-
body can answer this. If it is yes or no or, maybe or partially, let
me know.

Prioritize and protect critical nodes. Have we prioritized and pro-
tected critical notes? Mr. McClelland.

Mr. McCLELLAND. The studies that FERC has performed do
prioritize the critical nodes for the industry.

Chairman JOHNSON. So we prioritized but no protection.

Mr. McCLELLAND. No, the protection is voluntary. There is no
EMP standard, and the Commission has said on numerous occa-
sions that for national security the standards are not adequate.

Chairman JOHNSON. OK. So, listen, I am somebody who hates
overreaching government, overregulation. But let us face it: Vol-
untary is not working so good. From my standpoint, this is some-
thing that needs to be addressed, and if government has to pay for
it, again, that is why I go back to the old stimulus, $800 billion,
we could have done a lot of protection with just a small little frac-
tion of that, and it is just a shame, it is just unconscionable we did
not.

Mr. McCLELLAND. I can just add to that quickly. We have seen
just a handful of utilities move forward with EMP mitigation. One
or two have been very proactive. The cost for both GMD and EMP
mitigation at those stations is relatively small. It has been 1 to 2
percent—for EMP mitigation included.

Chairman JOHNSON. When the administration in 2009 was look-
ing for those shovel-ready projects, did NERC ever raise its hand
and say, “We have one here”?

Mr. McCLELLAND. I do not know.

Chairman JOHNSON. I wish they would have.

Mr. WoOLSEY. Not to my knowledge, Mr. Chairman.

Mr. GARWIN. There is a generic problem in the government, as
evidenced by our late friend Jim Schlesinger when he was Sec-
retary of Defense. They needed a fiscal stimulus, and Schlesinger
came up with $5 billion to be spent. He said, “We do not need it
for defense, but I am the only one in the government, the only Cab-
inet Secretary, allowed to have contingency plans for spending
money we do not have.”

And so we spent that $5 billion on defense. Schlesinger said we
did not need it, but it was a good thing to do, according to the ad-
ministration and the Congress. We ought to have contingency plans
lined up for things that we do not have money to do, and you have
to be able to say no to them to stay within the budget.

Chairman JOHNSON. Well, again, the purpose of this hearing is
to raise this issue, this contingency and a real high—this is not a
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contingency. This is an imperative. This is a top priority from my
standpoint.

I, Expand and assure intelligent islanding capability. Dr.
(irlarwgn, that was part of your testimony. Have we done anything
there?

Mr. GARWIN. I do not know.

Chairman JOHNSON. Mr. McClelland.

Mr. McCLELLAND. I would say not, no.

Chairman JOHNSON. OK. Assure protection of high-value genera-
tion assets.

[No response.]

No? Correct? I guess we will just assume no unless somebody
wants to—OK.

Assure protection of high-value transmissions assets.

[No response.]

No. Assure sufficient numbers of adequately trained recovery
personnel. Have we done that one?

[No response.]

No. Simulate, train, exercise, and test the recovery plan. Have
we done that?

[No response.]

No, we have not done that.

Develop and deploy system test standards and equipment.

[No response.]

Have not done that.

The final one, you can all breathe easy now, establish installa-
tion standards.

[No response.]

So this is pretty remarkable. From 2008, we had all these rec-
ommendations, seems like pretty common-sense recommendations,
things that responsible individuals would have hopped right on and
said, “This is a problem, this is a threat, this needs to be ad-
dressed, this is a priority.” And we have virtually done very little.
We have done some. We have done some studies. We need to start
using those studies.

We are, by the way, going to be introducing a piece of legisla-
tion—and I have it here somewhere. Oh, I know. This passed in the
House. One of the reasons we are holding this hearing now is I
wanted the House to move first. It is called the “Critical Infrastruc-
ture Protection Act.” To me, this is just bare minimum. And it was
amazing to me. Ambassador Woolsey, can you describe the prob-
lems we had even passing this in the House? It is going to require
DHS to prepare a strategy to protect critical infrastructure against
electromagnetic threats.

Mr. WOOLSEY. I think this is the one that go through the House
and was stopped in the Senate—Peter Pry has followed the legisla-
tion on this more closely, if we can ask him, former Chief of Staff
of-

Chairman JOHNSON. Sure. Why don’t you come forward? I will
let you provide the information without being sworn in.

Mr. WOOLSEY. Progress, particularly in the House, of CIPA.

Mr. Pry. Well, it was passed in the House, but like in the last
week of the last Congress. It passed unanimously, as a matter of
fact, but we just ran out of time. I think the bills you are thinking
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about are the SHIELD Act and the GRID Act which were held up
for years in the House Energy and Commerce Committee. One of
them, the GRID Act, did pass the House unanimously in 2010, and
it came over to the Senate. But one Senator anonymously put a
hold on the bill, and then it died. And that is the closest we came.

Chairman JOHNSON. I actually was going to get to the SHIELD
and GRID Acts. Right now we are just talking about CIPA, because
I think the House—is it Homeland Security?—has actually re-
ported out of Committee, and hopefully the House will pass it. And
I want to bring this up and report it out of our Committee as well,
and it is one of the reasons I held this hearing, was to get Com-
mittee support for just a bare minimum. Again, this is sort of a
study as well. But we need to move past studies as quickly as pos-
sible and develop a strategy and start implementing it real quick.
And T think some of these things we are talking about here, the
$100,000 for some of these critical transformers, I do not think we
need a strategy or a study. I think we should just do it, quite hon-
estly. I will amend this bill to authorize the dollars to do just that.

Mr. GARWIN. One problem is that some of these remedies are so
cheap, so that is the reproduction cost. But the design, the test,
that costs really a lot of money, and then you put it into produc-
tion. But you have to decide what it is you put into production. So
that is why there has not been a lot of supply-industry interest in
this, because the market is not all that big.

Chairman JOHNSON. Mr. Currie, do you want a quick:

Mr. CURRIE. Yes, sir. On the cost issue, one of the things that
we are looking at—when we talk about this, we tend to talk about
just replacing existing equipment now. Another option that is easi-
er and cheaper is, as you redesign systems, as they need natural
replacement, that you consider hardening in this, too, which can be
cheaper and easier to do as well.

Chairman JOHNSON. That is fine. But, again, that is replacing.
That is further out in the future. Let us take a look at what we
have now. Let us address that. Let us offer some protection now.

I think I will yield back my time remaining, my 7 minutes here.
[Laughter.]

Senator CARPER. I will say you have made the most of it.

Chairman JOHNSON. I have it right here. It says all 7 minutes,
so I have not even begun.

I will say I wish we have had really good attendance at these
hearings, and this is probably the least attended hearing, and it is
unfortunate. I will ask——

. Seﬁator CARPER. They are all waiting in the anteroom until you
inish.

Chairman JOHNSON. I will ask that you review what has already
been stated here, Senator Carper. This is unbelievable. It is just
unbelievable. So if you have an opening statement, I am happy to
have you make it now. But I really want you to review the testi-
mony, and I want you to review the initial questioning here, and
what we have not done is pretty jaw-dropping and how little it is
going to cost to just offer some basic protection, this is something
we need to prioritize. We need to get moving on this now. But why
don’t you make your opening statement? Then we will continue on
with questions.
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OPENING STATEMENT OF SENATOR CARPER

Senator CARPER. OK. Thanks. I apologize to our witnesses. First,
my train was running about an hour and a half late. That is
enough of a trouble. And the Northeast corridor was shut down for
a while. And I got here, and I got distracted on another big issue
that we are facing in the Senate today. But, Mr. Chairman, thanks
very much for holding this hearing, and thanks to our witnesses as
well for joining us.

Threats to the homeland have evolved, as we all know, consider-
ably over the last 15 years. In the months after 9/11, the most
pressing threat to our homeland came from al-Qaeda terrorists
planning attacks from remote caves in Afghanistan. Today the ter-
ror threat has become far more diverse.

Some terror groups are still seeking sophisticated attacks against
high-profile targets. Other groups, such as the Islamic State of Iraq
and Syria (ISIS), are attempting to inspire extremists all over the
world—including right here in the United States—to carry out sim-
ple attacks within their own communities, sometimes lethal at-
tacks.

We are also being attacked daily in cyberspace. In many ways,
we are dealing with an epidemic of online theft and fraud. This epi-
demic is growing at an alarming rate and touches many of the peo-
ple in this room, including on this side of the dais, as attacks be-
come more sophisticated and more disruptive.

And the challenges we faced with the recent Ebola outbreak and
our ongoing efforts to counter the spread of avian influenza remind
us that threats to our homeland are not just manmade. To address
these evolving threats, we must always look to stay at least one
step ahead of the bad guys or, in some cases, Mother Nature.

At the same time, we have to reluctantly accept the reality that
our Nation cannot protect against every threat, or potential threat,
out there. Though we should always strive for perfection, we simply
do not have the resources to achieve 100 percent security all of the
time. I know that, and I think we all recognize that. That is why
it is so critical that we prioritize our homeland defenses. We must
focus on those threats that our experience and intelligence tell us
are most likely to occur and would have the gravest effects if, God
forbid, they should become a reality.

Today’s hearing gives us an opportunity to assess two different
potential threats to our electrical grid: man-made electromagnetic
pulses, and geomagnetic disturbances caused by space weather.

Each of these threats poses some degree of risk to our commu-
nities. That much is clear. Our job, however, is to assess that risk
and figure out where these threats rank in the spectrum of every-
thing else that our country faces. For example, we must determine
how likely electro-and geomagnetic threats are to occur given our
existing preparations and deterrents. And if they were to occur,
how would they impact our homeland?

The answers to these basic questions become all the more impor-
tant and urgent amid the horrific reminders of the existing chal-
lenges we already do face from domestic terrorism and homegrown
violent extremism in our own communities—attacks like those that
occurred recently in Chattanooga and in Charleston.
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I hope today we can make some progress on this front and that
our witnesses can provide us with a clear-eyed assessment of these
threats. I look forward to questioning, but I am going to yield on
my questions to Senator Ernst and Senator Ayotte and then maybe
pick up the chance to ask my own questions in a few minutes.

Thank you.

Chairman JOHNSON. Thank you, Senator Carper. Senator Ernst.

OPENING STATEMENT OF SENATOR ERNST

Senator ERNST. Thank you, Mr. Chairman, and thank you, Rank-
ing Member Carper.

I would like to start, of course, with a discussion. I know the
DOD was brought up earlier—and, first, I apologize. I want to
thank all of you for being here today as well. I know many of us
are dashing from meeting to meeting. But the DOD was brought
up as far as our military is concerned, so, Director Woolsey, I
would like to direct this to you first. I am interested in your
thoughts on the potential impact of whether it is a natural or man-
made EMP on our military capabilities, and if you could I guess de-
tail or general observation, either, on where we are most vulner-
able and how we should prioritize our efforts to harden these areas
in our military and mitigate some of the threats that have been
discussed here today.

Mr. WooLSEY. Well, 99 percent of—maybe it is like 97 percent
of the military are on the grid. That is where they get their power.

Senator ERNST. Correct.

Mr. WooLSEY. I think in California there is one hot water steam
facility, but that is it. So since we have 16 critical infrastructure
and they all in one way or another depend on electricity, although
electricity depends on them—they are interacting. But if the grid
goes down, there is no special arrangement for the military. They
are hungry and thirsty just like everybody else. And so in a real
crisis one might look to the National Guard or whatever to main-
tain order. They are going to be worried about their families starv-
ing and not having water just like everybody else.

So we have a very fundamental problem that the infrastructure
at least in this country is essentially completely integrated, and
one good thing is that Defense often has less difficulty making deci-
sions and moving out, and sometimes they have a bit of extra
money, so sometimes if you have a cooperative arrangement be-
tween Defense and other parts of the government, and particularly
on something like this, Defense could kind of take the lead, par-
ticularly in areas like the corridor in the middle of Texas, which
has several major military bases on it as well as several cities. And
it would be a way to move out relatively quickly, perhaps, on get-
ting some of these changes to the transformers and the rest that
we have been talking about here.

Senator ERNST. So you would say they would be a priority; they
would need to be a priority.

Mr. WOOLSEY. Absolutely, but, I mean, hospitals are going to be
a priority because they will not have electricity, et cetera, et cetera.
The military would certainly be front and center.



27

Senator ERNST. Certainly. And do you believe that we could ade-
quately protect our installations here? What about post bases that
we have overseas?

Mr. WooLSEY. Well, there are different threats, both for geo-
magnetic—except for the really huge Carrington Effect 1859 event,
the events like even the railroad one of 1921 occur only over part
of the Earth. So if something like that hit us, unless it was a gigan-
tic Carrington event, it might well not hit our bases in other parts
of the world. And if they were hit, then they might not be in the
United States.

But whether it is in Britain or Germany or here, we cannot as-
sume that our military is going to have electricity and power and
function any different really than the rest of society. They are
going to depend on British transformers in Britain.

Senator ERNST. Based on those host countries.

Mr. WOOLSEY. Yes, I am sure they have generators and fuel that
will last for 2 or 3 days or something like that, like a lot of busi-
nesses do. But we are used to planning for weather-caused outages,
which will last 2, 3, or 4, maximum 4 or 5, let us say, days. And
that is not what this would be. This would be an outage for a very
long time.

Senator ERNST. OK. Mr. McClelland, I think you had some infor-
mation.

Mr. McCLELLAND. I do. In 2008—and, actually, Mr. Woolsey was
a part of this initiative. It was the Defense Science Board Task
Force that wrote a report in February 2008 called “More Fight,
Less Fuel.” The primary objective of that task force, as I remember,
was to evaluate battlefield needs and dependency on fuel. They in-
advertently found, however, they came up with two primary deter-
minations. The second was very serious and was a surprise, and I
would just like to read an excerpt from the memorandum from Dr.
Schlesinger.

Senator ERNST. Please.

Mr. McCLELLAND. He said, “The task force concluded that DOD
has two primary energy challenges,” and this is the second: “Mili-
tary installations are almost completely dependent on a fragile and
vulnerable commercial power grid, placing critical military and
homeland defense missions at an unacceptable risk of extended
outages.”

And so that report went on then to detail the findings as well
as recommendations to help correct that circumstance.

Senator ERNST. So in your assessment then, it would be impor-
tant that not only are we ensuring our troops are prepared for war,
but also that they would be prepared in situations like this to make
sure we can eventually step up into military operations.

Mr. McCLELLAND. Absolutely.

Senator ERNST. OK. Thank you very much. I have very little
tir(rlle remaining, but I do want to thank all of you for participating
today.

Thank you, Mr. Chairman.

Chairman JOHNSON. Thank you, Senator. I will use your time,
because we have not adequately described this.

Ambassador Woolsey, you said “a very long time.” Lay out ex-
actly what would happen in a massive GMD or an EMP. Lay it out.
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Describe what this is going to look like. This is not a 2-week or a
3-week power outage. Talk about the electrical grid going down and
everything shuts down.

Mr. WooLsey. Well, I will take a quick stab at it and then lat-
eral it to Joe and Dick, if they want to add, because they both
know a great deal about this issue—more than I, really.

You have the short wavelength effects that operate line of sight,
so if you——

Mr. GARWIN. Short time.

Mr. WOOLSEY. Short time.

Chairman JOHNSON. I really do not want to impinge too much on
Senator Ayotte’s time here. Kind of get by the technical aspects to
now the grid is down.

Mr. WoOOLSEY. All right.

Chairman JOHNSON. And just describe what happens to society
when the grid is down for—you said “a very long time.” We are
talking a year or two, because we cannot get these transformers.

Mr. WOOLSEY. It is briefly dealt with in the Commission report
of 2008, and there are essentially two estimates on how many peo-
ple would die from hunger, from starvation, from lack of water, and
from social disruption. One estimate is that within a year or so,
two-thirds of the United States population would die. The other es-
timate is that within a year or so, 90 percent of the U.S. population
would die. We are talking about total devastation. We are not talk-
ing about just a regular catastrophe.

Chairman JOHNSON. I think that made the point. Senator Ayotte.

OPENING STATEMENT OF SENATOR AYOTTE

Senator AYOTTE. Thank you, Chairman.

Ambassador, you certainly made the point, which brings me to
my question. I serve on the Armed Services Committee as well, and
in February, our Director of National Intelligence (DNI) and the
Director of the Defense Intelligence Agency (DIA) both testified be-
fore the Senate Armed Services Committee regarding worldwide
threats. It is our annual worldwide threats hearing. And this was
obviously intended to be a comprehensive assessment, yet neither
of them even mentioned the EMP threat in their lengthy written
testimony provided to the Committee or in the oral testimony.

So, Ambassador Woolsey, what explains this notable silence? If
you look at collectively your tremendous experience in so many key
positions in our government, how would you assess our awareness
about this threat? And do you worry that there is a gap in terms
of the intelligence community’s (IC) and our overall focus on this
devastating threat?

Mr. WOOLSEY. Senator, it is a great question, and it is one of the
things that perplexes everybody who looks at this. How could this
be such a terrible threat and nobody has paid attention to it for
quite a while, sometimes even in DIA and DNI testimony? I think
there are two things going on.

First of all, all parts of government and individuals are strapped
for cash these days, and so to stick one’s neck out in a bureaucratic
situation in which you say, “I understand that. That is my agency’s
responsibility. We will take charge, and here we go,” you may find
that it is being taken out of your hide. And so you do not have any
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real prospect to get added resources to do something, even if the
resources are a couple of billion dollars, very small in these terms.
So that is, I think, one thing that is going on.

Another is that it has enough of a technological component that
people tend to think of it as science fiction. I gave a speech to a
group of very distinguished scientists, and one came up afterwards
and said, “Come on, Woolsey. You cannot mean this. Newt Gingrich
writes novels about this.” I said, “Well, Tolstoy wrote a novel about
the war in Europe in Napoleonic times. It did not mean it did not
happen.”

But people get into the mode of thinking that this is so horrible
if it goes the way it might—and there are books, there are good
sort of dystopian books—one called “One Second After”—about this,
and so people get into not wanting to think about it, not wanting
to worry about it because it is too terrible.

I think that those two phenomena—and, finally, we kind of first
knew about this—and, Dick, correct me if I am wrong—as a result
of the atmospheric or high-altitude nuclear test just before the At-
mospheric Test Ban Treaty came into effect, we and the Russians.
And we dealt with the problem from the point of view of protecting
the Strategic Air Command’s assets, bombers, radar aircraft, and
so on. But everybody kind of thought of it as, well, this is one thing
that would be terrible if we had a nuclear war with the Soviets,
so it is kind of a lesser included case. And the problem is that it
is not now a lesser included case. If Iran gets one nuclear weapon,
relatively primitive, just like what we dropped on Hiroshima, and
can put it into a simple launcher, a Scud—they give Scuds to the
Houthis in Yemen—a Scud and put it into orbit at, say, 100 kilo-
meters, which is the easiest thing to do in space, the first thing we
did, the first thing the Russians did, launch a little satellite into
space. They get into space, and it is low-Earth orbit, and it is going
around the Earth a couple of times a day or so, it crosses the
United States. If you have that up there and you are the Iranians
and that morning you wake up and think you really mean the
“death to America” business, then you can pickle it off and go,
“Boom,” and knock out the American grid.

It is not just a lesser included case of strategic—and, by the way,
the Iranians are rather good at deception. They might try to make
it look like it was North Korea or something.

Senator AYOTTE. And North Korea otherwise could do it.

Mr. WooOLSEY. North Korea otherwise could do it.

Senator AYOTTE. They are not know for

Mr. WOOLSEY. Try to make it look like it is Iran.

Senator AYOTTE [continuing]. Really rational leaders all the time.

Mr. WOOLSEY. So there are several factors, but when you put
them all together, the government—and I guess finally with re-
spect to electricity, the functions of government with respect to the
electric grid, particularly after it was in part—competition intro-
duced into it around 2000—is you have FERC, you have NERC,
you have State authorities, you have different kinds of ownership
practices in industry. You have chaos from the point of view of try-
ing to have anybody in charge of a coherent policy. There is only
one person, I think, who can set this priority for the Nation and
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zget people going, and that would be the President of the United
tates.

Senator AYOTTE. And from what I hear from your testimony, you
would say that it is very important that the President do that,
whether it is this President or the next President, but as soon as
possible.

Mr. WoOLSEY. I absolutely think as soon as possible, because
even if you are willing to hope that things will work out OK with
North Korea and with other nuclear powers that could orbit a sat-
ellite, Iran is explicitly genocidal with respect to both us and Israel,
and they are, I think, months maybe—I hope years, but quite pos-
sibly months away from having a nuclear weapon.

Senator AYOTTE. Well, and, of course, under the agreement that
has been released, the U.N. Resolution against intercontinental
ballistic missiles (ICBM) and their missile program will be lifted in
8 years, but the intelligence estimates have been that they would
have ICBM capability this year, is what we have heard. So we
know that, yes, the Scud would be the more primitive form, but
they are also working on more advanced forms that could deliver
these types of weapons and could have the same effect.

Mr. WOOLSEY. Absolutely right. And the thing that is a problem
here is that this is easier, an EMP shot is easier than launching
a long-range missile at a target on the Earth. The shooter does not
have to worry about reentry, does not have to worry about accu-
racy, none of that. They just need to get into orbit and detonate
when the orbit takes the satellite over the United States.

Senator AYOTTE. Well, I want to thank all of you for being here.
I did not get to a question which I will submit for the record, but
there is some really important work being done on this issue at the
University of New Hampshire (UNH), and they are actually a lead-
er in the field of heliophysics and researching this area, and also
the impact of actually building space aircraft instruments to pre-
dict and detect solar eruptions, but also other types of events are
important that we have referenced today. So I am going to submit
a question for that, and I want to give UNH a shout-out for their
important work on this.

And I think this is a wakeup call, Mr. Chairman, for important
work we could do on this Committee to really raise the attention
level of what would be a devastating impact on our country. So I
thank you all for being here.

Chairman JOHNSON. Thank you, Senator. It definitely is a
wakeup call, although the wakeup call was first broadcast in 2004,
then 2008. And, by the way, I did do a quick calculation using my
iPhone here: 200 critical transformers at $100,000 would be $20
million. That is it, $20 million and we would go a long way toward
at least protecting a good chunk of our electrical grid.

Mr. WOOLSEY. About a third of a fighter aircraft.

Chairman JOHNSON. $20 million, that is it. We are going to in-
clude that on our CIPA bill.

Mr. GARWIN. Could I reduce some confusion here, perhaps?

Chairman JOHNSON. Sure.

Mr. GARWIN. Jim Woolsey and I worked together in 1998 on the
Missile Threat Commission, and we said there it is not only the
ICBMs but it is short-range missiles, cruise missiles, or ballistic
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missiles from freighters that could threaten the United States.
Now, some people do not like to hear that because they like to
build defenses against ICBMs, and it is hard to defend against
these little things—even harder to defend against ones that do not
have to actually reenter but could detonate over the United States.

However, never mind radars. We do see every launch of a signifi-
cant ballistic missile, even Scuds, with the warning satellites. And
so we know where it is fired from. If it is a long-range missile fired
from Iran or North Korea, we know. There are easier ways for
those countries to commit suicide than to send a nuclear weapon
to do EMP that does not kill anybody directly but may kill tens of
millions of people indirectly.

But among those would be many Iranians and North Koreans,
and, one ought to say that, in my opinion.

Chairman JOHNSON. Well, thank you, Dr. Garwin. Senator Car-
per.

Senator CARPER. Thanks again, everybody.

I think I would like to start off my first question with Mr.
Currie—thank you for being here—and Dr. Garwin. Here is my
question: We have heard about high-altitude nuclear detonations
and the EMP threat that they could pose. Where do manmade
EMP threats rank in the spectrum of all homeland threats? Do you
want to take a shot at that, Mr. Currie?

Mr. CURRIE. Yes, sir. Thank you for the question.

So that is the responsibility of DHS to assess those types of
threats, and one of the things we found in our work is that DHS
has not done that. They have not sort of incorporated the EMP or
geomagnetic threat into their assessments yet. And there has been
some confusion at DHS, too. When we asked them the question of
who is responsible for doing that, there has been some confusion
around who is supposed to do that.

Senator CARPER. OK. Dr. Garwin.

Mr. GARWIN. Nuclear weapons are not very widely available, and
to add to that, the capability of launching them over the United
States is also not something they find in the ordinary terrorist cell.
So that is a blessing.

The suitcase battery-operated EMP generators, they can cause
damage at a substation, but there are a lot of other ways to cause
damage at a substation by shooting the transformer——

Senator CARPER. We saw that near San Jose. I saw it with my
own eyes.

Mr. GARWIN. Yes. Or, for instance——

Senator CARPER. Metcalf.

Mr. GARWIN [continuing]. Nuclear power plants. You use a little
bit of explosives on the towers, and you bring down all the offsite
power. That is why nuclear power plants have backup diesels, and
we have taken that much more seriously after the Fukushima
Daiichi meltdowns. But it took awhile to realize that the U.S.
plants did not have sufficient battery capacity, did not have suffi-
cient protection of their diesels.

So the high-altitude nuclear explosion EMP threat is real. It is
very special. We have many other problems of homeland security:
disease spread by terrorists, for instance, as was mentioned; many
other problems; widespread just shooting in marketplaces, which is
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endemic in the rest of the world—fortunately, not so common here;
bringing down the commercial aviation sector by various means. So
Homeland Security has a lot of things to think about.

Senator CARPER. I like to say it is a busy neighborhood.

Mr. GARWIN. And EMP, we should fix the E3 threat. We should
fix the solar storm threat. And then we should move on and do the
E1 hardening and tell people that they are going to be out of busi-
ness if such a thing happens, and that is an unnecessary vulner-
ability of the country.

Senator CARPER. Ms. Bourge, do you want to comment on what
Mr. Currie and Dr. Garwin just said, please?

Ms. BOURGE. Thank you, Senator. What I would add to that is
that the EMP threat is a lower-likelihood threat, but it is one of
the highest-impact threats that you can find out there. And I think
that is one reason that even though it is a very low likelihood, it
is a very important issue, and a lot of people talk about it. Maybe
not as many as should, and hopefully we are moving toward get-
ting to public-private partnerships across the infrastructures to do
so. But for now, it is a low-risk, high-impact threat. And as indus-
try, we address those type of threats in a defense-in-depth ap-
proach, and so we take into consideration all threats, but then we
do have to also factor in the likelihood, the ability to protect
against it, the cost and impact on the consumers, and many other
considerations as we are doing that to decide which threats we are
going to address which ways. And so just because it is a low likeli-
hood does not mean we do not think about it, but it means that
it is one of the ones that is not the first that we are fixing.

Senator CARPER. All right. My followup to you, if I could, we
have heard today that it could take as little as $20 million to up-
grade 200 transformers in the United States. Would you like to ad-
dress that number or that assertion?

Ms. BOURGE. So I have heard that number before in the past.
Usually, I have heard it in reference to——

Senator CARPER. Do you have any idea how many transformers
there are in the country? I do not know. Roughly. Are there
100,000? Are there 50,0007

Ms. BOURGE. I believe you are looking at around 20,000 of the
major transformers.

Senator CARPER. Major.

Ms. BOURGE. But I would have to confirm that number.

Senator CARPER. OK.

Ms. BOURGE. Joe might be able to——

Mr. GARWIN. I think there are only about 700 extremely high
voltage (EHV) transformers, the ones that carry power over many
hundreds of kilometers at voltages above 500,000 volts.

Senator CARPER. OK.

Mr. GARWIN. Those are the primary ones that would be damaged
and should be protected.

Senator CARPER. All right. Good. Thanks.

Mr. GARWIN. But the $20 million that is the reproduction cost.

Senator CARPER. The what?

Mr. GARWIN. The cost of building these things once you decide
what it is and you do all of the homologation—that is, you make
sure it is suitable, it passes all the requirements of the various
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councils that are involved, and that is a good many million dollars
before you get the first one. Now, some of that work has been done
in Ontario Hydro and elsewhere.

Senator CARPER. We interrupted what you were saying, Ms.
Bourge. Do you want to finish? I do not want to be rude.

Ms. BOURGE. Oh, no. No worries at all. I believe I had actually
pretty much finished all my statement.

Senator CARPER. OK. Let me go back and ask a followup to my
first question, Mr. Currie, to you and Dr. Garwin. How likely is it
that a country, like Russia, like China, like North Korea, would
detonate a nuclear weapon in the atmosphere above the United
States? Do we have any deterrence in place to the launching of a
high-altitude nuclear blast?

Mr. CURRIE. Sir, from a GAO perspective, I do not know the an-
swer to that. We have done some work, a couple of years ago on
DOD’s efforts, the Department of Defense’s efforts to mitigate
against this and plan for this, and that is completely classified. So
we would be happy to give that report to you or your staff.

Senator CARPER. OK. That would be good. Thanks.

Dr. Garwin, do you have any—first of all——

Mr. GARWIN. There are two aspects to what Ms. Bourge men-
tioned.

Senator CARPER. OK.

Mr. GARWIN. She said explicitly what would be the cost to the
American public, the consumer, of such an event if it happened,
and we do not really know that. We need many more and more pre-
cise and more public estimates of that. Then anybody can supply
the probability, which is not really a probability because it is af-
fected by people’s decisionmaking process, and in the case of China
and Russia, that is deterrable. We would deter that. This is not
something that they could do lightly without realizing that they
would suffer nuclear response, not just high-altitude EMP. So it
would be very bad for their militaries, and you might say that
could cause all-out war. So it could. And it would not help to put
the blame on the one who started it. We have to think these things
through.

So what is the probability? Difficult to answer.

Senator CARPER. All right. Thanks.

Mr. Chairman, my time has expired. I know you went on for a
while, and I would like to go on—not for that long but for a while.
Is that OK?

Chairman JOHNSON. Can I come back to you? I just want to clar-
ify a few things.

Senator CARPER. Sure.

Chairman JOHNSON. Dr. Garwin, 700 total transformers that are
kind of the critical ones, the long term; $100,000, that would be
$70 million. Again, that does not even show up as a rounding error
in the Federal budget. We are talking about $70 million. But I did
want to ask you a question. Are those capacitors that you are rec-
ommending already designed? Or is that something that would
have to be developed?

Mr. GARWIN. The neutral current-blocking devices exist. They
have been tried. A company, Emprimus, is offering them for sale.
Who knows how much they are charging for it? I think that you
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can use one device on several transformers, and that is where this
$100,000 or $150,000 per transformer comes from.

The series blocking capacitors in the power lines themselves,
those have not been designed. Those are also of the same order of
cost. It depends whether you put them in substations on fiberglass
stands, whether you actually hang them on the lines, what kind of
control systems you put around them so that they do not cause any
power problems when there is no electromagnetic pulse or solar
storm.

So those have not been designed. I wish to call attention to the
fact that they exist. It is hard for an electrical engineer even to get
her mind around the fact that you make a great big value of a ca-
pacitance, a lot of millifarads. And it still costs less than the ones
that we are accustomed to having because the voltage across them
is lower.

Chairman JOHNSON. So, again, these are estimates. I am just
trying to get a feel for how much we are talking about, how much
of the electrical grid would it protect, and how quickly could we ac-
tually install these things. As a business guy, that would be my
first questions. How much is it going to cost? How quickly could we
install them, in what kind of phasing? And, how much development
really has to occur on this? Anybody else can jump in.

Mr. GARWIN. You could do it in a couple of years.

Chairman JOHNSON. But could you start installing some of these
things tomorrow?

Mr. GARWIN. Yes, you could install neutral current-blocking de-
vices. You could have some military base at the end of a long trans-
mission line, install series-blocking capacitors. Yes, you could go
ahead, and if it did not work, you would take it out of service. But
you need to do analyses of the stability of the networks, electrical
stability of the networks, and then you need to have competition
to perfect these things. But, yes, you could get a good ways within
a couple of years.

Chairman JOHNSON. So, again, for this not even pocket change
to the Federal Government, would this make sense for us to quick-
ly authorize just a bare minimum level of protection, authorize, $20
to $70 million—again, no need to ask for an offset for that small
amount—start installing these things, maybe they are not perfect,
we can always upgrade them. And I guess I want to ask you, Mr.
McClelland, and you, Ms. Bourge, is that something that we could
support and get done and do it tomorrow? We will do other strate-
gies. We will do other reports. But is this something we could do
tomorrow, get that in motion so we can start installing these things
as quickly as possible? Mr. McClelland.

Mr. McCLELLAND. I would say yes. I would also make a rec-
ommendation that we stay flexible. Neutral blocking may not be
the only solution. It may not be a good fit for that particular site,
and you will hear that from industry members that evaluate
their

Chairman JOHNSON. But if we are paying for it

Mr. McCLELLAND. Right.

Chairman JOHNSON. I mean, is there going to be much reason for
them to squawk?
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Mr. McCLELLAND. No. And I would even say that there may be
cheaper solutions, so instead of a neutral blocker, you could trip
the transformer off.

And just to put one other item in context, if you will allow me,
the 1989 Quebec event, there was virtually no equipment damage,
10 hours of off time for the grid, cost between $1 to $2 billion. If
you work backward and if you just inflate the cost to half a million
dollars, you are equivalent then to $1 billion, the lower end of that
cost for that relatively benign event, versus a much more severe
event that is inevitable.

Chairman JOHNSON. Again, so what I am going to try and con-
vince our Ranking Member is to join me in authorizing up to $100
million to quickly install these as a first step. Could you do these
things in a series? Again, we are talking about such a minimal ex-
penditure with such a great risk. And, by the way, we do know
GMD, it is 100 percent certainty that this will occur. Maybe not to-
morrow, 10 percent every decade, but it will occur. It is 100 per-
cent. And so we need to protect ourselves against that.

Ms. Bourge, would industry have any problems if we authorized
spending the money to install these types of controls, realizing they
are not perfect and there may be better solutions, lower-cost solu-
tions in the future, but let us at least do this minimal amount now
and continue to look at this in the future?

Ms. BOURGE. I think the overall concept would not be so con-
cerning, but there would be some concerns about the flexibility of
what type of technology solutions are going to be applied and
where we are applying, because the longitude or the closeness to
water, things like that impact what type of protections are best rec-
ommended for an individual facility.

So I am not sure if we would be comfortable with the idea of it
just being a mandate, here is the money, but you need to install
this specific technology on every part of the system; so much as
here is some money, work together with DOE, figure out how best
to install it——

Chairman JOHNSON. OK. Happy to provide that flexibility, but I
want to get the thing moving. So I do not want to say, well, until
we have it all designed and we know exactly what we are going to
put on all 700, we are going to do nothing. Let us take a look at
if there are 500 which are pretty obvious, let us get the things in-
stalled. And it may not be perfect, and we will come back and au-
thorize a better solution. Mr. Currie.

Mr. CURRIE. Yes, sir. I will say one thing that could be a stum-
bling block, again, is this prioritization of the most high risk places
or transformers, and it sounds like FERC has some efforts ongoing.
Based on our work at DHS, we have not seen anything that has
really fleshed that out yet or any entity at DHS that really knows
that information. So that would be critical before you could ever
figure out how to spend money.

Chairman JOHNSON. But, again, FERC, you have done a fair
amount—you have already done some studies, so you think this
could be implemented pretty rapidly. So I will come to you guys,
and I will leave DHS out of this for the time being, because you
are little more prepared, or I will ask you to give the information
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to DHS. What a concept. We can actually get these things done.
Senator Carper.

Senator CARPER. Thanks, Mr. Chairman.

Again, another question, if I could, for Ms. Bourge, and maybe,
Dr. Garwin, you take a swing at this one as well. A fellow named
Yousaf Butt—I think that is the correct pronunciation—a nuclear
physicist and former researcher with the Harvard-Smithsonian
Center for Astrophysics, recently wrote the following—this is what
he wrote. He said, “If terrorists want to do something serious, they
will use a weapon of mass destruction—not mass disruption. They
do not want to depend on complicated secondary effects in which
the physics is not very clear.” That is what he said.

Let me just ask, is a high-altitude nuclear EMP a weapon of
mass destruction or a weapon of mass disruption? If you believe it
is a weapon of mass disruption, do you agree with Dr. Butt’s state-
ment? Ms. Bourge, please.

Ms. BOURGE. It is most definitely mass disruption when you are
talking about a high-altitude nuclear EMP. The reason someone
would detonate a nuclear bomb or device in the air like that is for
the EMP effect. Otherwise, they are going to do a ground detona-
tion.

From our perspective, we tend to see it from a risk scenario. The
most likely scenario is that a nuclear bomb would be detonated on
the ground, not in the air, because a nation state would be doing
an act of war. A terrorist is also going to be trying to kill as well
as cause terror. So you would have some groups that would do a
high-altitude detonation, but their intent has to be that mass
panic, that mass destruction, without the mass casualties imme-
diately.

Senator CARPER. OK. Again, Dr. Garwin, I will quote Dr. Butt
again. He said, “If terrorists want to do something serious, they
will use a weapon of mass destruction—not mass disruption.” Then
he went on to say, “They do not want to depend on complicated sec-
ondary effects in which the physics is not very clear.”

Mr. GARWIN. He asserts a better understanding of terrorists than
I have. Yes, having a nuclear weapon, exploding it at ground level
in a city, I have written about that a lot. That is a real problem.
It is a lot easier to do, really, than sending it up without killing
anybody immediately. But you will kill lots of people.

Now, a first-generation nuclear weapon produces a very signifi-
cant E1 and destroys all kinds of electronics. It does not do very
much for the E3, that is, the geomagnetic storm-like pulse. But it
will kill a lot of people, not instantly, and, that is up to the terror-
ists’ taste. It is easier for them, in my opinion, to detonate a nu-
clear weapon in a city. But that does not mean we should not pro-
tect against the other.

Senator CARPER. I have several other questions. If you would,
just bear with me, please. A question on predicting space weather,
if we could, and I do not know if this is a fair question to ask of
you, Ms. Bourge, but I will start with you if I could.

When it comes to space weather-generated geomagnetic disturb-
ances, it appears that our ability to predict the intensity of solar
flares and their impact on Earth is critical to mitigating the im-
pacts to the electrical grid. Ms. Bourge, could you and maybe Dr.
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Garwin take this question for me? Can you address if the United
States is doing a good job at predicting space weather events?

Ms. BOURGE. From the electric industry——

Senator CARPER. Microphone.

Ms. BOURGE. From the electric industry perspective, I would say
that the United States is doing a pretty good job of predicting space
events. We do get early alerts so that we are able to take protective
action for our systems in the higher latitudes. That sometimes will
mean turning off a system because we got that alert from the gov-
ernment in time.

Senator CARPER. Is it a couple of days? Is it hours?

Ms. BOURGE. So it depends on the size of the storm. Usually, it
takes about 16 hours to, I think, 36 hours, if I recall correctly, for
the storm to impact the Earth from when it first happened on the
Sun, and we usually get close to that for type of a heads up. But
you could have a shorter time period as well. But as long as we
have enough time to have our operators respond, that works. And
so that is a very important issue from our perspective, because un-
like the EMP threat, the GMD threat we do get that early warning.
We do know for sure. The military is not going to call us if they
are tracking a nuke, most likely. But we do get a heads up when
a GMD is heading our way. We know what level we are expecting.
We know what region is likely to have the most impact, and we can
take protective measures for our system.

Senator CARPER. What kind of protective measures would you
take in those instances?

Ms. BOURGE. So in some cases, we already have existing tech-
nology on the systems at the higher latitudes to protect against
GMDs. They are often called “chokes.”

Senator CARPER. Chokes?

Ms. BOURGE. Chokes.

Senator CARPER. Like a chokehold.

Ms. BOURGE. Like a chokehold, because basically that is what it
is doing to the current. It is trying to limit its ability to impact the
system.

And then we also have that early warning system. That is a big
part of protection against a GMD, just knowing that it is coming,
knowing what time you are expecting it so you can protect your
system, and if need be, shut it off so it does not get hurt.

Senator CARPER. And if you get like a warning of 12, 18 hours,
that is enough time to shut down?

Ms. BOURGE. That is enough time. We always would love more
time. The more time you have for things, the better. But that is
a good window. I would caution that these are programs that are
sponsored by government dollars. It is satellites that are out in
space monitoring space weather for us. And it is very important as
we move forward in the years that we do not consider removing
these technologies from NOAA’s suite of technologies and availabil-
ities that they have.

Senator CARPER. Dr. Garwin, do you agree with anything that
Ms. Bourge just said?

Mr. GARWIN. Quite a lot. We do not get very good warning. We
see these things on the sun, and 24 or 36 hours later we may or
may not have a severe geomagnetic storm on the Earth. A real
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warning of about 40 minutes comes from an ACE satellite or now
the DSCOVR satellite on the Earth-Sun line off at a million and
a half miles from the Earth out of 93 million miles to the Sun.
Forty minutes is sort of short to change from economic dispatch
where you send the electricity in the cheapest way to robust dis-
patch, which may do some good so that the lines are less heavily
loaded and more generators are operating, so if one line goes out,
another one can take over.

We could have, as in the 2011 report, some so-called quasi-sat-
ellites that would be out at 15 million miles. You cannot station
them there. You have to have a whole swarm of them. But they can
be tiny things, and that would extend from 40 minutes to about 7
hours and give you really better actionable intelligence.

Senator CARPER. OK.

Mr. GARWIN. So that would be a good thing. It really would not
cost very much. Nobody that I know i1s planning for it.

Senator CARPER. All right. Thank you. And one last question, if
I could, for Mr. Currie. Mr. Currie, the EMP Commission issued its
recommendations several years ago, and I think those have been
discussed at least to some degree here today. As I understand it,
GAO is working to assess whether the Department of Homeland
Security has implemented the EMP Commission’s recommenda-
tions. Here is my question: Is DHS required to implement the EMP
Commission’s recommendations? That is one. Second, have any of
the EMP Commission’s recommendations been codified in statute?
Go ahead and answer those first. Is DHS required to implement
the EMP Commission’s recommendations? And, two, have any of
the EMP Commission’s recommendations been codified in statute?
Just do those first. And then I have one more followup.

Mr. CURRIE. Sure. No, I am not aware of any law that requires
DHS to implement the recommendations.

Senator CARPER. Have any of the Commission’s recommendations
been codified in statute yet?

Mr. CURRIE. Not that we have seen.

Senator CARPER. OK. Last question: Did the EMP Commission
recommend that any other department or agency take action?

Mr. CURRIE. Absolutely. The Department of Energy was a big
part of the EMP Commission report, too, and they were to work ei-
ther independently or with DHS to implement the recommenda-
tions, too. And that is the same structure for protecting critical in-
frastructure across the country. DHS has the lead in coordinating,
and they work with the sector-specific agency. For energy, it is
DOE. But that applies to all sectors, too. So it is a partnership.

Senator CARPER. OK. I want to, if I could just in a closing state-
ment, thank each of you for coming today, for your preparation,
and for your responses to questions.

In the last Congress—I call him the wingman while I was
chairing this Committee, was Tom Coburn of Oklahoma, Dr.
Coburn, a House Member, a physician, a successful business per-
son, and a valued member of this Committee and this body. And
we were encouraged at one point in time—at several points in time
in the last Congress to hold hearings and to delve deeper into this
issue. And I recall him as a Congressman, he is one of those per-
sons who—for those of you who know him—was already free to
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speak his mind. And one of our colleagues used to say of Tom,
whom I love dearly, he would say, “Dr. Coburn is sometimes mis-
taken but never uncertain.” That is what he would always say. But
he was oftentimes right.

We once had a conversation about this issue. I think he described
this issue as “hokum.” That is a word we sometimes use in Dela-
ware. Again, going back to the characterization one of our col-
leagues used to have of Tom, I do not know if this is hokum or not.
I think we have some pretty smart people here that are before us
and who have the interests of our Nation at heart, have brought
their concerns to us, and we should certainly be attentive to those.
I know this is an issue that is especially important to our Chair-
man, so it is sure to get some attention. But I know just about
enough to be dangerous on this subject, and I did not know that
much before we started planning for this hearing, so I have learned
a bit, and I have more to learn.

But among other things, I know a little bit about cyber attacks.
I know a little bit about cybersecurity. I know a little bit about
data breaches. In fact, I have learned a lot. I remember a couple
years ago when there was an article several years ago in the press
that said I was the expert in the Senate on cybersecurity. And I
turned to a member of my staff, and I said, “Imagine that. I am
an expert now in cybersecurity now that I am the Chairman of the
Committee.” And my staff person said, “In the land of the blind,
the one-eyed man is king.” So for me not to get carried away with
being deemed an expert in that.

But I know a fair amount about those. I also know I am a retired
naval flight officer (NFO), retired Navy captain, and spend a fair
amount of time thinking about wars and being involved in one and
worried about our homeland security and a lot of levels, including
lone-wolf attacks—and those are not lone-wolf attacks—including
avian influenza, Ebola. It is a wild and crazy world that we live
in today, and we need to be able to sort of assess these risks, and
to the extent that we have resources, people and other resources
to push toward these risks, what we need to do is make sure that
we are adjusting our resources that we have, can commit, are com-
mitting to the level of risk, and that we always keep that in mind.

All right. Mr. Chairman, thanks so much for bringing this to-
gether and to all of you for joining us today.

Chairman JOHNSON. Thank you, Senator Carper.

I just have two quick questions. Then I will give everybody a
chance, if you have another comment you want to make, to do that.
First of all, does anybody on the panel think the threats from EMP
and GMD is “hokum”? Anybody?

Ms. BOURGE. I just have to admit I do not know the word.
[Laughter.]

Chairman JOHNSON. Hooey. Science fiction. Fanciful. Like not a
problem.

Ms. BOURGE. I would not agree that it is imaginative or movie
scenario only. It is a definite potential threat. I just would not
agree that it is the most vital threat against our electric infrastruc-
ture.

Chairman JOHNSON. OK. It is a real threat.
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Second, we were talking about one of the solutions would be basi-
cally shutdown—with early warning, shutdown. Correct?

Ms. BOURGE. For a GMD.

Chairman JOHNSON. Now, we have a massive solar flare, space
weather like a Carrington Effect. You would have to shut down ev-
erything, correct? Dr. Garwin.

Mr. GARWIN. You can wait, but we do not have the instrumenta-
tion right now to give you the information. We have to look at the
individual transformers, listen to the noise they make, measure
their ground currents, and in order not to shut them down unnec-
essarily, use the magnetometers. China has a much better display,
deployment of National Science Foundation magnetometers than
we have here.

Chairman JOHNSON. But, again, that is making the decision
based on what the extent of the solar discharge would be if it was
massive, like a Carrington.

Mr. GARWIN. Well, we might

Cgairman JOHNSON. You would have to shut it down then, cor-
rect?

Mr. GARWIN. With no protection deployed, yes, we could and
should do that.

Chairman JOHNSON. And for how long? How long do these space
weather effects——

Mr. GARWIN. Some of them are a few days.

Chairman JOHNSON. Which means you would have to—because
we do not have protection, we have not installed the capacitors

Mr. GARWIN. Yes.

Chairman JOHNSON [continuing]. The only solution we have right
now, the only protection would be early warning, and on something
massive, complete shutdown of our electrical grid to save it.

Mr. GARWIN. Well, the North American Electric Reliability Cor-
poration, argues that you do not have to plan for a shutdown. The
grid is so vulnerable that it will shut itself down.

Chairman JOHNSON. That is not very comforting, and it could
shut down for a couple years. Ambassador Woolsey.

Mr. WooLsEY. Mr. Chairman, I just want to make one point on
this issue of whether this is a low-probability, high-risk problem.
There is more than one kind of probability. I sometimes talk about
whether you are dealing with a malignant or malevolent
problem—a malignant problem being something that is natural
and it may metastasize, it may be terrible, it may be awful—Ebola.
But it is random in the sense that it is only influenced by nature.
Whereas, a malevolent one is one where there is somebody on the
other side actually planning to try to kill you, and you cannot real-
ly assign a probability to that. All you can do is try to understand
their culture. A lot of people would not have thought in 1929 that
within a decade we would be into World War II with the Nazis in
control of Germany and the rest.

But I want to read two sentences from an Iranian publication:
“Once you confuse the enemy communication network, you can also
disrupt the work of the enemy command and decisionmaking cen-
ter. Even worse, today when you disable a country’s military high
command through disruption of communications, you will, in effect,
disrupt all the affairs of that country. If the world’s industrial
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countries fail to devise effective ways to defend themselves against
dangerous electronic assaults, then they will disintegrate within a
few years. American soldiers would not be able to find food to eat,
nor would they be able to fire a single shot.” That is the Iranian
magazine Nashriyeh-e Siasi, 17 years ago, in 1998. Their strate-
gists have been following and analyzing General Slipchenko’s work,
which I mentioned. That is not something to which one can assign
a random probability. If these guys get in control, a launch under
some circumstances could be possible.

Chairman JOHNSON. Again, that was 17 years ago, and they have
been pretty patient. And now we have a deal that I believe will
allow them to become a nuclear power with ballistic missile tech-
nology.

Mr. WOOLSEY. Yes.

Chairman JOHNSON. And this is in their military planning and
strategy, as well as—and I would refer everybody to your testi-
mony. You have a number of statements from military planners in
Russia and China and North Korea.

Mr. WOOLSEY. Yes.

Chairman JOHNSON. Again, fully aware of this real threat—not
hokum. A real threat.

Mr. WOOLSEY. Yes.

Chairman JOHNSON. Again, this is not like, “Oh, nobody has
thought about this.” No, people have thought about it, and they are
planning for it, and they are giving themselves the capability to im-
plement it.

Mr. WooLSEY. And the South Koreans are not getting bogged
down in probabilities. They are toughening their grid because they
have North Korea to deal with.

Chairman JOHNSON. And we have known absolutely this for dec-
ades, publicly since at least 2004 with these EMP Commissions,
and we have done virtually nothing.

Mr. WOOLSEY. Absolutely.

Chairman JOHNSON. When we can do something, and it does not
cost very much—not perfect, but we can spend a few million dol-
lars—millions. We are not talking billions. We are talking millions,
and we could go a long way toward providing some pretty signifi-
cant protection.

Chairman JOHNSON. OK.

Mr. GARWIN. I will agree with that. I disagree with Jim
Woolsey’s characterization. It sounds like, not only 17 years ago. It
sound like Sun-Tzu.

Mr. WoOOLSEY. It does. Sun-Tzu could have written that if he had
known about EMP.

Chairman JOHNSON. But he was not aware of nuclear weapons.

Final comments, we will start with you, Ms. Bourge.

Ms. BOURGE. I just want to remind you that we do need to look
at these issues as separate, GMDs and EMPs. I hear a lot of
conflation, and I understand the reason why, because of that E3
component. But one thing I do not think was clear when we defined
that out initially was it was defined as E3 component is similar to
a severe GMD storm. That is not identical. That is similar. So
there has been some disagreement, and there is a desire to have
some research to see just how well does the GMD protections that
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we do utilize in some parts of the country currently, how well do
those actually protect against an EMP? And so I am not sure if in-
dustry would agree that by putting on the technology solution that
is being put forth here or the ones we already utilize in some parts
of the industry, if that would actually solve the EMP threat.

Chairman JOHNSON. And that is fine, but let us at least protect
ourselves from GMD in a more robust fashion where it does not
cost very much. And, again, my proposal would actually have the
government pay for it, and we just need cooperation.

Ms. BOURGE. Well, we certainly:

Chairman JOHNSON. Trust me, now I am all about let us not
grow the Federal Government, let us not overregulate. I mean, I
am your ally from that one still. So, again, kind of work with us
on this. I would appreciate it. Mr. Currie.

Mr. CURRIE. Yes, sir. Well, as I said in my opening statement,
I think it is really difficult to fully assess the risks of this or
prioritize investments and security when it is not clear who has the
lead role, and that is one of the big themes that we have
found—is that DHS has the lead role for critical infrastructure pro-
tection, but has not identified different roles and responsibilities for
electromagnetic threats.

Chairman JOHNSON. So that would be something our Committee
could potentially help define in legislation. Dr. Garwin.

Mr. GARWIN. Let me pass right now.

Chairman JOHNSON. Sure. Mr. McClelland.

Mr. McCLELLAND. Just one quick clarification. An EMP event
and a GMD event would be events of mass destruction. The EMP
Commission was very clear about the electronics and the trans-
formers and the lead times associated with those systems as well
as the other systems, the other infrastructure types that would be
affected. A recovery would not be easy. In many cases, the genera-
tors are specifically and custom-built. They have transformers that
are custom-built for their installation. So stockpiling those trans-
formers and then replacing them after the effect is simply not a
feasible solution.

Chairman JOHNSON. OK. Ambassador Woolsey.

Mr. WoOLSEY. Mr. Chairman, I want to thank you for holding
this hearing and say that anything I can do in the future to help
you in these efforts. After several years of Peter and I and others
who are interested in this issue feeling like we are beating our
heads against a wall, it is great to have a Chairman and a Com-
mittee that is taking us seriously.

Chairman JOHNSON. I understand what that feels like, by the
way. [Laughter.]

Mr. WOOLSEY. Anyway, I just want to say thank you.

Chairman JOHNSON. OK. Well, again, thank you for your work
on this. Dr. Garwin.

Mr. GARWIN. OK. My summary is a small point, and in my anal-
yses, E3 from a high-altitude nuclear explosion is easier to correct,
to mitigate, than a geomagnetic storm because it is over in a
minute or so, and you are going to shut down, generators are still
spinning, easier to get back up.

Chairman JOHNSON. Can you shut down quickly enough in an
EMP, though? Doesn’t that require microseconds?
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Mr. GARWIN. No. The E3 does not cause damage for seconds or
more because it is the power that is flowing in the transformers
that can no longer resist the voltage

Chairman JOHNSON. But you need automatic trips. I mean, you
are going to have to have some kind of detection in mind

Mr. GARWIN. I agree with you, and you would have absolute cer-
tainty if you put in this warning system that I recommend, govern-
ment-operated, high-altitude nuclear explosion went off, never went
off before, and take measures to protect your system. Then milli-
seconds, seconds, those would be fine for protecting the trans-
formers. Of course, other things may have been lost due to the E1
pulse.

Chairman JOHNSON. OK. Well, again, I just want to thank all of
you for your time, your thoughtful testimony, your answers to my
questions, all of our questions. I hate to call this a “first step,” but
I guess we are kind of at that stage where, at least for this Com-
mittee, for the U.S. Senate, this is kind of a first step. Maybe we
have had a number of first steps. It cannot be the last step. So I
am going to aggressively pursue this, provide it the type of public
attention I think it deserves, and hopefully the thoughtful evalua-
tion so we can start moving forward. Let us do the easy things
first, not perfect, but let us start offering and implementing some
protections as we continue to study this, as we develop a longer-
term strategy that is certainly more encompassing.

So, with that, this hearing record will remain open for 15 days
until August 6 at 5 p.m. for the submission of statements and ques-
tions for the record.

This hearing is adjourned.

[Whereupon, at 12:12 p.m., the Committee was adjourned.]







APPENDIX

Opening Statement of Chairman Ron Jehnson
“Frotecting the Electric Grid from the Potential Threats of Solar Weather and
Electromagnetic Pulse”
July 22, 2015
As prepured for defiy

Good merning. Thank you all for foining us today. We wiil be loaking at an issue that 1
beligve is vital Lo naticmal security—the extent o which the electric grid miy be vulnerable
tor the threats of solar wealther ar @ high-allitude electromagnetic pulse.

When it comes to critical infrastructure, there are scveral koy sectors, ofton calied the
“lifetines,” that cssentially vndergivd and sepport ail ether sectors. Ihe energy soctor is
one of these crucial lifetings. Without it, the other sectors would cease to function, Cuy
ceonoiy, our livelihoods and our ability to defend gurselves would be crushed.

Frotectitig the clectric grid is o monumental challenge, and the threats facing it are many
and varied  The arid's physical infrastructitre i necessarily spread throoghout the nation
and aften cannal be prolected from severs wealiter, sabotage or vandalism. Likewise,
urilities themselves are encoustering an enovenous task in protecting their computer
netwrorks and fighting off cyherattacks.

We also know that the potential consequence of any atack or event an the grid is very
high. Ina real-life example, in 2003, & cascading Galure across the grid in the Northeast left
almnst 50 million people without power, many for days, One fedoral study identitied nine
critical substations that could be disabled and petentiaily bring down the entire .5, grid
for more than 8 months,

The threats of solar weather and high-atticude electromagretic pelse cre unigue in Lhat
they can affect a vast region of the country, They may damage assels on the prid that are
expensive, difficult and time-consuming to ropiace.

I0is my goat that this hearing enahle us tn define the prohlam--that is, to identify how
significant these threats are to our electric grid and vwe ration. We need to understand
how Feady our nation s for these threats, and we need to evaluate potential oppariunities
oy mirigate them.

Several reports over Use last decade have highitghited just how bad these electromagnetic
Lhreats cocld be. While we want to avoid foar-mongering, we don't want to take these
issiees fphtly,

e study cstimated severe solar weather could leave as many as 130 million peonle
wikhgut power for years. Similarly, the EMP Commission estimated that 90% of Lhe 1.5
popalation could dic as a result of the consequences of 2 high-altitde electronagaete
pulse, The electromagnetic pulse of 2 nuclear blagt 300 mies above the LS, could
potontizliy reach the entire country.

(45)
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While these numbers may be worst-case projections, we need to be suve we are adequately
studying these threats and priovitizing them against others. It is not enough to hope they
flever oceur,

There are opportunities for protecting the electric grid from these threats, but they are
costly. The EMP Commission, for exampie, projected that hardening the grid could cost $2
billion. Compared to the likely economic impact of one of these events, these costs may
well be worth it

That being said, this hearing is not ene in which we are exploring ways we can place
stronger regulations on industry. After 31 years in manufacturing before | came 1o the
Senate, | understand that the level of regulation on businesses already is burdensome and
has serious negative unintended consequences. | hope to see industry and government
working together to meet the commeon challenges facing critical infrastructure.

Gur withess panel is well equipped to handle these questions today, bringing vast
experience and study of these issues to bear. Thank you all for joining us, and I look
forward to your testimony.
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Statement of Ranking Member Thomas R. Carper
"Protecting the Eleciric Grid from the Potentiof Threats of Solar Storms and
Eleciromagnetic Pulse™
July 22,2013

As prepared for delivery:

Threats to the homeland have cvolved considerably over the past 15 vears. In the months after
9/11, the most pressing threat to the homeland came from Al-Qaeda terrorists planning attacks
from remole caves in Afghanistan. Today, the terror threat has become far more diverse.

Some terror groups are still seeking sophisticated attacks against high profile targets. Other
groups, such as [S18, are attempting to inspire extremists all over the world -- including here in
the United Stales — to carry out simple attacks within their own communities.

‘We are also being attacked daily in cyberspace. In many ways. we are dealing with an epidemic
of online theft and fraud. This epidemic is growing at an alarming rate, as attacks become more
sophisticated and Jisruptive.

And the chatlenges we faced with the recent global Ebola outbreak and our ongoing efforts fo
counter the spread of avian influenza remind us that threats o the homeland aren’t just man-
made. To address these evolving threats, we mwust always look to stay at least one step ahead of
the bad guys, or in some cases, Mother Nature.

At the same time, we have to reluctantly accept the reality that our nation cannet protect against
every threat, or potential threal, out there. Though we should always strive for perfection, we
simply do not have the resources to achicve 100 percent secunity alf of the time. That is why itis
g0 critical that we prioritize our homeland defenses. We must focus on those threats thai our
experience and intelligence teil us are most Hkely to oceur, and would have the gravest impact if,
God forbid. they became a reality.

Today’s hearing gives us an opportunity Lo assess two different potential threats to our electrical
grid—man-made electromagnetic pulses. or "FMPs,’ and peomapnetic disturbances caused by
space weather.

Each of these threats poses some degree of risk 10 our communities — that nrach is clear. Our job
however, is to assess that risk and figure oul wherc these threats rank in the specirum of
everything else our country faces. For examptle, we must determine how likely electro and
geomagnetic threats are 1o occur given our existing preparations and deterrents. And if they were
to oceur, how they could impact the homeland?

Answers to these basic questions became all the more important and urgent amid the horrific
reminders of the existing challenges we face from domestic terrorism and homegrown violent
exlremism in our own communities —attacks like those that occurred recently in Chattanooga
and Charleston,
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I hope today we can make some progress on this front, and that our witnesses can provide us
with a clear-eyed assessment of these threats. [ look forward to an informative hearing.

g
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Ambassador R James Woolsey fuly 22, 2015

For over a decade now, since the Congressional EMP Commission delivered its first
report to Congress eleven years age in July of 2004, various Senate and House
committees have heard from numerous scientific and strategic experts the consensus
view that natural and manmade electromagnetic pulse {EMP) is an existential threat to
the survival of the American people, that EMP is a clear and present danger, and that
something must be done to protect the electric grid and other life sustaining critical
infrastructures--immediately,

Yet this counsel and the cost-effective solutions proposed to the leoming EMP threat
have been ignored. Continued inaction by Washington will make inevitable a natural or
manrmade EMP eatastrophe that, as the Congressional EMP Commission warned, could
kitl up to 9o percent of the national popuiation through starvation, disease, and societal
collapse.

Indeed, some actions taken by the Congress, the White House, and the federal
bureaucracy are impeding solutions, making the nation more vulncrable, and helping
the arrival of an EMP catastrophe. More about that later,

Why has Washington failed to act against the EMP threat? A big part of the problem is
that policymakers and the publie still fail to understand that EMP, and the catastrophic
consequences of an EMP event, are not science fiction,

The EMP threat is as real as the Sun and as inevitable as a solar flare.

The EMP threat is as real as nuclear threats from Russia, China, Nerth Korea, and Iran,
Nuclear EMP attack is part of the military doctrines, plans and exercises of all of these
nations for a revolutionary new way of warfare that focuses on attacking electric grids
and civilian critical infrastructures--what they call Total Information Warfare or No
Contact Wars, and what some western analysts eall Cybergeddon or Blackout Wars.

The nuclear EMP threat is as real as North Kerea's KSM-3 satellite, that regularly orbits
over the U.S. on the optimurm trajectory and altitude to evade our National Missile
Defenses and, if the KSM-3 were a anclear warhead, to place an EMP field over all 48
conrtiguous United States,

The EMP threat is as real as non-nuclear radiofrequency weapons that have already
been used by terrorists and criminals in Europe and Asia, and no doubt will soener or
later be used here against America.

A Clear And Present Danger
EMP, while still inadequately understood by policymakers and the general public, has
been the subject of numerous major scientific and strategic studies. All of these warn hy
consensus that a natural or nuclear EMP, in the words of the Congressional EMP
Comimission, "Is one of a small number of threats that has the potential to hald our
society seriously at risk" and "Is capable of causing catastrophe for the nation." Such is

2
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the warning not only of the Congressional EMP Commission, but of studies by the
Congressional Strategic Posture Commission, the National Academy of Sciences, the
Department of Energy, the National Intelligence Council, a U.8. Federal Energy
Regulatory Commission report coordinated with the Department of Defense and Qak
Ridge National Laboratory, and numerous other reports.

Yet a recent Wall Street Journal article (May 1, 2015} on NORAD moving back into
Cheyenne Mountain and spending $700 million to further harden the mountain against
a nuclear EMP attack from North Korea, received hundreds of ecomments from shocked
readers, half of whom still think that EMP is science fiction.

Nuclear EMP. We know that EMP is not science fiction but an existential threat that
would have catastrophic consequences for our society because of high-altitude nuclear
tests by the {7.8. and Russia during the early Cold War, decades of undergroand nuclear
testing, and over 50 years of tests using EMP simulators. For example, in 1961 and
1962, the USSR conducted several EMP tests in Kazakhistan above its own territory,
deliberately destroying the electric grid and other critical infrastructures over an area
larger than Western Europe. The Congressional EMP Comimission based its threat
assessment partially on using EMP simulators to test modern electronics--which the
Comumission found are over one million times more vulnerable than the electronics of
the 15603,

Cne prominent myth is that a sophisticated, high-yield, thermonuclear weapon is
needed to make a nuclear EMP attack. In fact, the Congressional EMP Commission
found that virtually any nuclear weapon--even a primitive, low-yield atomic bomb such
as terrorists might build—would suffice. The 1.8, electric grid and sther civilian critical
infrastractures--for exampie, communications, transportation, banking and finance,
food and water--have never been hardened to survive EMP. The nation has 18 eritical
infrastructures--all 17 others depend upon the electric grid.

Another big myth is that a sophisticated long-range missile is needed to deliver an EMP
attack. The iconic EMP attack detonates a single warhead about 300 kilometers high
aver the center of the U.8., generating an EMP field over all 48 contigucus United
States.

Howeves, any warhead detonated 3o kilometers high anywhere over the eastern half of
the U.S. would collapse the Eastern Grid. The Eastern Grid generates 75 percent of .5,
electricity and supports most of the national population. Such an attack could be made
by a short-range Scud missile launched off a freighter, by a jet fighter or small private jet
doing a zoom climb, or even by a meteorological balloon.

According to a February 2015 article by President Ronald Reagan's national security
brain trust--Dr. William Graham who was Reagan's Science Advisor and ran NASA,
Ambassador Henry Cooper who was Director of the Strategic Defense Initiative, and
Fritz Ermarth who was Chairman of the National Intelligence Council--North Kerea and
Iran have both practiced the iconic nuclear EMP attack against the United States. Both
nations have orbited satellites on south polar trajectories that evade U.S. early warning

3
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radars and National Missile Defenses. North Korea and Iran have both orbited satellites
at altitudes that, if the satellites were nuclear warheads, would place an EMP field over
all 48 contiguous United States.

Dr. Graham and his colleagues in their article warn that Iran should already even be
regarded as having noclear weapons and missiles capable of making an EMP attack
against the 11.5., or against any nation on Earth.

North Korea and Iran have also apparently practiced making a nuclear EMP attack
using a short-range missile launched off a freighter. Such an attack could be conducted
anonymously to escape U.8. retaliation--thus defeating nuclear deterrence.

Natural EMP. We know that natural EMP from the Sun is real. Coronal mass
ejections traveling over one million miles per hour strike the Earth's magnetosphere,
generating geomagnetic storms every year, Usually these geo-storms are confined to
nations at high northern latitudes and are not powerful enough to have catastrophic
conseguences. In 1989, the Hydro-Quebec Storm blacked-out half of Canada for a day
causing economic losses amounting to billions of dollars.

However, we are most concerned about the rare solar super-storm, like the 1921
Railroad Storm, which happened before American civilization became dependent for
survival upon electricity and the electric grid. The National Academy of Sciences
cstimates that if the Railroad Storm were to recur today, there would be a nationwide
blackout with recovery requiring 4-10 vears, if recovery is possible at all.

The most powerful geomagnetic storm on record is the 1859 Carrington Event,
Estimates ave that Carrington was about 10 times more powerfut than the 1921 Railroad
Storm and 100 times more powerful than the 19089 Hydro-Quebec Storm. The
Carrington Event was a worldwide phenomenon, causing forest fires from flaring
telegraph lines, burning telegraph stations, and destroying the just laid intercontinental
telegraph cable at the bottom of the Atlantic Ocean.

1f a solar super-storm like the Carrington: Event recurred today, it would eollapse
electric grids and life-sustaining critical infrastructures worldwide, putting at risk the
lives of billions.

NASA in July 2014 reported that two years earlier, on July 23, 2012 , the Earth narrowly
escaped another Carrington Event. A Carrington-class coronal mass ejection erossed
the path of the Earth, missing our planet by just three days. NASA assesses that the
resulting geomagnetic sterm would have had catastrophic consequences worldwide.

We are overdue for recurrence of another Carrington Event. The NASA report estimates
that likelihood of such a geomagnetic super-storm is 12 percent per decade. This
virtually guarantees that Earth will experience a catastrophic geomagnetic super-storm
within our lifetimes or that of our children.
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Radio-Frequency Weapons {RFWS5). Just as nuclear and natural EMP are not
seience fiction, we also know that the EMP threat from nen-nuclear weapons, commonly
called Radio-Frequency Weapons, is real. Terrorists, criminals, and even disgruntled
individuals have already made localized EMP attacks using RFWs in Europe and Asia.
Probably sooner rather than later, the RFW threat will come to America.

RFWs typically are much less powerful than nuclear weapons and much more locatized
in their effects, usually having a range of one kilometer or less. Reportedly, according to
the Wall Street Journal, a study by the U.S. Federal Energy Regulatory Commission
warns that a terrorist attack that destroys just g key transformer substations could cause
a nationwide blackout lasting 18 months.

RFWs offer significant advantages over guns and bombs for attacking the electrie grid.
The EMP field will cause widespread damage of electronics, so precision targeting is
mach less necessary. And unlike damage from guns and bombs, an attack by RFWs is
much less conspicuous, and may even be misconstrued as an unusual accident arising
from fauity components and systemic failure.

Some documented examples of suceessful attacks using Radio Frequency Weapons, and
accidents involving electromagnetic transients, are described in the Department of
Defense Pocket Guide for Security Procedures and Protocols for Mitigating Radio
Frequency Threats {Technical Support Working Group, Directed Energy Technical
Otfice, Dahlgren Naval Surface Warfare Center):

--"Int the Netherlands, an individual disrupted a local bank's computer network because
he was turned down for a loan. He constructed a Radio Frequency Weapon the size of a
briefcase, which he learned how to build from the Internet. Bank officials did not even
realize that they had been attacked or what had happened until long after the event.”

--"In 8t. Petershurg, Russia, a criminal vobbed a jewehy stote by defeating the alarm
system with a repetitive RF generator. Its manufacture was no more complicated than
assembling a home microwave oven."

-"In Kzlyar, Dagestan, Russia, Chechen rebel commander Salman Raduyev disabled
pelice radio communications using RF transmitters during a raid.”

--"In Russia, Chechen rebels used a Radio Frequency Weapon to deleat a Russian
security system and gain access to a controlled area."

-- "Radio Frequency Weapons were used in separate incidents against the U.S. Embassy
in Moscow to falsely set off alarms and to induce a fire in a sensitive area.”

--"March 21-26, 2001, there was a mass failure of keyless remote entry devices on
thousands of vehicles in the Bremerton, Washingten, area...The failures ended abruptly
as federal investigators had nearly isolated the source. The Federal Cormmunications
Commission {(FCC} concluded that a 1.8, Navy presence in the area probably caused the
incident, although the Navy disagread.”
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--"In 1999, a Robinson R-44 news helicopter nearly crashed when it flew by a high
{requency broadecast antenna.”

--"In the late 1980s, a large explosion occurred at a 36-inch diameter natural gas
pipeline in the Netherlands. A SCADA system, located about one mile from the paval
port of Den Helder, was affected by a naval radar. The RF energy from the radar caused
the SCADA system to open and close a large gas flow-control valve at the radar scan
{frequency, resulting in pressure waves that traveled down the pipe and eventually
caused the pipeline to explode.”

--"In June 1999 in Bellingham, Washington, RF energy from a radar induced a SCADA
malfunction that caused a gas pipeline to rupture and explode.”

--"1n 1967, the USS Forrestal was located at Yankee Station off Vietham. An Aq
Skyhawk launched a Zuni rocket across the deck. The subsequent fire took 13 hours to
extinguish. 134 pecple died in the worst U.5. Navy accident since World War II. EMI
[Electro-Magnetic Interference] was identified as the probable cause of the Zuni
jaunch.”

--North Korea used an Radio Frequency Weapon, purchased from Russia, to attack
airliners and impose an "electromagnetic blockade" on air traffic to Seoul, South Korea's
capitol. The repeated attacks by RFW also disrupted communications and the operation
of automobiles in scveral South Korean cities in December 2010; March g, 2011; and
April-May 2012 as reported in "Massive GPS Jamming Attack By North Korea"
(GPSWORLD.COM, May 8, 2012).

All Hazards Strategy. The Congressional EMP Commission recommended an "all
hazards" strategy to protect the nation by addressing the worst threat--nuclear EMP
attack. Nuclear EMP is worse than natural EMP and the EMP from RFWs because it
combines several threats in one. Nuclear EMP has a long-wavelength component like a
geomagnetic super-storm, a short-wavelength component like Radio-Frequency
Weapons, a mid-wavelength component like lightuing--and is potentially more powerful
and can do deeper damage than all three,

Thus, protecting the electric grid and other critical infrastructures from nuclear EMP
attack will also protect against a Carrington Event and RFWs. Moreover, protecting
against nuclear EMP will also protect the grid and other eritical infrastructures from the
worst over-voltages that miay be generated by severe weather, physical sabotage, or
cyber-attacks.

EMP--The Ultimate Cyber Weapon
Ignorance of the military doctrines of potential adversaries and a failure of strategic
imagination is setting America up for an EMP Pear! Harbor that could easily be avoided-
-if we would only heed that terrorist sabotage of electric grids and cyber-attacks are
early warning indicators. In fact, in the military doctrines, planning, and exercises of
Russia, China, North Korea and Iran, nuclear EMP attack is the ultimate weapon in an
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all-out eyber operation aimed at defeating nations by blacking-out their electric grids
and other critical infrastructures.

For example, Russian General Viadimir Slipchenko in his military textbook No Contact
Wars describes the combined use of cyber viruses and hacking, physical attacks, non-
nuclear EMP weapons, and altimately nuclear EMP attack against electric grids and
critical infrastructures as a new way of warfare that is the greatest Revolution in Military
Affairs (RMA) in: history. Like Nazi Germany's Blitzkrieg ("Lightning War"} Strategy
that coordinated airpower, armor, and mobile infantry to achieve strategic and
technological surprise that nearly defeated the Allies in World War I, the New
Blitzkrieg is, literally and figuratively an electronic "Lightning War" so potentially
decisive in its cffects that an entire civilization could be overthrown in hours. According
to Slipchenko, EMP and the new RMA renders obsolete modern armies, navies and air
forces. For the first time in history, small nations ot even non-state actors ean humble
the most advanced nations on Earth.

China's military doctrine sounds an identical theme. According to People's Liberation
Army texthook World War, the Third World War--Total Information Warfare, written
lyy Shen Weignang (allegedly the inventor of Information Warfare), "Therefore, China
should fecus on measures to eounter computer viruses, nuclear ¢lectromagnetic
pulse...and quickly achieve breakthroughs in those technologies...":

With their massive destructiveness, long-range nuclear weapons have combined with
highly sophisticated information technology and information warfare under nuclear
deterrence....information war and traditional war have one thing in common, namely
that the country which possesses the crifical weapons such as atomic bombs will have
“first strike” and "second strike retaliation” capabilities....As soon as its computer
networks core under attack and are destroyed, the country will siip into a state of
paralysis and the lives of its people will ground to a halt. Therefore, China should
Jocus ont measures to counter computer viruses, meclear electromagnetic pulse...and
quickly achieve breakthroughs in those technologies in order to equip China without
delay with equivalent deterrence that will enable it to stand up to the military powers
in the information age and neutrafize and check the deterrence of Western powers,
inctuding the United States.

Iran in a recently transiated military textbook endorses the theories of Russian General
Slipchenko and the potentially decisive effects of nuclear EMP attack some 20 times. An
Iranian political-military journal, in an article entitled “Electronics To Determine Fate
Of Future Wars,” states that the key to defeating the United States is EMP attack and
that, “If the world's industrial countries fail to devise effective ways to defend
themselves against dangerons electronic assaults, then they will disintegrate within a
few years.'":

Advanced information technology equipment exists which has a very high degree of
efficiency in warfare. Among these we can refer to communication and information
gathering satellites, pilotless planes, and the digital system....Once you confuse the
enery cormmunication network you can also disrupt the work of the enemy command
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and dectsion-making center. Even worse, foday when you disable a country’s military
high command through disruption of communications you will, in effect, disrupt all the
affairs of that country....If the world’s industrial countries fail fo devise effective ways
to defend themselves against dangerous electronic assaulis, then they will disintegrate
within a few years... American soldiers would not be able to find food to eat nor would
they be able to fire a single shot. {Tehran, Nashriyefi-e Siasi Nezami, December 1958 -

January 1999)

North Korea appears to have practiced the military doctrines described above against
the United States--including by simulating a nuclear EMP attack against the U.8.
mainland. Following North Korea's third illegal nuclear test in February 2013, North
Korean dictator Kim Jong-Un repeatedly threatened to make nuclear missile strikes
against the U.8. and its allies. In what was the worst ever nuclear crisis with North
Korea, that lasted months, the 1.8, responded by beefing-up National Missile Defenses
and flying B-2 bombers in exercises just outside the Demilitarized Zone to deter North
Korea. On April 9, 2013, Notrth Korea's KSM-3 satellite orbited over the U.S. from a
south polar trajectory, that evades U.S. early warning radars and National Missile
Defenses, at the near optimum altitude and location to place an EMP field over all 48
contiguous United States. On April 16, 2013, the KSM-3 again orbited aver the
Washington, D.C.-New York City corridor where, if the satellite eontained a nuclear
warhead, it could project the peak EMP field over the U.S. political and economic
capitals and eollapse the Eastern Grid, which generates 75 percent of U.S. electricity,
On the same day, parties unknown used AK-47s to attack the Mctealf transformer
substation that services San Francisco, the Silicon Valley, and is an important part of the
Western Grid. Blackout of the Western Grid, or of just San Francisco, would impede
U.S. power projection capabilities against North Korea. In.July 2013, a North Korean
freighter transited the Gulf of Mexico with two nuclear capable SA-2 missiles in its hold,
mounted on their launchers hidden under bags of sugar, discovered only after the
freighter tried to return to Nerth Korea through the Panama Canal. Although the
missiles were not nuclear armed, they are designed to carry a 10 kiloton warhead, and
could execute the EMP Commission's nightmare scenario of an anoenymous EMP attack
launched off a freighter. All during this period, the U.S. electric grid and other critical
infrastructures experienced various kinds of cyber-attacks, as they do every day and
continuously.

North Korea appears to have been so bold as to use the nuclear crisis it deliberately
initiated to practice against the United States an all-out cvber warfare operation,
including computer bugs and hacking, physical sabotage, and nuclear EMP attack.

Just as Nazi Germany practiced the Blitzkrieg in exercises and during the Spanish Civil
War (1936-1939), before surprising the Allies in World War I, so terrorists and state
actors appear to be practicing now. For example:

--0On October 27, 2013, the Knights Templars, a criminal drug cartet, blacked-out
Mexico's Michoacan state and its population of 420,000, so they could terrorize the
people and paralyze the police. The Knights, cloaked by the blackout, entered towns and
villages and publicly executed leaders opposed to the drug trade.

8
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--On June g, 2014, Al Qaeda in the Arabian Peninsula used mortars and rockets to
destroy transmission towers, plunging into darkness all of Yemen, a country of 16 cities
and 24 million people. It is the first time in history that terrorists put an entire nation
into blackout, and an important U.5. ally, whose government was shortly afterwards
overthrown by terrorists allied to Iran.

--In July 2014, according to press reports, a Russian cyber-bug calted Dragonfly infected
1,009 electric power-plants in Western Europe and the United States for purposes
unknown, possibly to plant logic bombs in power-plant computers to disrupt operations
in the future,

--On January 25, 2015, terrorists blacked-out 80 percent of the electric grid in Pakistan,
a nation of 185 million people, and a nuclear weapons state,

--On March 31, 2015, most of Turkey's 75 million people experienced a widespread and
disruptive blackout, the NATO ally reportedly victimized by a cyber-attack from Iran.

On June 20, 2015, the New York Times reported that administration officials in a
classified briefing to Congress on a cyber-attack from China, that stole sensitive U.S.
Government data on millions of federal employees, was information warfare "on a scale
we've never seen before from a traditional adversary.” Yet this and the other ominous
threats described above are already forgotten, or relegated to back page news, as
policymakers and the public stumble on, scemingly shell-shocked and
uncomprehending, to the latest cyber erisis.

We as a nation are not “connecting the dots” through a profound failure of strategic
imagination. Like the Allies before the Blitzkrieg of World War 11, we are blind to the
unprecedented existential threat that is about to befall our civilization--figuratively and
literally, from the sky, like lightning.

Washingten Dysfunction

The Congresstonal EMP Commission recommended a plan to protect the national
electric grid from nuclear EMP attack, that would also mitigate all lesser threats—-
including natural EMP, RFWSs, cyber bugs and hacking, physical sabotage, and severe
weather--for about $2 billion, which is what the U.S. gives away every year in foreign aid
to Pakistan. About $10-20 billion would protect all the critical infrastructures from
nuclear EMP attack and other threats.

There are other plans that cost much less, and much more, because there are different
technologies and strategies for protecting against EMP, and to different levels of risk.
Any or all of these plans are commendable, There is no such thing as being over-
prepared for an existential threat.

Unfortunately, none of these plans has been implemented. The U.S. electric grid and
other civitian critical infrastructures remain utterly vulnerable to EMP because of
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lobbying by the electric utilities in Congress, the federat bureaucracy, and the White
House.

Lobbying by the electric power industry and their North American Electric Reliability
Corporation (NERC) has, so far, thwarted every bill by the U.8. Congress to protect the
grid from EMP. For example, in 2010, the House passed unanimously the GRID Act--
which was denied a vote in the Senate, because a single Senator on the Energy and
Natural Resources Committee put a hold on the bill. If the GRID Act passed in 2010,
the national electric grid would already be protected from EMP, a process the EMP
Commission estimated would take about 3-5 years.

The SHIELD Act, another bipartisan bill to protect the electric grid, has been stalled in
the House Energy and Commerce Committee for years, due to tobbyving by the eleciric
atilities.

Even worse, the U.S. Federal Energy Regulatory Commission, which has a too
deferential and too cozy relationship with NERC, has approved a NERC proposed
standard for protecting the grid from solar storms that has been condemned by the best
scientific experts. Dr. William Radasky and John Kappenman, who both served on the
Congressional EMP Commission, and other independent experts have written scientific
critiques proving that the NERC standard for natural EMP (also called GMD for Geo-
Magnetic Disturbance) is based on "junk science” that grossly underestimates the threat
from natural EMP.,

For example, Kappenman and Radasky, who are ameng the werld's foremost seientific
and technical experts on geomagnetic storms and grid vulnerability, warn that NERC's
GMD Standard consistently underestimates the natural EMP threat from geo-storms:
"When comparing...actual gec-electric fields with NERC model derived geo-electric
fields, the comparisons show a systematic under-prediction in all cases of the geo-
electric field by the NERC model."

Dr. Radasky, who holds the Lord Kelvin Medal for setting standards for protecting
Euaropean electronics from npatural and nuclear EMP, and John Kappenman, who helped
design the ACE satellite upon which industry relies for early warning of geomagnetic
storms, conclude that the NERC GMD Standard so badly underestimates the natural
EMP threat that "its resulting directives are not valid and need to be corrected.”
Kappenman and Radasky:

These enormous model errors also call into question many of the foundation findings
of the NERC GMD drajft standard, The flawed geo-electric field model was used to
develop the peak geo-electric field levels of the Benchmark model proposed in the
standard. Since this model understates the actual geo-electric field intensity for small
storms by a factor of 2 to 5, it would also understate the maximum geo-electric field by
similar or perhaps even larger levels. Therefore, the flaw is entirely integrated into
the NERC Draft Standard and its resulting direcHves are not valid and need to be
corrected.
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The excellent Kappenman-Radasky critique of the NERC GMD Standard represents the
consensus view of all the independent observers who participated in the NERC GMD
Task Foree.

Perhaps most revelatory of 1.8, FERC's failures, by approving the NERC GMD Standard
that grossly underestimates the natural EMP threat from ges-storms--U.S. FERC
abandoned its own much more realistic estimate of the natural EMP threat from geo-
storms. It is incomprehensible why U.S. FERC would ignore the findings of its own
excellent interagency study, one of the most in depth and meticulous studies of the EMP
threat ever performed, that was coordinated with Oak Ridge National Laboratory, the
Department of Defense, and the White House.

U.5. FERC's preference for NERC's "junk science” over U.S. FERC's own excellent
scientific assessment of the geo-storm threat is indefensible.

The White House has not helped matters by issuing a draft executive order for
protecting the national grid from natural EMP--but that trusts NERC and the electric
utilities to set the standards.

Nor has the White House or the 11.5. FERC challenged NERC's assertion that it has no
responsibility to protect the electric grid from nuclear EMP or Radio-Frequency
Weapons.

Nor has the White House or the 11.S. FERC done anything to prevent NERC and the
atilities from misinforming policytnakers and the public about the EMP threat and their
lack of preparedness to survive and recover from an EMP catastrophe.

Consequently, policymakers in the States who are alarmed by the lack of progress in
Washington on EMP preparedness, find themselves seriously disadvantaged in efforts to
protect their State electric grids by the utilities and their well-funded lobbyists who
falsely claim Washington and the utilities are making great progress partnering on the
EMP problem. Se far in 2015, State initiatives to protect their electric grids have been
defeated by industry lobbyists in Maine, Colorado, and Texas.

Texas State Senator Bob Hall, a former USAF Colonel and himself an EMF expert,
characterizes as "equivalent to treason” the behavior of the electric utilities and their
lobbyists:

As a Texas State Senator who tried in the 2015 legislative session to get a bill passed fo
harden the Texas grid against an EMP attack or nature's GMD, I learned firsthand the
strong control the electric power company lobby has on elected officials. We did
manage to get a weak bill passed in the Senate but the power companies had it kitled in
the Hause, A very deceitful document which was carefully designed to mislead
legislators was provided by the power company lobbyist to legislators at a critical
moment in the process. The document was not just misleading, it actually contained
false statements. The EMP/GMD threat is real and it is not "if" but WHEN it will
happen. The responsibility for the cafastrophic destruction and wide spread death of
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Americans which will occur will be on the hands of the executives of the power
companies because they know what needs to be done and are refusing to do it. Inmy
opinion pewer company executives, by refusing to work with the legislature to protect
the electrical grid infrastructure are committing an egregious act that is equivalent to
treason. I know and understand what I am saying, As a young US Air Force Caplain,
with a degree in electrical engineering from The Citadel, I was the project officer who
led the Air Force/contractor team which designed, developed and installed the
modification to "harden” the Minuteman Strategic missile to protect it from an EMP
attack., The American people must demand that the power company executives that
are hiding the truth stop deceiving the people and immediately begin protecting our
electrical grid so that life as we know it today will not end when the terrorist EMP
attack comes,

Ironically, while electric power lobbyists are fighting against EMP protection in
Washington, Texas, Maine, Colerado and elsewhere, the Iranian news agency MEHR
recently reported that Iran is violating international sanctions and geing full bore to
protect itself from a nuclear EMP attack:

Iranian researchers.. have built an Electromagnetic Pulse (EMP) filter that protects
country’s vital organizations against cyber-attack. Director of Kosar Information and
Communication Technology Institute Saeid Rahimi told MNA correspondent that the
EMP (Electromagnetic Pulse) filter is one of the country's baycotted products and until
now procuring it required considerable costs and various strategies. "But recently
Kosar ICT.. has managed to domestically mamyfacture the EMP filter for the very first
time in this country,” said Rahimi. Noting that the domestic EMP filter has been
approved by security authorities, Rahimi added "the EMP filter protects sensitive
devices and organizations against electromagnetic pulse and electromagnetic
terrovisin.” He also said the domestic EMP filter has been implemented in @ number of
vital centers in fran. {MEHR News Agency, "Iran Builds EMP Filter for 1st Time" June
13, 2015)

What I's To Be Done?

Congress should pass the Critical Infrastructure Protection Act (CIPA),
which requires the Department of Homeland Security to adopt a new National Planning
Scenario focused on EMP; to develop plans to protect the critical infrastruetures; and
for emergency managers and first responders to plan and train to protect and recover
the natien from an EMP catastrophe. CIPA will enable DHS to draw upon the deap
expertise within the Department of Defense and the Intelligence Community to help
protect the critical infrastructures from EMP. Do not let the electric power lobby defeat
CIPA or weaken its provisions, as they are presently trying to do.

Reestablish the Congressional EMP Commission. The greatest progress was
being made when the EMP Commission existed to advance EMP preparedness.
Progress stopped when the EMP Commission terminated in 2008, Currently, the
struggle to advance natienal EMP preparedness is being carried on by a handful of
patriotic individuals and Non-Government Organizations who have no official standing
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and extremely limited resources. Bring back the EMP Commission with its deep
expertise to advise Congress, government at all levels, and the private sector on how
best to protect the nation, and to serve as a watchdog and leader for national EMP
preparedness.

Pass the SHIELD Act or the GRID Act 1o establish adequate regulatory authority
within the U.8. Government to achieve timely protection of the electric grid--and watch
U.S5. FERC like a hawk to make sure that regulatory authority is exercised.

Include in the National Defense Authorization Act the simple two-sentence
provision below, that could rapidly reverse the trend of America's increasing
vulnerability to EMP, by directing the Secretary of Defense to help State governments
and the electric atilities protect themselves from an EMP catastrophe;

Energy Security For Military Bases And Critical Defense Industries

Whereas 99 percent of the electricity used by CONUS military bases is supplied by the
national electric grid; whereas the Department of Defense has testified to Congress
that DoD cannot project power overseas or perform its homeland security mission
without electric power from the national grid; whereas the Congressional EMP
Commission warned that up to 9 of 10 Americans could die from starvation and
societal collepse from a natiomvide blackout lasting one year; therefore the Secretary
of Defense is directed to urge governors, state legislators, public utility commissions of
the 50 states, the North American Electric Reliability Corporation (NERC) and the
utilities that supply electricity to CONUS military bases and critical defense industries,
to protect the electric grid from a high-altitude nuclear electromagnetic pulse (EMP)
attack, from natural EMP generated by a solar super-storm and from other EMP
threats including radiofrequency weapons, and to help the states, NERC, public
utilities commissions, and electric utilities by providing DoD expertise on EMP and
other such support and resources as may be necessary to protect the national electric
grid from natural and manmade EMP threats. The Secretary of Defense is authorized
to spend up to $2 billion in F¥zou7 to help protect the national electric grid from EMP.,

Ambassador R. James Woolsey is former Director of Central Intelligence and is
Chairman of the Foundation for Defense of Democracies.

*1 am highly indebted to my friend and colleague, Dr. Peter Vincent Pry, who served on

the Congressional EMP Commission and is Executive Director of the EMP Task Force
on National and Homeland Security, for assistance in drafting this testimony.
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Chajrman Johnson, Ranking Member Carper and Members of the

Committee:

Thank you for the privilege to appear before you today to discuss threats 1o
the electric grid in the United States. My name is Joe MeClelland and I am the
Director of the Federal Energy Regulatory Commission’s newest office, the Office
of Energy Infrastructure Security. 1am here today as a Commission staff witness
and my remarks do not necessarily represent the views of the Commission or any

individual Commissioner.

In the Energy Policy Act of 2005, Congress entrusted the Commission with
amajor new responsibility to approve and enforce mandatory reliability standards
for the Nation’s bulk power system. This authority is in section 215 of the Federal
Power Act. 1t is important 1o note that FERC’s jurisdiction and reijability
authority under section 215 is limited to the “bulk power system,” as defined in
the FPA, which excludes Alaska and Hawaii, as well as local distribution sysiems.
Under the section 215 authority, FERC cannot author or modify reliability

standards, but must depend upon an Electric Reliability Organization (or ERO) to
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perfonm this task. The Commission certified the North American Electric
Reliability Corporation or NERC as the ERO. The ERO develops and proposes
reliability standards or modifications for the Commission’s review which it can
either approve or remand. If the Commission approves a proposed reliability
standard, it becomes mandatory in the United States and is applicable to the users,
owners and operators of the bulk power system. I the Commission remands a
proposed standard, it is sent back to the ERO for further consideration. The
Commission is required to give “due weight” to the technical expertise of the ERO

when reviewing any of NERC’s proposed standards.

Section 215 of the Federal Power Act provides a statutory foundation for
the ERO to develop reliability standards for the bulk power system. However, the
nature of a national security threat by entities intent on artacking the U.S. by
exploiting vulnerabilities in its electric grid using physical ot ¢yber means stands
in stark contrast to other major reliability events that have caused regional
blackouts and reliability failures in the past, such as events caused by tree
trimming practices. Widespread disruption of electric service can quickly
undermine the U.S. government, its military, and the economy, as well as
endanger the health and safety of millions of citizens. Given the national security
dimension to this threat, there may be a need to act quickly to protect the grid in a
manner where action is mandatory rather than voluntary while protecting certain

sensitive information from public disciosure.
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To provide a significantly more agile and focused approach to these
growing cyber and physical security threats, the Commission established the
Office of Energy Infrastructure Security — or OFIS ~in late 2012, Tis mission is
to provide leadership, expertise and assistance to the Commission, other federal
and state agencics and jurisdictional entities in identifying, communicating and
secking comprehensive solutions to significant petential cyber and physical
security risks to the energy infrastructure under the Commission’s jurisdiction,
This inctudes threats from geomagnetic disturbances (GMDs) and electromagnetic
pulses (EMPs). OFEIS also assists in the identification of key energy infrastructure
facilities for the application of best practices. OEIS has been able to recruit and

develop deep subject matter expertise to collaboratively perform its task.

Specific to the subject of this hearing, GMD and EMP events are
generated from either naturally oceurring or man-made causes. In the case of
GMDs, naturally eceurring solar magnetic disturbances periodically disrupt the
earth’s magnetic field which in torn, can induce currenis on the electric grid that
may simultancously damage or destroy key transformers over a large geographic
area. Regarding man-made ¢vents, EMPs can be generated by devices that range
from small, portable, easily concealed battery-powered units all the way through
missiles equipped with nuclear warheads. In the case of the former, equipment is
readily available that can generate localized high-energy bursts designed to

distupt, damage or destroy electronics such as those found in control systems on
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the electric grid. The EMP generated during the detonation of a nuclear device is
far more encompassing and generates three distinct effects, each impacting
different types of equipment; a shott high energy RF-type burst called E1 that
destroys electronics; a slightly longer burst that is similar to lightning termed E2;
and a final effect termed E3 that is similar in character and effect to GMD
targeting the same equipment including key transformers. Any of these effects
can cause voltage problems and instability on the electric grid, which can lead to

wide-area blackouts.

In 2001, Congress established a commission to assess and report on the
threat from EMP. In 2004 and again in 2008, the commission issued reports on
these threats. One of the key findings in the reports was that a single EMP attack
could seriously degrade or shut down & large part of the clectric power grid.
Depending upen the attack, significant parts of the electric infrastructure could be
“out of service for periods measured in months to a year or more.” Tt is important
ta note that effective mitigation against solar geomagnetic disturbances and non-
nuclear EMP weaponry ean also provide an effective mitigation against the

impacts of a high-altitude nuclear detonation.

In order 1o better understand and quantify the effect of EMP and GMD on
the power grid, FERC staff, the Department of Energy and the Department of
Homeland Security sponsored a study conducted by the Oak Ridge Natjonal
Laboratory in 2010. The results of the study support the general conclusion of
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prior studies that EMP and GMD events pose substantial risk to equipment and
operation of the Nation’s electric grid and under extreme conditions could result in
major long-term electrical outages. Unlike EMP attacks that are dependent upon
the capability and intent of an attacker, GMD disturbances are inevitable with only
the timing and magnitude subject to variability. The Oak Ridge study assessed a
solar storm that occurred in May 1921, which has been termed a 1-in-100 year
event, and applied it to today’s clectric grid, The study concluded that sucha
storm could damage or destroy aver 380 bulk power system transformers
interrupting service to 130 million people with some outages fasting for a period

of years.

The Commission has used a two-fold approach to help address the EMP

and GMD threats:

1. Inrespense to a Commission Order, NERC has proposed two reliability
standards on GMD, The Commission approved the first one, a
mandatory reliability standard that requires certain entities to implement
operational procedures to mitigate the effects of GMD events. The
Commission also has issued an order proposing to approve the second
one, a reliability standard proposed by NERC that would establish
requirements for certain entities to conduct initial and on-going

assessments of the vulnerability of their transmission systems against a
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benchmark geomagnetic disturbance. The Commission als¢ proposed
certain additional actions.

2. Simultancous with its regulatory approach, the Commission
coltaborated with federal agencies and industry members to identify key
energy facilities, conduct threat briefings to industry members on both
GMD and EMP, assist with the identification of best practices for
mitigation, and cooperate with international partners {0 convey threat
and mitigation information as well as encourage adoption of best
practices for mitigation.

A few US entities have taken some initial steps to address EMP on their
systems, but much work remains, Internationally, the United Kingdom, Norway,
Sweden, Finland, Germany, South Korea, Japan, Australia, New Zealand, South
Aftrica, Israel and Saudi Arabia have GMD and/or EMP programs in place ot are

in the early stages of addressing or examining the impacts of GMD or EMP.

The costs of these initiatives can vary widely depending on faciors such as
the threshold of protection, the service requirements of the load, the type of

equipment that is to be protected, and whether the installation is new or a retrofit,

In conclusion, these types of threats pose a serious risk to the electric grid
and its supporting infrastructures that serve our Nation. The Commission is

therefore taking both regulatory and collaborative actions to address them.
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Thank you again for the opportunity to testify today. I would be happy to

answer any questions you may have.
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Prepared testimony for the hearing,
“Protecting the Electric Grid frem the Potential Threats of Solar Storms and
Electremagnetic Pulse”

The spectacular images of Pluto this weck from the NASA New Horizons probe provoked great
pubilic interest in our solar system. But our solar system is a matter for concem, as well. The
1200 people injured February 15, 2013 at Chelyabinsk, Russia, from a bolide {meteor) brought
substantial focus on low-probability, high-consequence events. Among thesc are particularly
intense magnetic storms from space-weather events or coronal mass ejections (CME), possibly
even more intense than the 1859 Carrington Event in the pre-clectric-grid era

Another potentiatly great impact on the electrical grid and modern societies is the high-altitude
electromagnetic putse (HEMP) from high-altitude nuclear explosions-—HANE—on the order of
180 km or more above the Earth’s surface.

The United States has been a leader in long-distance transmission of electrical power, but jts
system differs in characteristics, management, and organization from those of other advanced
states, Nevertheless, there is much o be learned from and by the United States in working to
make our electrical grid robust and economical in the modern era of technological threats and
apportunities,

{ begin with my recommendations to ease and essentially sofve the severs problem posed by
peomagnetic storms induced by space weather—specifically by the routine ejection from the sun
of enormous blocks of plasma that travel out within the solar system and reach the Earth
typically in a couple of days®. These cause displays of the “Northem Lights” {and Southern
Lights as well). More importanily, the magnetized plasma and its incorporated magnetic field
merge with the magnetic field of the Earth and change it by a relatively small amouat, which,
however, can create large currents on long electrical conductors such as pipelines, telegraph
wires in the ofd days, and the electrical power transmission system—the Bulk Power System,

1 Affiliation given for identification only.

* See “Mmpacis of Severe Space Weather on the Electric Grid, ” J5R-11-320 of November 2011, sponsored by DHS,

of which | was an author—available at hitps:ifas orgiirp/agency/dodason/spaceweather.pdf A broad set of

recomimendations may be viewed on pp. 3-5 of thar report.
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Very scrious consequences are estimated for such an event of a magnitude that can be expected
10 occur al random once per century, with greater events occurring with lower probability and
lesser events more frequently’,

| emphasize that a “once per century”™ event might occur next week: it has a probability of 10%
of occurring within the next ten years—a time in which we can and should take measures to
reduce and essentially eliminate its impact on the Butk Power System of the United States, But
events expected to oocur once in 20 years can cause significant damage and disruption.

My recommendations regarding the Bulk Power System®,

Missing in Federal policy and practice is a program to

1. train and equip wtility and transmission operators to bring down within secondys (ywitch
off} transmission lines that are at risk of being damaged.

2. implement “rapid islanding” of the grid, to maintain a levge fraction of the power
consumers in operation by the use of whatever island generation capacity exists: this alse
Jacilitates vestoring the Bulk Power System to operation, In conirast with a "Black start.”

3. fit transmission lines on a priority basis with "newtral current blocking devices”
feapacitors) in the common newtral-to-ground fink of the 3-phase transformers of EHV
transmission systems at one end of the line-- whether 3-phase transformers or 3 single-
phase transformers. Where transformers at both ends are aviotransformers this may not
be possible, in which case series-blocking capacitors in the power lines themselves
should be instalted feven if shorted uniil an EMP event is recognized).

4. alert grid pperators and others to a high-altitude nuclear explosion within mifliseconds
af the event (by detection of the unambiguous very brief El—pronounced " Fe-one -
pulse.

In my supplemental testimony submitted for the record, 1 provide support for these
recommendations and explain why they would largely and immediately also eliminate long-
lasting damage to the EHV transmisions system that might otherwise result from a high-altitude
nuclear explosion,

** End of prepared oral testimony **

* It is important to understand what can and can not be done to mitigate damage from events that we wish would
never happen, as was done in exemplary fashion in the FEMA-sponsored publication “Key Planning Factors:
Response to an tmprovised Nuclear Pevice fexplosionf in the Navlonat Capitad Region” Movember 2011,
http:fiwww. fas.orgdirp/agency/dhs/fema/ner pd f
* 1 note that these recommendations are simitar 1o those of the “E-PRO HANDBOOK™ Executive Summary 2014
and the INTERNATIONAL E-PRO REPORT of September 2013, e,

GIC ctirvent blockers

Serfes Capacitance

Reclucing Transformer Loads

Real-time, Threshold-hased Transformer Protection
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** Beginning of supplemental Garwin testimony (or the record *#

Permancnt and severe damage to the Bulk Power System oceurs largely from the destruction of
the extremely high voltage—EHV—transformers that are used to transmit the high-voltage
alternating current three-phase power over distances of hundreds of miles. The electricity in our
houses, offices, and factories is delivered from the wall plug at a voltage of 120 or 240 V, and
large motors, trains, and other system gencrally consume electrical power at a voltage of some
hundreds of volts. But because power is voitage multiplied by current—specifically waits equal
volts-times-amperes, and megawatts equals kilovolts-times-kilo-amperes, the only way to
transmit electrical power economically over a distance of 100 miles or more is to use a
transformer to step up the voltage from the convenient gencrating level of a few thousand
volts—kilovolts or kV—to EHV levels exceeding 500 kV.

The Earth’s magnetic field changes irregularly over a period of minutes and hours and even days
it the course of a geomagnetic storm, and by Faraday’s law of magnetic induction produces
small voltages in potential electrical circuits—voltages that are totally imperceptible o peopte
and that In our avtomobiles, homes, or offices are of 0o concern. But according to Faraday (and
this is the principle upon which all electrical motors and transformers are made) the voltage
induced is proportional not only to the change of magnetic field per second of time, bul 10 the
ares of the electrical circuit (and to the number of “luras™ of wire around that circuit).

In the case of long-distance power lines that may be 50 meters {164 ft)—above ground, there is a
substantial area of the circult that might be expected to be the height of the power line above the
ground, multiplied by the length of the transmission line in hundreds of kilometers. in fact, the
area is far greater because, for these slow changes of magnetic field, the voltage around the
closed circuit that is composed of the power lines on the transmission towers, and completed hy
the return of electrical current through the “ground,” does not flow along the surface of the Earth.
Rather it flows along the higher conductivity regions that are found at depths of 100-200 km or
more in regions of the continents overlain by highly insulating crystal and rock sueh as granite.
Much of the geology of eastern Canada and the northeast United States is of this nature, and so
the “circuit” area for the changing magnetic field 1o do iis difty work may be 1000 km long by
100 km high--the size of a small state tipped on its side; the arca is not 1000 km by 30m but
2,000 tines as large!

The resulting voltage around the one-turn circoit is often expressed as the length of the line
multiplied by the “electric field” expressed in volts per kilometer—V/ikm, and a geo-electric field
as small as 5 V/km can cause serious damage because over a line of length 1000 km it would
amount to 5,000 V. The particular vulnerability of transformers on the Bulk Power System
arises when they are connected on the three-phase line so that the three fat aluminum power
cables at the top of the poles enter three separate transformers that are *Y-connected,” with their
common point connected 1o a grounding mat or a field of metal stakes driven into the ground.
Two such seis of Y-connected transformers at either end of the 1000-km line thus establish a
circuit for the geomagnctic storm to induce current.

_D7/19/2015_ 07_22_2015_Prepared Testimony for the Record.doc 3
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Despite the fact that EHV transmission occurs at voltages of 300 kV, and we have estimated
S kV for the voltage duc to the geomagmetic storm, the geomagnetic storm voltage is akin to
“direct current” like that from a battery, whereas the power carried by the EHV system is
alternating current, changing direction (twice) 60 limes per second—at 60 hertz (Hz).

Over a period of many seconds or minutes, the de current drives the transformers into “half-cycle
saturation” allowing unprecedented amounts of power to flow from the generators or the source
of electrical power, and overheating the copper windings and stee! structure of the transformers,

It is essential to understand that geomagnetic storms cause no problems when the transmission
systems are de-encrgized, as they would be following the downing of a transmission tower.
Henee the first recommendation,

The second is to aveid collapse of the entire economy—blackout due to the loss of the most
vulnerable line from the effect of geomagnetic storm, HANE, sabotage, or other problem. There
is a big difference in the recovery time of the electrical power system between the blackout of an
ared covering many states and eastern Canada, and the loss of EHV transmission lines that only
supplement more local generation capacity.

In fact, all but the most intense gcomagnetic storm can be countered and Bulk Power
Transmission continued if the Y-coanected transformers are not connected from their common
“neutral” terminal directly to the grounding mat, but instead through a “neutral current blocking
device™ that is designed fo accept for a few minutes or hours steady voltages that could be
expected from the 100-year geomagnetic storm. There have been several successful irizls of
such blocking devices in the United States, Canada, and elsewhere, and they are now offered for
sale to the industry.

Their cost s on the order of $100.000 per tranformer®, but they protect transformers that at a
high-power terminal may cost $10 million® and can preserve the economy of a million
Americans that would otherwise suffer from temporary disruption if the power line needed to be
shut off, and severe economic loss and even loss of employment and life if the geomagnetic
storm or HANE is allowed to destroy many transformers that would take months or years to
replace,

Finally, essentially all transformer damage from a high-altitude nuclear explosion could be
avoided by the installation of these blocking devices, or even where no such devices were
instatled, by manual or automatic shutdown of that EHV line for a minute ot 5o following Lhe
detection of a HANE.

: httprwww.powerworld.com/files/ 6 Emprimus.pdf
sifgnerey covisitesiprod 402 0Power%h 20T YeadStndy%a20-% nete202013 Gpdf A
single-phase 500 MW large power transformer is quoted at 4.5 million.
_07/19/2015_ 07_22_2015_Prepared Testimony for the Record.doc 4
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Protection of U.S. society against a high-altitude nuclear explosion.

Such a high-aliitude nuclear explosion—HANE—provides disturbances to long-distance power
transmission systems by virtue of the high-altitude electromagnetic pulse-——HEMP—through
mechanisms that are complex and fascinating, but can be understood in broad outling and that
have been the subject of much analysis over the decades since thcy were observed in
fragmentary form in 1962,

A nuclear weapon exploded 100 km or so above the surface of the United States or above fts
shores would have “line of sight™ cat to 1000 km or so. This applies to a “normal” first-
genevation nuclear weapon as well as to a megaton-class nuclear explosive such as possessed by
the Ynited States, Ching, and Russia,

The geomagnetic-storm-like effcct of 2 HANE arises from the liberation of large amounts of
energy in a small (say one ton} mass of bomb and rocket materiais in the weak magnetic field of
the Earth. A magnetic bubble, 100-km or more in diameter, lorms and is squeezed by the
diverging magnetic field—the motion of these ficld lines in some sense mimics the disturbance
formed by the incorporation of a portion of the magnetized plasma from the coronal mass
¢jection into the Earth’s magnetosphere. The detzils of the resulting magnetic and electric
disturbances on Earth are exquisitely complex because the bomb itself, before the expansion can
take place, has Hberated most of its energy in the form of vast amounts of soft x-rays that
increase the jonization at the top of the atmosphere and serve largely 10 shield against the
magnetic field variation lrom the “bubble” and “heave™ of the bomb plasma in the magnetic field
of the Earth. The resulting slow component of the clectrical field fram a HANE is dubbed E3.
The time seale is typically ten seconds or maore.

As might be suspected, there is an El, which comes from the prompt gamma rays from ihe
fission process, Within less than a nanosecond of an individual fission, a couple of percent of
the energy release is emitted as the equivalent of cxtremely high vohage x-rays such as those
used for radiography and radiotherapy. In a nuctear explesive—warhead or bomb—most of the
gamma rays are absorbed, but those high-energy gamma rays that do emerge travel radially from
the explosion above the atmosphere, although more might travel up or down or sideways
depending upon the detailed internal design of the bomb. The butk of the gamma rays may
cmergs over a few-nanosecond interval.

In 1962 the effect of the resulting E1 was observed in Hawaii, 1000 km from the explosion in
space of a |4 megaton hydrogen bomb al an shtitude of 400 km.

In contrast to earlier predictions of a modest electromagnetic pulse from a space puclear
explosion, on the order of | V/m at 1000 km', the detected EMP in this very fast-time (high
frequency} range was of the order of 5,000 V/m, which was unexplained for imany months after it

TR Garwin, “Determination of Alpha by Electro-magnetic Mewns.” Los Alamos Scientific Lab., Report LAMS-
1871, {1954}, 8-RD,
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had been observed, until Los Alamos physicist Conrad Longmire, in preparing for a 1alk at the
Air Force weapons lab in Albuquerque, thought of the mcchanism by which such efficient
conversion of gamma ray energy to eleciromagnetic pulse could be achieved.

Although an observder anywhere on Earth within Hine of sight to the space explosion receives
this radio pulse as il it came directly from the explosion itself, it really originates in the upper
atmeosphere on the line of sight from the bomb to the observer. As the gamma rays produce fast
clectrons from the molecules of air, the electrons travel initially along the line of sight outward
from the bomb, but their paths are curved by the weak magnetic field of the Earth. These curved
paths radiate, but it seems at first thought impossible that electrons materializing over a path
fength of 10 km (Might time of 30 microseconds) could add their signals in the nanosecond
range, but that s exactly what happens--because the clectrons travel at nearly the speed of light,
and the gamma rays, which materialize all along this 10 km path, travel at the speed of light in
vacuum so that the radio wave is strenpgthened until the gamma rays are extinguished by
absorption in the air atoms,

The result can be the conversion of 10% of the gamma ray energy into electromagnetic pulse,
and clever bomb designers can make this pulse even shorter than is natural for an ordinary
lission bomb.

However, the EHV transmission system has ro special vulnerability to this E1 fast pulse. 1t was
thoroughly addressed and emphasized by the EMP Commission Report of 2008,

Impact of Ef on ¢ritical infrastructure

No mechanism has been identified and there is no experimental or theoretical reason 10 judge
that even the most intense E7 ficld will cause direct harm to humans or animals. Furthermore,
there is 1 much shielding of sensitive electronics to electric fields in this range. The EMP
Commission arranged for experimental tests of exposure of various kinds of electronics to EMP
simulators—specifically £7.

Of 37 gasoling-fucled automobiles, 3 stopped running when exposed Lo simulated £, but all
restarted without incident. No effects were observed on cars not running during the EMP
exposure. Similar results were obtained for trucks.

With regard to the electrical grid, electromagnetic relays that sense current and volitage by means
of the forces produced by their magnetic ficlds, were immune to £,. About the mere modern
electronic relays, the full unclassified 2008 EMPC report, “Critical National Infrastructures”
states {p. 403

“Electronic protective refays. These devices (see figure 2-5) are the essential elements
preserving high-valve transmission equipment fron: damage during geomagnetic storms
and other modes of grid collapse. Fortunately, these test items were the most robust of
any of the electronic devices lested. However, test agencies reported that they are subject
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10 upset at higher levels of simulated EMP exposure. We believe that altering the
deployment configurations can further ameliorate the residual problems.”

Thus, relatively simple field retrofits would preserve the electronic protective relays; however,
the power grid is imperiled by unnecessarily weak links.

Consumer electronics in operation will suffer upset or damage at El fields of some 10kV/m.
The EMPC report cites the RS-232 ports of PCs {personal computers) as particutarly vulnerable,
and PCs are used in the SCADA (systems control and data acquisition) facilities of the electrical
grid and other industries, so a robust Bulk Power System will require protective filters on the
control compulers.

Other nations have taken more seriously improving the resilience of their Bulk Power Systems
against geomagnetic storms (and hence E3 from a high-altitude nuclear explosion), as detailed in
{4). In this effort there are major technologicat opportunities to reduce cost ol protection and
prediction.

One of the substantial lacks in planning and operation to reduce space weather impact on the grid
is adequate and continuous magnetic field data, as well as cormesponding measurements of GIC.
GIC measurements must be obtained from the power lransmission companies, and that is in
pracess, but particularly in the United States is bureaucratically difficult. On the other hand,
magnetometer data has become easier and cheaper to obtain, as the resuft of the universal
deployment of SmartPhones containing a compass, which is a three-compenent magnetometer.
So here is a reference 10 and 2 trace in frequency of the background magnetic noise from
anisotropic magneto resistance (AMR) sensor in a typical SmartPhone.

+ - oo

oooE o w m o w om
ki iz

slagnekymeter [§
These SmartPhones can be programmed to record the magnetic field in an intelligent way, and to

transmit it over the Web, either as a typical data call, or via WiFi in case the magnetometer is
located close to some facility.

So rather than think of deploying classical magnetometers, one should include the possibility of
the SmartPhone magnetometer produced by the millions and correspondingly cheap and robust.
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Furthermore, some of the approaches to eliminating geomagnetic-storm-induced current {GIC)
are not well appreciated—for instance the use of series capacitors in the threc-phase power lines
themselves, where blacking the path from transformer “neutral” to ground is not leasible—as in
the case of autotransformers.  As described in (2), a trio of series blocking capacitors might have
only 1% the cost of the series capacitors used for power-factor correction of long lines. The
series blocking capacitors could be maintained shorted until potentially harmful GIC was
detected, at which time the capacitors could be automatically and gracefully unshorted by sificon
conirolled rectifiers or other switches operating at the instant the voltage across the capacitor
passes through zera,

Can the market provide a more resilient bulk power system?

FERC--the Federal Energy Regulatory Commission—and NERC—the North-American Electric
Reliabitity Corporation—have a complex relationship themselves and with the organizations that
generate, transmit, and distribute electric power in the United States and Canada. Thus far, the
rational interest in a more resilient bulk power system has not resulted in incentives or initiatives
that would sufficiently advance that poal. Fhe technical considerations discussed in this paper
are important elements, but economic and organizational changes must be sought to result in the
adoption of best world-wide practices in the North American Bulk Power System, and to
advance beyond those best practices, where it is justified in the national interest.
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CRITICAL INFRASTRUCTURE PROTECTION

Preliminary Observations on DHS Efforts to Address
Electromagnetic Threats to the Electric Grid

" What GAO Found
- Axof July 2015, the Department of Homeland Security (DHS) reported

taking several actions that could help address electromagnetic threats to
the electric grid. GAD's preliminary analysis of DHS's actions indicates
that they generally fell under four categories: (1) develeping reports, (2}
identifying mitigation efforts, {3} strategy developmenl and planning, and
{4) conducting exercises. For example.

v Impacts of Severe Space Weather on the Electrlc Grid. This
2011 report evaluated how previous solar storms have affected
electric grids, and identified potential cost-effactive mitigation
equipment available to protect these grids, among other topics.

+  RacX. In 2012, DHE Scienca &Technology partnered with industry
to develop a prototype transformer that could significantly reduce
the time (o transport, install, and energize 3 transformer to aid
recovery from power outages associated with transformer failures
from several months to less than one week.

DHS reported its actions were not taken in response Lo the 2008
recommendations of the Commission to Assess the Threat to the Unifed
States from Electromagnetic Pulse Altack (EMP Commisgion). GAC also
recognizes that DHS does not have a statutory obligation to specifically
address the recommendations, but implementation of them could help
mitigate electromagnetic impacts to the efeclric grid, such as helping to

- assure the protection of high-value Iransmission assets. Moreover, GAO's

pretiminary work suggests that DHS, in corjunction with the Depariment
of Energy {DOE), has not fully addressed a key critical infrastructure
protection responsibility—identification of ¢lear internal agsncy roles and
responsibilities related to addresaing slectromagnetic threats, For
example, although DHS recognized ane componant as the lead for
assessing solar weather risks, the compeonent has not yet identified any
specific roles related to collecting or analyzing risk information,

DHS has also coordinated with federal and industry stakeholders to
address some, but nol 2l risks to the electrical grid since the EMP
Commission issued its recommendations. GAD preliminarily identified
eight projects in which DHB coordinated with stakeholders to help protect
the grid including developing plans to atddress lang term power aulages,
participation in exercises, and research and development activities.
Althaegh these are positive steps, GAC's preliminary work indicates that
DHS has not effectively coordinated with stakehalders to identify critica!
assets or collect necessary risk information, amang other regponsibilities.

- GAD will continue to assess the issuss in this statement as it completes

its work and will issus a report with the final results later this year.



79

Chairman Johnson, Ranking Member Carper, and Members of the
Committee:

Thank you for the oppottunity to discuss our work regarding the
Department of Homeland Security’s (DHS) efforts to address
electromagnetic threats to Ihe efsctric grid, The threat posed by an
electromagnetic puise {EMP} or solar weather event could have a
debilitating impact on critical electrical infrastructure and communications
systems, as wel a3 other key assets and infrastructura that dapend on
electric utilities for power EMP and solar weather events could potentially
lead to power outages over broad geographic areas for extended
durations, which experts have reported could result in severe aconomic
disruption and significant impacts to public health and safely, Addressing
these threats necessitates effective collaboration among multiple
government agencies and industey partners and ng singular faderal
program or enlity has solé responsibsity for addressing electromagnelic
threats. However, the National Infrastructure Protection Plan (NIPP)
outiines the rofes and responsibilities of DHS and applicable sector-
specific agencias for each of the 16 critical infrastructurs sectors.” Within
the NIPP framework, DHS has the lead role in coordinating the overadl
federal effort lo promote the secunty and resifience of the nalion's critivat
ifrastructure. For the energy seetor, which includes critical etectrical
infrastructire. the Departiment of Energy {DOE} is the sector-specific
agency and shares responsibility with DHS

In Aprd 2008, the Commission 1o Assess the Threat to the United States
from Efectromagnetic Pulse Attack {EMP Commission) issued a report
which inzluded recommendations addrassing the preparation, protection
and recovery of U5, critical infrastructures against a possible EMP

"See DHS, Natiomal infrasiructurs Protection Plan, Fartned; g for Crlical i

Secualy and Resiience (Washington, D.0.; (tecember 2013). Sector-spaific agencies
are the lederaf departments ang agencies responsible for providing maktitional
knowtedge and specialized expertiae, as well as leading, facilitating, or supporing the
secunty and restllents programs and associated acliviles of 5 designated critical
mlrasieycture sector in the all- hazards edviranment

Page 1 GAD-15-6%2T
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attack.? The majority of thege recommendations were made to DHS and
te DOE. (See Appendix | for a summary of the 2008 EMP Commission
recommendations addressing elsctrical infrastructure )

My statemant taday is based on preliminary cheervations and analyses
from our ongaing review of DHS's efforts to address slectromannetic
threats ? Specifically, 1 will be discussing the extent to which DHS has: (1)
faken actions to address recornmendations from the 2008 EMP
Commissian Repaort, and (2} coardinated with other principat federat
agencies and industry stakahalders to mitigate nsks to the electric gnd
from etectromagnetic threats.

To perform our ongomng work, we reviewed EMP Commission information
and recommendations, as well as applicable laws and directives related
to DHS s critical infrastructure protection responsibilities. To assess DHS
actions 10 address etectromagretic threats, we reviewed DHS program
documents, research reports. applicable risk assessments, and other
supporting documentation such as program brisfings and after action
reperts. Additional information on DMS coardination efforts was collected
through interviews with multiple DHS components and other principal
federal agencies addressing electromagnetc threats, as well as mdustry
associatiang, subject matier experts from research organizations, product
manufacturers, and electric utility aparators. The nonfederal entities we
interviewed were identified. by federal officials and through aur

*Estatiishied puisuant to the fiscal year 2001 National Defense Authanzaton Act, the
EMPF Commission was responsible for assessing 1) the naiure and magnitude of potential
high-aftilude EMP thraals to tha Linted Stales; 2} the vulnerabiiihr ol LS. miflftary and
civilian systems lo an EMP allack in feims of . 31 the bdlity
of the L 5. to repair and jecaver from damage mflsc ad by an EMP attadi and 4) the

ibitity and cost of hard g Salecd maltary and cralizn systems agains! EMP attack.
See Pub. L Mo, 106-388, §§ 1401-04, 114 Slat. 1654, 1654A-345-348 (2000). See also
Puh L. No. 109-163, § 1052, 115 S1al 3136, 3434-35 (2006) tleestabllshmg the EMP
Commission to continuwe ite efforts 1o motilor, ,make . ahd
repart fo Congress on the evolving fhreat to the LS. in 1t gvent of an EMP gttack
resulfing from the delonation of a nuglear waapon of wespons at high allitude}. Ses also
Pub. L Me 110181, (iv, A § 1075 122 Stat. 3, 333 (2008) (peoviding, among amer
fungs, that the Commission: and the Secratary of Homeland Secuedy shell jeinlly ensure
nat the work of the Commisgion with respect 1o EMP atiack on eteciricity infrastructure,
and protechion against guch attack, »3 coordinated wilh DHS efforts on such matters).

Hia are conducting thig work at 1he raquest of the Senate Commlﬂee on Home{and
Securily and Governmental Afairs and the House Co on H acunty Two
inglvldual Members of Congress are afso requesiers for this work.

Page 2 GAO-15-592T
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background research, as key stakeholders and subject matter exparts
wilhin the slectrical sector. While we intend to conduct additional
interviews with indhstry stakeholders and researchers as part of our
ongoing review, we believe the mestings conducted to date provided
valuable insights regarding key izssues and apphicabls coordination
activities with the federal government fo address slectromagnetic threats.

We are conducting the work an which this statement s based in
accordance with generally accepted government auditing standards.
Those standards require that we plan and pedorm the audit to obtain
sufficient, appropriate evidence to provide a reasonable bagis for aur
findiings and canclusions based on our audit objectives. We believe the
evidence obtained provides a reasonable basis for our preliminary
findings and conclusions based on our audit cbjectives

Background

An EMP is a burst of high power gleciromagnatic radiation resulting from
Ihe datanation of nuclear and non-nuclear devicss that are desigred to
intenlionally disrupt or destroy electronic eguipment. EMP avents may be
further cateqorized into a nureber of differant types, based on ther
specific source of initiafion. The threat focused an primarily by the EMP
Commission is the high-altifude EMP (HEMP). A HEMP event is caused
by the detonation of a nuclear device at a high-alitude, abalt 40 1o 400
kilometers, above the Earth’s aimosphere. * A HEMP attack is not
intended to cause direct physical impacts at the Earth's surface, such as
inury or damage directly from heat or blast, but ingtead interacts with the
atmosphere to creale an intense electromagnetic energy fisld that can
ovetload computer cirouitry and coldd cause significant damage to critical
electrical infrastrusturs,

SEMP events may aiso be initatad #y other means. A Sowte Region EMP (1 s
context) is an electromagnele putse sreated when a nuciear weapsn delonatles al v
aftilude (surface of naar-surface detanaion} The electromagneiic field is small compared
lo that from HEMP and it affects a smalfer gecgraphic area. A Sysiem Senarated EMP
occuis when a fuclear weapon above the t ard sends ot damaging
x-rays thai strike space sy . such as llidec. A Mon-Nuclear EMF is & product of
radio frequency weapons, which are devices Wat produce sleciromagnelic energy 1o tum
oel or disrapt components, syslems, and networks. In addition, an intenfional
electromagnetic interferenca (IEM1} 15 the non-explosive, nof-nuclear mtankonar
genefation of inlensa eivciromagnetic felds, which are direcigd o a tarnel by an antenna
The electromagnane felds are used to purposefully disrupt or canfuse the targeted
eleckronics.

Page 3 GAQ-15-892T
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Iy addition to manmade EMPs, naturally cocurring solar weather events
can alsc cause related electromagnetic impacts that can adversely affect
components of the commercial efectric grid. This type of event is
commonly refermed to as a geomagnetic disturbance (GMD).7 In 1989, a
GMD causad wide-scale impacts an the Hydro-Quebes power system in
Canada which caused the electric grid to collapse within 82 seconds and
left six mitlion customers without power for 9 hours, As noted in
Pregidential Policy Directive 21 (PPD-21), energy sector infrastructure is
uniguely critical dus to the enabling functions it provides to other critical
infrastructure sectors.® Given this interdepandency, an EMP or major
GMOD event that disnupls the electric grid could also result in potential
cascading impacts on fuel distribution, transportation systems. food and
water supplies, and communications and equipment for emeargency
setvices, as well ag other communication systems which utiize the
awilian infrastrecture, PPD-21 also recognizes that DHS has numerous
responsibilities to pratect critical infrastructure, including such Ihings as
analyzing threats to, volnerabilities of. and potential consequences from
all hazards on critical infrastructire.

Walhin DHS. Lhe Mational Protection and Programs Dirgctorate (NPPD} s
responsible for working with public and industry infrastruciure parners
and leads the coordinated national effort to mitigate risk to the natior's
infrastructurs through the development and implementation of the
infrastructure pretection program. NPPD has two principat offices with
responsibilities to facilitate protection of aritical nfrastructurs that could be
at rigk from EMP and GMD events—the Office of nfrasiructure Protection
{IF) and the Office of Cyber Seeuwrity and Communications {CSAC). In
additran, PHS's Federal Emergancy Manzgement Agency (FEMA) and
Science and Technology Directorate {S5T) have roles related to
addressing potential impacts to the electric grid, which could include EMP
and GMD threats

5.\'-\000rdmg io the National Oceanw andt Almaspharic Administration’s {NOAA) Space
Wealher Prediction Centee. a GMD event is & major disturbance of the Earth's
magnetosphere that acturs when there is an exchange of enaigy frem the solar wind inte
the space anvizonrment surrounding Earth. In addition, larger GMD™s &re generally
assastaled with solar coronal mass ejections {CME), which are explosions of magnstic
feeld and plasma from the SUn's corona, A OME moves outward fam e sun through
solar wing to reach Earth wathin 18-56 hours, roughly £-4 days afler a CME

“Presidential Policy DirectwelPPD-21—Critical inf ! iy arel B
(Feb. 12, 2043,
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DOE also has a significant role as the sector-specific agency for the
anergy sector, which includes critical infrastructure and key resources
refated 1o electricity. For axample, DOE is responsible for developing an
Energy Sector Specific Plan—in collaboration with other stakenolders,
including OHS—that applies 1he NIPP risk management modet to critical
infragtructure and key resources within the sector, Within DOE, the Office
of Electricity Delivery and Energy Reliability leads national effurts to
mncrease the security and refiability of the energy infrasiructurs and
faciiitate recovery from disruptions to the energy supply DOE national
laboratories also provide research support and technical expertize to
federal and industry stakehelders regarding EMP and GMD impacts.

Other principal federal agentcies working to address the threat of EMP
and GMB include the Department of Defense (DHOD) and the Federal
Energy Regulatory Commission (FERC), as well as the National Cceanic
and Atrnosphenc Admnistration (NOAA), and National Aeronautics and
Space Administration (NASALT

Electrical ifrastructure is primarily operated by private industry which
owns approximately 85 percent of the nation's critical electrical
infrastructure. Industry entities are reprasented, in part, through
membership in industry agsociations such as the American Public Power
Azsociation and the Edison Electric Institute. The Morth American Electric
Reliaility Corporation {NERC) also serves as the delegated authonity to
regulate the protection and improvement of the refliability and security of
the electrical infrastructure

TFERG & an imdopengent fuderal agency that regulales the interstate ansmission af
electnicity, natural gas, and ol, and oversees the reliabifity of high-voltage merstate
Wansmisson systems, among other responsibifities. NOAA operatas the Space Weather
Prediction Center - & 2417 space weather moritoring fagiity thal provides slerts and
warrings to applicatde federat entiies, emergency managemenl personned, and ather
affected parties, including operators of slectric utilifies.

“The Morth Ametican Elecing Reli £ ion is & not-far-prafit i innal
requialony gigamzaon whose mission is 10 ensuia the rallatslty of the bulk powe? systerm
in Nonh Arnevica and 15 subject to overs:ght by FERG and governmeniat authadties in
Canada.
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Prefiminary Findings
Indicate that DHS
Actions to Address
Electromagneiic
Threats were
Conducted
Independently of the
EMP Commission
Recommendations

A of July 2015, DHS reported taking several actions that couid help
address slectromagnetic threats to the electric grid, but these effurts were
conducted independanily of the 2008 EMP Commissian
recommendations. Cur preliminary analysis of DMS’s actions indicates
that they gensrally fall under four categones of effort: {1) developing
reports, (2} identifying mitigation efforts, (3) strategy development and
planning, and (4} conducting training exarcises,

Developing Reports

Since 2008, DHS has wroduced thres reports that specifically address
elactromagnetic threats to the electric grid, Below is & summary of each
report.

+  Eleciromagnedic Pulse Impacts on Extra High Voltage Power
Transfarmers.® This 2010 report analyzed the potentiat impact of an
EMP on extra high voltage ransformars—{ocusing pimarily on
transformer equipment designs and identifying specific mitigation
efforts such as blecking devices that minimize the impact of
geomagnetically induced currents (GIC) en the slectric grid. " The
report conciudsad that the similanty of EMP effects, regardiess of
source, indicates that geomagrelic storms provide & useful basis for
transformer impact analysis and that selective instaliation of blocking
devices woulld minimize the impadcts of GIC on transformers, among
other findings.

«  Impacts of Severe Space Weather on the Electric Grid.™ This
2011 report assessed the impacts of space weather on the electic

IDapariment of Homefand Security, Electromagnetic Pulse {EMP) inpacts an Sxfra High
Voltage Power Transfomers, Rev. 2, April 2010,

MGIC are elastne surents induced o & power system cavsed by fustuations i the
=arih's magnelc field. Large-scale fluciuations in the eanh's magnetic field thal cause
damaging GIC are usually caugssd by sokar storms,

VWITRE, fmpacts of Severs Space Weather oo the Efecits Grid, JSR.11-320 {McLean,
WA Movember 2011).
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gnid, seeking to understand how previous solar storms have affected
some power grids, and what cost-effective mitigation efforts are
available to protect the efectric grid, among other topics, Some of the
key findings and recommendations include the need for a rigorous risk
assessment to delermine how plausible a worse-case scenario may
be and additional research to better undarstand how transformers
may be impacted by gisctromagnetic threats. This report alsc
recommended mstallation of blocking devices to minimize the impacts
of GIC.

Sector Resilience Report: Electric Power Delivery.'? This 2014
report summartzes an analysis of key electric power dependencies
and interdependendies, such &% cormmunications, fransportation, and
othet lfaling infrastructure systems. The report included an
assessment of, and best praclices for, improving infrastructure
resiliencs such as: modeling to identify polential vulnerahilities,
conducting a cost-benefit analysis of alternative, techhology-based
options, and installing protective measures and hardening at-risk
equipment, amang others

identifying Mitigation
Efforts

CHS identified two spacific efforts implemeanted since 2008 that could
frelp to mitigate electromagnetic impacts to the electric grid. They are: {1
Recovery Transformer Project {Reck). and {2) Cyber Emergency
Response Team

RecX. In 2012, S&T partnered with industry to develop a prototype
transformer that could significantly reduce the time to trangport, install,
and engrgize 2 transformer to aid recovery from power outages
assoviated with transformer failures from several months to less than
ang week SAT, along with industry pariners, demanstrated the RecX
prototype for 2.5 years, ending in Septamber 2014, DHS reported that
RecX proved to be successful in an operational environment and has
the capacity to reduce the impact of power outages.

Cyber Emetgency Response Team. CSAC aparates he mdustriat
Control Systems-Cyber Emergency Response Team to assizt cntical
infrasfructure owners in the 16 sectors, including the energy sector, to

120epartment of Homeland Secusity, Secter Regiience Report: Electric Power Delivery,
June 11, 2014,
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improve overall cybersacurity posture of their control systems.™?
Industrial controt systems are amang the types of criticst elactrical
infrasiructure that could be impacted in the event of an EMP attack.

Strategy Development and  DHS has taken aclions (o support the development of two key strategies

Planning

and plans that could help to address eleciramagnetic threats. These
include argas: 1) Power Outage Incident Anngx, and 2) the Nalional
Space Weather Strategy

+ Fower Qutage Incident Annex. In 2014, FEMA began daveloping 2
Power Outage Incident Annex {incident annex) to provide incident-
specific wformation, which supplaments the National Response
Framewark ¥ According to FEMA officials, the incident annex will
describe the process and organizational constructs that the federat
government will utilize to respond to and recover from 1038 of power
resulting from deliberate acts of terrorism or natural disasters. Among
other tagks, the incident annex is designed to ideniify key federal
government capabilities and resources, prioritize core capabilities,
and outline response and recovery resource requirements. FEMA
officials reported that the incident anney is scheduled to be completed
by October 2015.

= National Space Weather Strategy. In coliabaration with the White
House Office of Sciznce and Technology Policy and MOAA, DHS has
beenh working since 2014 to help develop a Natianal Space Weather
Strategy. As a co-chair of the Space Weather Operations, Research
and Mitigation Task Force, DHS is in the process of developing 2
strategy to achisve several goats, including efforts to establish
benchmarks for space weather events, improve protection and
rutigafion effats, and improve assessment, modeling, and prediction
of impadts an critical infrastructure, among other goals. According to
officiais at 547, a draft of the Natioral Space Weather Strategy is

Fndustrial contiol syslem is a general fem that encompasses several types of contol
syslams. including Supervisory Sontrold and Data Acquisitons (SCADAY systems. SCADA
syslems are used extensively in critcal infrastriciure applications such as elecirical
transmission and distributlen, waler management, and ofl and gas gipetines.

"The National Rezponse Framework i3 2 guide to how the nation cesponds 1o disasiers
and emesgencies of all lypey and descrbes the principles, roles and responsikdties, and
coordinating strugtures for delivering the core capabiiities requered to save fives, profect
propedy zhd the environment, slabilize communilies, and meet basic human needs
fllowang an incident.
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currenlly being updated to incorporate stakeholder commeants and is
scheduled to be completed in September 2015

Conducting Training
Exercises

DHS has also conducted two training exercises that could help address
the potential impact of power ocutages caused by electromagnetic events.
GridEx It and Eagla Horizan, '

»  GridEx {l. tn Movember 2013, DHS. along with the Federal Bureau of
investigation, DOE, and alher relevant government agencies,
participated i an industry-wide exercise assessing the readiness of
ihe etectricity industry to respond to a physical ar cyber atiack on the
bulk powsr system. The key goals of GridEx H were 10 raview existing
command, contral, and cormmunication plang and topls, incorperate
lessons learned fram a previous exsrcise, and to identify potential
improvements in cyber and physical security plans and prograrms.
Upan complating the exercises, participants identified key lessons
fsarned, which included the need for enhanced information sharing,
and clarification of roles and responsibitities during & physical or cyber
attack.

+ Eagle Horizon. Since 2004, FEMA has conduclad a mandaiory,
anrnial continuity exercise for afl federal executve branch
departments and agencies to ensure the preservation and continuing
performance of essential functions, Key objectives of the training
gxgrcise include: assessing the implementation of continuity plans,
demaonstrating communication capabilities, and examining broader
nalionat continuily capabilities with state, local, and private sector
partners.

For our ongoing review, DHS did not identify its actions as spacifically
respansive to the EMP Commisgion's recommendations; nonetheless,
some of the actions DHS has taken since 2008 could help to mitigate
some slectromagnelic impzacts to the electric grid. For example, the thres
identfied reports provide some ingights on how the electric orid may be

5 eo ting on | - in a drafl of this statement. an offiosl with S&T
nobed that OHS paricipaled in 4 thied exercise addressing rizks 1o the electric grid -
Segure Grid 2011 Accordimg to Ehes official, the exercise was conducled at Malional
Lietense University. was jointly funded by DHS, DGO, and DOE, and sncluded paricipalion
with muliiple federal agencies and wndusty represenialives Our ongoing work will revrey
information on tis exercise whsgh DHS bad ngl previgusly identified as gn EMP-related
action.
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impacted by slectromanretic threats. Additionally, the RecX project
provided a functional pratotype that may facilitate industry efforts to
further develop mare mobile transformers and assist with racovery efforts
inthe event of an electromagnelic attack on the electric grid. Similarly,
BHS planning efforts to develop the power outage incident annex ang
space weather strategy are alse steps that could help to mitigate the
negative effects of an slectromagnetic threat to the electric gnd by
improving critical planning and respanse afforts,

White DMS has taken severat positve steps to address electromagretic
threats to the electric grid since the EMP Commission issued its
recammendations in 2008, our preliminary analysis indicates that these
actions may fall short of the expectations for DMS reqarding overall
responsibilities to gversee and coordinate nationat efforts to protect
critical electncat infrastructure. consistent with PPD-21 and the NIFF. Far
example, DHS's efforts to clearly identify agency rofes and responsibilities
to date have been limited. Specifically, DHS has had difficulty identifying
the relevant DHS components, officials, or ongaing internal DHS activities
with an EMP nexus. For example, DHS officials were unable to delermine
nternatly which cormponant would serve as the lead—S&T or NPPD—in
regards to addressing EMP threats. In addition, NFPD has not yet
idertified its specific roles and activities in addressing electromagnetic
threats evan though it has been dentified by the DHS Office of Policy as
the praposed risk analysis "owner” redative to space weather threats. 1

We recognize that DHS does not have a statutory obligation to address
the specific recommendations of the EMP Commission and many of
these recommendations were also directed to DOE. Neverthelass, we
believes that implementation of them could help mitigate electromagneatic
impacts o the alectric grid, such as helping to assure the protection of
high-value transmission assets, Moreover, PPD-21 articulates DHS's
roles and responsibilities to safeguard the nation’s critical infrastructure,

"Acearing to the DHS Office of Policy, space waather has been included as an idantified
figk eveni since the initial gic National Rish, was conducted m 2011, ang
maore recently was includad i tha Homelandg Security MNationad Risk Charactenzation,
which serves i identlfy the specilic nauraf hazards to be assessed as part of the 2014
Quadrennial Homedand Security Review (DHSR). Svery four years (he Secretary is to
complete a QHSR—a comprehensive examination of the homeland secunity stratagy of
the nation that is to include recommendations regarding the long-teim strategy and
priodities of the naton for humetand security and quidanca an e programs, assets,
capabifilies, budget, pulicies and authorities of the depadtreent. See G U S.C.§ 347,
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which are consisterd with such recommendations. For example, PPD-21
states that DHS, in carmying out its responsibiities under the Homeland
Security Act of 2002, as amended, is to, among other things, evaluate
national capabilities, opportunities, and challenges in protecting critical
infrastructure; analyze threats to, winerabilities of, and potential
consequences from ail hazards on critical infrastructure: identify security
and resilience functions that are necessary for effective stakeholder
engagement with afl critical infrastruclure sectors; inlegrate and
coordinate federal cross-sectar security and resilience activilies, and
identify and analyze key interdependencies among critical infrastructure
sectors, Moreover, PPD-21 calls for DHS to specifically consider sector
dependancies on engrgy and communications systems, and identify pre-
event and mitigation maasures or altemate capabiities during disruptions
to those systems in updating the NIFF. Te date, our preliminary analysis
suggests that DHS has not fully addressed some key responsibilifies
refated to effectively preparing for and responding to electromagnetic
threats o the electsic grid, i canjunction with DOE as the sector-specific
agency for the anergy sector, which is respansibie for critical electrical
infrastructure. Specifically, DHS did nol identify any efforts # conducted to
suppart the identification of key efectnical infrastructurs assets or azsess
cross-sector dependencias on these assets, for which DHS would be
expected to nlay a Koy role. According to officials within NPPD and the
DHS Office of Policy, factors such as competing priorities and a fosus on
all hazards may contribute to iimited efforts being takan by DHS to
spacifically address electromagnetic threats. We will continue to assess
the extent to which DHE's efforts align with the EMP Commission
recommendations as well as the extent to which DHS's current and
planned actions align with #= own nsk management framawork, as
identilied in the NIPP, 25 we compiete our work. We will report our final
results [atar this year,

Preliminary Analysis
Indicates DHS Has
Not Fully Coordinated
with Stakeholders to
Address some Risks
to the Electric Grid

Cur preliminary analysis mndicates thal since tha EMF Commission issued
its recommendations in 2008, DHS has coordinated with federal and
industry stakeholders to address some, but not all risks to the electric
arid. Spectfically, OHS has not fully coordinated with stakeholders in
certain areas such as identifiing critical assets or collecting information
nacessary 1o assess electromagnetic risks. Our preliminary work has
identified 2ight projacts in which DHS coordinated with other federal
agencies or industry ta help protect the glectric gnd. These projects
encompass a range of different protective efforts, including the
development of plans to address long term power outages, participation
in exercises, and research and development activities which address the
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resiliency of electrical infrastructure (See Appendix |1 for a list of projects
we identified. )

Faur of the eight projecls we identifizd were initiated within the past 2
years and three specifically address the risks associated with an EMF or
GMD event. ' The thwvee EMP or GMD-retated projects inciude 13
participation in a White Mouse Task Fares 1o support devalopment of an
mteragency space weather action pian, 2) coliaboration with NASA to
develop pracise, localized forecasts that can help utiliies better respond
to solar weather events; and 3) development of EMP protection
gudefines for critical equipmeant, facilities, and communicationsidata
centers.

in addition o the specific projects identified 2bove, DHS also coordinates
with sector stakeholders through the Energy Sector Governmenit
Coordinating Council {EGCCl—which it co-chairs with DOE—and the
Electricty Subsector Coordinating Councit (ESCC) through tha Critical
Infragtroctuee Partnership Advisory Council. While federal officials
generally identified that EMF and GMD issues have been discussed via
these groups in recent years, they noted that the EMP threat has not
been an area of particular focus.

Although DHS panicipation in the identified projects is a positive step to
help mitigate some potential impacts of electromagnetic threats, our
peeliminary work suggests that DHS has not fully coardinated with
stakeholders in other araas to help faciitate EMP and GMD protective
efforts. Specifically, owr prefiminary analysis indicates that DHS has not
Iulty coordinated with stakeholders to address electromagnetic threats to
the etectnic gnid in the folfowing areas:

Providing threat information. DHS has not identified any efforts to
specifically provide EMP-related thraat information to industry
stakeheolders. Industry officials we spoke with generally staied that they
do not have sufficient threat information to determine the extent to which
specific actions should be taken te mitigate the effects of an EMP event.
Whereas industry officials reported having a greater understanding of the
potential likefihgad of a major GMD caused by solar weather, they noted

" Althowgh sach of the ewght projects identified may facilitate some fever of fisk reduction
to electiiaf infrasirycture, we identified three projects that were spacifically intialed to
address the unique causes of vulnerabilities associatad with electromagneic events.
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{hat applicabis EMP threat brisfings by DOD or DHS coud help them o
better justify to their management or stockholders the fevel of investment
regired to take protective actions, According to the Quadrennial Energy
Review, intomplete or ambiguous threat information may lead to
inconsistency in physical security among grid owners, inefficierd spending
an security measures, of deployment of security measures against the
wrang threat ™

Thig concern generally afigns with previous work related to cyber threats
i which we reported that federst parners’ efforts to share information did
not consistently meet indusiry's expectations, in part, due o restrictions
an the threat information that can be shared with industry pariners ™ OHS
generally concurrad with our prior recommendations directed at
strengthening its partnership and information-sharing efforts, and has
since taken steps to enhance its information sharing activilies, ingluding
granting secunty clearances, and establishing 2 secure macharasm to
share cyber Lhreat information. We will continue to assess DHES's actions
regarding providing threat information on EMP as part of our ongaing
waork.

Identifying key infrastructure assets. Our prefiminary analysis indicates
that DHS and DOE have not taken action to identify the most critical
substations and transformers on the electric grid. According to the NIPP
risk management framework, such infarmatian is important to better
understand system dependencies and cascading impacts, as well as help
determine priorittes for collecting additional information on specific asset
vidnerabilities or potential mitigation actions.

Apcording to the 2008 EMP Commission report, government entities,
such as DHS and DOE, must identify the apecific electrical assets that
are crifical to rermann in $ervice or that can be restored within hours
following an EMP attack. Protection of theee assets may be necessary to
ensure the cortinuation of emergency response and recovery functions.
As part of our ongoing work, we will continue o assess actions by DHS

"ee Presigantial M fum—t ing 8 Quadrennial Energy Review (Jan. 3,
2014y The intigl Quadrennial Energy Review was released on Apris 21, 2014,

GAQ, Critical Infrastructure Frotection. Dbservations on Hey Factors in DHEg
ey o of it § i Approach, GA0-14-464T (Mashingten, O ¢ - March 8,
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and other federal agencies regarding the identification of key
infraslructure assets

Collecting risk information. DHS has not fully leveraged existing
programs or utilized collaboralion opportunities with federal partners to
colizct additional vufnerability and consegquence information related to
potential impacts to the electric grid. For exampls, DHS-IP has not fully
leveraged the Infrastructure Survey Tool and Regional Resiliency
Assessment Program (RRAP} to help collect additionat information
related to infrastructure vuingrabilities and impacts related to
slectromagnetic threats. ™ As we have concluded previously, coordinatian
with other federal partners may also help ensure an integrated approach
to vuinerability assessment aclivities, ' For example, DHS has also not
fulty ieveraged other agency efforts such as DOD's Defense Critical
Infrastructure Protection program which could provide usefut information
about potential consaguences of slectric grid failure. According to the
MIPP, to assess risk effectivety, critics! infrastrocture partners—including
owners and operators, sector councils, and government agencies—nesd
timely, refiabls, and actionable information regarding threats,
wiinerabilities, and consequences. As part of our ongoing work, we will
continue to assess actions by DHS and other federal agencies regarding
the collaction of applcable nsk information.

Engaging with industry to identify research priorities and funding
mechanisms. Enhanced collaboration amang federat and industry
partners is eritical to help identify and address key research gaps and

PThe Infrastiucture Survay Tael is a voluntary, web based vulnerability survey conoucied
by DHS protective security advisors to identify and dogument the overall security and
resilience of a facility. The RRAP is an analysig of infrastructure clusters and systems in
specific gecgraphic areas or regions. Usng he RRAF. DHS examines vulneratiliies,
threats. and potential consequencas to ientity (1) dependencies and interdependencies
among the assets that paricipata m tha REAP, (2) caseading effects resulting from an afl-
hazards disruphon of thesa assals or the regron, {3} characteristics that make the assols
and the region regitient, and (4) any resilence gaps that may hinder rapid recovecy frem
disruptions.

“1GAO, Critical Infrastrizctire Profectsonr DIFS Aclion Needed fo Enbisnce hegration and
Coardnation of Valneratilfy Assessment Effons, BAG-14-507 (Washington. D.C ., Sept.
14, 2014), DHE concurred with our secammeandatan thal DHS identity and anakyze key
critical infi {C1} soeurity-relaied ¢ tola and methads used or offared
by 3543 and provide guidance for whal areas steould be included o vuinerability
assessmenis of Gl thal gan be used by DHS and other Cl partners i an integeated ane
coordinated manner.
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priarities, and leverags available funding mechanisms. Our preliminary
analysis ientified two areas—assassing transformer impacts and
developraent of mitigalion tocls—where DHS has not fully pursued
apportunities to callaborate with federat and industry stakeholders on
resgarch, testing and identifying funding sources that could help facilitate
efforts to address electromagnetic threats to the electric grid. With respect
ta transformer impacts, industry and government officials identified the
need for additienal modeling and asssssmeant as the most crilical
research gap. For example, the 2012 NERC GMD Task Force found that
muodeling the effects of GIC fiows on transformers during 2 GMD evertt is
not sufficienly developad, Staksholders also noted that additional action
is needed for evaluating and testing eguipment that could heip mitigate
etectromagnetic impacts to key infrastructure zssets. Specifically,
stakeholders dentified that there ars limited sites available for large-scale
testing, and opportunities may exist to further leverage DOE research
laboratories and other fedsral resources. including potential funding
mechanisms.

In our ongaing review, we will continue to evafuate federal and industry
actions to determing where specific coordination efforts could be
improved and we will report the final results fater this year.

Chairman Johnson, Ranking Member Carper and Members of the
Committes, this completes my prepared statement. | would be pleased to
respond to any questions that you may have at this time.
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Appendix I: Summary of 2008 EMP
Commission Recommendations Addressing
Electrical Infrastructure

. ____________________________________ ________________________________ __________ ]
Fable 1: Bummary of 2008 Electramagnetic Fulse (EMP) C isslon R dat} Al ing Efectrical Infrastructure
BN onraiaaion fora ™

1. The Commigsion recommends ressarch be conducted to better understand infrastructure system
interdependenciss and interactions, along with the effects of various EMP attack scenarios. In particular,
the Commission recommended that such research include a strong companent of interdependency
modeling. Funding could be directed thraugh a number of avenuss, including the Departmeant of
Hamsland Security (DHE} and Mational Science Foundation.

2. Expand activties to address the vulnerabiiily of Suparvisary Canirol and Data Acquisition (SCADA)
systems to olther forms of glectronic assault, such as EMP

EMP attack and delineate the respansibilities and functioning interaces with sll other governmental
inglitutions with individual junisdictions over the broad and diverse electric power system. This is
recessary for private industry and individuals to act to carry out the necessary prafections assigned to
thar and to sart out liability and funding responsibifity,

4. DHS parbcudarty nesds to interact with the Federal Energy Regulatary Commission {(FERC), North
American Electric Refiability Corporation (NERC), state regulatory bodies, other governmental institutions
at all levals, and industry in defining fability and funding relative to private and government facilies, such
as indepeadent power plants, to contribute their capability in a time of national nesd, yet not interfere with
market creation and aperation to the maximum extent practical,

5. DHS must establish the methods and systems that allow it ta know, on a continuous basis, the state of the
nfrasirucluse, its topology, and key elements. Testing standards and measurabte impravement meincs
should be defined as early as possible and kept up to date.

& Warking closely with industry and private institutions, DHS should provide for the necessary capability to
control the system in order ta minimize self-destruction in the event of an EMP attack and to recover as
rapidly and effectively as possible.
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Appandix |: Summary of 2008 EMP
o - rist) i

Electrical nfraatructure

EMP C

7. DHS and DOE must utilize industry and other governmental institutions to assure the mast cost effective
owtcome cocurs and that it does so more rapidly than otherwise possible. In many mstances, thess
inittatives are extensions or expansions of existing procadures and systems such as thase of NERG.
Saeparate recommended initiatives are lisied below.

a.

T@ ~®op o

fn.
18

Q.

Understand system and network level vulnerabiltias, including cascading effecls
Evaluate and implament quick fixes

Develop national and regienal restoration plans

Assure availabifity of replacemsm equipment

. Assure availability of critical cormmunications channets

Expand and extend emergency power supplies

Extend black start capability

Proribze and protect critical nodes

Expand and assure intelligent islanding capability

Agsure protection of high-value generation assets

Assure protection of high-value transmigssion assets

Assure sufficient numbers of adequalsly trained recovery personnel
Simulate, train, exercise, and fest the recovery plan

Develop and deploy system test standards and eguipment
Establish installation standards

Soarte 2304 EME Gommizson reeommondatons | GAD LG §5IT

Motas:

“The EMF Commission recommendations cited aboue Caplule two kEY Breas infrastnaure

commoralities and the eleciric power 3ector which both have a nexus to efegingel infrasiructure. The
also made i ing potential EMP impacts affacting ather

infrastruciute sectors, such 33 tiecommunications, banking, a~d smergancy servicas, among olhors.
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Appendix Ii: DHS Coordination on Activities
to Address Electromagnetic Impacts to the

Eilectric Grid

Table 1: Dapartmant of Homeland Security {DHS) Coordination on Acti

ties to Address Electromagnetic Impacts to the

Eleciric Grld
Focus Area
{Electromagnetic

Activity Status DH$ Role or Afl Hazards}
Grid Secunty Exartase (GridEx (1* Compieted=2013 Partizipan All-Hazards
Recovery Transformar (Recx}" Completed-20-14 Lead All-Hazards
Resdient Eiectis: Grid (REG) Qngoing Lead All-Hazards
Power Oulage Incideni Annex” Ongoing Lead All-Hazards
Mational Emergensy Commurications Plan Ongoing Lead Adl-Hazads
(2014 Update)®
Spase Weather Operations, Research and Miligalion Task Force Qregoing Farticipant Elsctromagnetic
Solar Storm Mitigation® Ongoing Co-Leat Eleciramagritic
EMF Protection Guidelines (\Version B.0F Ongaing Lead Electromagnetic
Source GAD andleas of DHE agdirs Sudeas ng bresls o (ke setis gnd [GA0O 15 £LT

Hutes

“The Warth can Ekecirre: Reliability Corporation {MERC) cordocted the second indusing-wide

Gngt Secarity Exeretie in 2093, The exercise semulated 3 coprdmeted cybar asd physical attack on

the glecing gric and kested ther rsronss capability of end ingustry hicdd,

"The Recovery Transtomer Prosgeam was a partharship batween OHS Scence ETecknodogy (58T

2nd e glectss mdustoy [ develop a ikat could be transpored. instakied, and

energized in a shorter timneframe o aedl recovary from peavar cutages associated with trarsformer
*gilures from seversl moniss Lo less than one week.

“Fra Rasdiam Grid program is being coprdinated through $4T. Sgecilicady, S&T is develaping a
superconducting cable that would #llew subslations to mbereaanedt and share power white eliminating
the risk of cascading faull curenis. The cable enhances Lha llesdbility and resiliency of the alectns
orid.

EEME 15 egordinading the devaloprmant of 2 Power Cutage Incident Annew (POIA). The POK will
describa the procass erd orgamzational consiructs thal the federal government will utilize to respond
o @nd récovar om boss of power resuMing from gehberate aots of bereatisrn of natural dizeseass,
wiging electroenang nedc polsa (EMP) and =pace waather eyents

"DHE develgped the National o o ications Flan to

cosrmurication across all levels pf govammen), 1he phvate secto, and the nongmrms‘mal sagtor.

'The Space Wealher Operatisns, Research and Migaton Tass Farce nperates under ine dueclion ot

the Viffite Howse Mationa: Scwnee and Technology Councit and is workeng 1 fingize fwe key

prodicte the Matonsl Space Wealhar Stratmgy, 2nd the Space Weather Acfion Pean

*The Solar Starm Mitigation project & being codmated thicogh S&T For edditional infarmation, see
; d i 1 domd

dne.

o of EMP Py o0 inas 3 led by 1he Federal Exetvine Branch Cordinuily
Comenuncations Managars Group (CCMG: The guicefings inshude four fevels of protaction and am
b3ged on using spesie devices such as EMP-capatle surge armegiers on power cords 1o mdegate
ERP vulnerahifies

Page 18 GAD-15-89IT



97

Cooperative Association

A Tenwchistonw Eoenry ® Conepueral ive JQ\T

%‘ National Rural Electric
an

Testimony of Mrs. Bridgette Boarge
Senior Principal
National Rural Electric Cooperative Association
to the Committee on Homeland Security and Governmental Affairs
U.S. Senate
July 22, 2015



98

Bridgette Bourge, Senior Principal, Legistative Affairs
National Rural Electric Association
July 22, 2015 Testimony

Introduction

Chajrman Johnson, Ranking Member Carper, and membets of the Conmittee, thank you for
inviting me to testity today on “Protecting the Electric Grid from the Potential Threats of Solar
Storms and Electremagnetic Pulse.”

I serve as the lead lepislative represertative of the National Rural Electric Cooperative
Association (NRECA)Y on homeland securily issues. NRECA isthe service organization for over
900 not-for-profit electric utilities serving over 42 million people in 47 states. NRECAs
members include 67 generation and transmission (*G&T™") cooperalives that generale and
transmit power to 668 of the 838 distribution cooperatives actoss the nation. Electric cooperative
service territory makes up 75 percent of the nation’s land mass. Kilowatt-hour sales by rueal
clectric cooperatives account for approximately 11 percent of all electric energy sold in the
United States. NRECA mcmbers generate approximately 50 peccent of the electric energy they
sell and purchase the remaining 30 percent.

As member owned not-for-profit utilities. distribution cooperatives and G&Ts reflect the values
of their membership and they are uniquely focused on providing reliable electricity at the lowest
reasonable cost. Cooperatives have to answer to their member/owners and justity every expense
as they are the ones who will have to bear the cost. There is never any debate over whether a
proposed project will benefit a cooperative’s shareholders or customers because they are one and
the same.

Today I am offering testimony on behalf of the electric industry to discuss two distinet issues:
Geomagnetic Disturbances, or GMDs, and Electromagnetic Pulses, or EMPs.

Clarifying the Terms
Manmade EMPs

An EMP is a blast of electromagnetic encrgy that can disrupt or destroy electronic devices.
There is a broad range of EMPs with significant variations in terms of impacts and responses.
Just as the consequences and likelihood of each of these threats vary, so too does Lhe approach to
protecting the electric grid against them.

The onty type of EMP that poses a potential widespread threat to the electrical grid are those
generated by man through a high-altitude nuclear explosion. In the case of directed energy
weapons or “suitcase EMPs” the threat is more localized, likely only impacting an individual
facility similar to any other physical assault on grid infrastructure  Dug to the redundancy and
resiliency of the grid, localized events fike this have significantly less likelihood of causing a
cascading electric system event.

The impaet of an EMP from a high-altitude nuclear explosien over the United States would
affect more than just electric infrastructure, however. Other critical infrastructures that utilize
mieroprocessors are also vulnerable, including those with which the electric sector has
interdependencies. Any activity that relies upon devices containing integrated circuitry- such as
industrial process control systems, hospital equipment, as weil as transportation and
telecommunications systems - could be affected by an EMP atzack on our country, As such, the
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primary responsibility for protecting the United States from such an attack should fall on the
country's defense intelligence and military services, not on individual critical infrastructure
QWHRLSOPETALOrS.

Natural GMDs

Geomagnetic disturbances caused by solar storms are initiated by natural events on the surface
of the sun in which ejected masses of electrically charged particles are hurled toward the Earth.
These create the potential for Earth-based disturbances due (o their interaction with the Earth’s
magnetic field.

When the particles interact with the Earth’s magnetic field, especially in certain geographic
regions (e.g., northern latitudes), they can cause ground-induced currents (GIC) and other
potentially disruptive phenomena. The dircct impact of GMDs is primarily limited to reliability
of the bulk power system and communication systems. GMDs are common and in fact happen
pretty vegularly. These are natural events and, as such, industry incorporates them into planning
and mitigation efforts. Early alert systems using NOAA satellites allow owners and operators to
take action Lo protect their systems, if necessary, With currently deployed satellites nearing the
end of their reliable life cycle, these systems will need to be maintained and enhanced with new
sateltites in the near foture to ensure that eatly alerts remain available and their timeliness is
enhanced.

(GMDs are ranked by storm levels, ranging from G (minror} to G5 (extreme). GMDs at higher
levels have the polential 1o damage bulk power systent assets (e.g., higher-vollage transformers)
and to cause a loss of reactive power support, which could lead to voltage instability and power
system collapse. The most significant issue for the bulk power systern stemming from a strong
GMD is the ability for operators to maintain voltage stabilily]A We see lower level GMDs pretty
regularly. In fact, a few weeks ago we had a number of days in a row of G3 (strong} storms but
no impact was felt on the bulk power system from these occurrences because proper measures
were taken and procedures followed.

Based on these risks, in May 2013, under a statutory framework and authority established by
Congress in the 2005 Energy Policy Act (Section 215 of the Federal Power Act), Federal Energy
Regulatory Commission (FERC} Order No. 779 divected the North American Electric Reliability
Corporation (NERCY), to develop reliability standards to address the potential impact of GMDs
on the reliable operation of the bulk electric system. NERC is an independent, government
standards setting body that, under FERC oversight, develops and enforces mandatory reliability
and critical infrastructure protection standards for the bulk power system owners, operators and
users, NERC, FERC, and the electric power sector have since implemenicd a mandatory and
enforceable GMD standard requiring owners and operators of the North American electric grid
to prepare specific tailored operating procedures for use during severe GMD events. NERC has
developed a second GMD standard, currently pending FERC approval, which will require
tailored assessments and mitigation of the potential impacts of a 100-year GMD event on the

¥ Based upon the NERC 2012 Special Reliability Assessment Interim Report: Effects of Geomagnetic Disturbances
on the Bulk Power Systam. http: fwww.nerc.com fites/2012GMD.pdf
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bulk-power system, including high voltage power transformers, NRECA and its members
supporl the approvat and implementation plans developed in both of these standards

Distinctions between EMPs and GMDs

Unfortunately. sometimes EMPs and GMDs are mistakenly conflated in the policy dialogue, It
is important to keep these two separate threats distinet and 10 not conflate them from a policy,
planning, protection or mitigation perspective. As stated earlier, EMPs are manmade and GMDs
are caused by naturally occurring events. Furthermore, the magnetic fluctuations that result from
GMDs ate fundamentally different from EMPs generated by a high-altitude nuclear explosion
and, as a result, pose different risks, Nuclear EMP's actually have three components—E1, T2,
and E3—each of which arises from a different physical effect following a nuclear detonation. E3
is a slow pulse and resembles GMDs generated by a very severe solar flare. However, GMDs do
not have an E1 or E2 component. The similarity between an EMP E3 component and a GMD
caused by a sever solar flare may have led some to mistakenly confuse EMP and GMD. but such
confusion overiooks critical distinctions and can have unintended consequences, including
potentially undermining or conflicting with mitigation measures and protective standards already
in place,

When considered as part of the broader spectrum of potential threats to the electric grid,
nuclear-induced EMP is considered an extremely low-likelihood, high-consequence event. That
doesn’t mean the electric industry disregards or ighores its significance; merely that it is
considered appropriately as part of a broader risk management strategy. The electric sector’s
approach to protecting critical assets against all types of threats is known as defense-in-depth,
which inciudes balancing preparation, prevention, response, and recovery for a wide variety of
hazards Lo electric grid operations. The industry recognizes that it cannot protect all assets from
all threats. Instead, its priorities are to protect the most critical grid components against the most
likety threats: to build in system resiliency; and to develop contingency plans for response and
recovery when either man-made or natural phenomena impact grid operations.

Fundamentally, a nuclear-induced EMP would take the form of either a terrorist attack or an act
of war eccurring on or above 11.5. soil. As such, the principal responsibility for preventing or
guarding against a nuclear attack fies with the federal government. However, whatever the threat,
industry works Lo ensure that the grid remains safe, and that retiable and affordable electricity is
delivered to customers when and where they need it, We can’( prevenl every attack, remove
every vulnerability, or respond in advance to every threat, but ouc defense-in-depth appreach has
proven soccessful in maintaining 2 highly reliable grid,

Industry works closely with government on matters of critical infrastructure protection through
the Electric Sector Coordinating Councit (ESCC). The ESCC brings ogether industry execulives
and senior-level government officials for high level policy discussions on important security
issues atfecting the electric industry, Both the public and private sector have unique roles,
responsibilities, and capabilities. Leveraging each of (hese in a coordinated way is imperative.
An EMP is the 1ype of emerging issue that the ESCC can address at the policy level with DOE,
DHS, the Department of Defense, and other federal agencies that have unique national resources
beyond the capabilities of the private sector.
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Moving Forward

How do we minimize the potential consequences of an EMP or GMD? Some propose that
industry install their particular “protective device” or fully “gold plate™ the entire grid so that it
could, theoretically, at least partially survive a high altitude nuclear blast. However, there s no
consensus on precisely what measures should be taken, the unintended effects they might have
on the system, how much such an effort would cost. or how successful such efforts would be in
limiting hmpacts to the bulk power system. For example, due te non-uniform designs and
complexity, substation solutions {e.g., Faraday-cages) would have to be individually customized,
which would not come a1 a standardized rate. Additionally, there are concerns that installing
“protective devices” in some areas of the bulk power systerm could unintentionally cause
problems in other areas. Further research and testing of these devices is needed, and is
underway,

Even assuming that cvery conceivable blocking device were installed to protect every inch of
the electric grid and caused no problems, power suppties still would likely be disrupted for a
significant length of time in an impacted area. That is because other critical infrastructures that
utilities rely upon to function—such as transportation systems for our fuel, water systems for
cooting, and eiecommunications for operations—would also not be available.

The North American power grid is a huge, complex machine that spans the entirety of the
United States, Canada and even patts of Mexico. Its function can be impacted by many different
types of events or threats, from natural events like GMDs and scvere storms to man-made
malicious threats like EMP, cyber or physical attacks. Pue to the expanse of not only these
threats as well as the system itself, the electric sector addresses risk management through our
defense-in-depth approach. This includes preparing for and preventing what we can, while at the
same time planning for responsc and recovery in case of worst case scenarios.

Unfortunately, planning for recovery at a national level for widespread destructive cvents is
necessary in today's world. Efforts aimed at bolstering reserves of strategic transformers, for
example, are a step in the right direction, as could be tasking DHS with further examination of
EMP threats as a national security issue.

Conclusion

Owners and operalors of critical electric infrastructure have every incentive to prevent their
systems from going down for even 2 moment if they can avoid it. Electric uiility professionals
know their systems best, including the operational and reliability impacts of potential external
threats, so they should be included in any efforts commissioned to look into these matters,
Utilizing existing public-private critical infrastructure partnership frameworks, like the
Electricity Subsector Coordinating Council (CSCC), to ensure input and engagement on national
security issues like recovery from a nuclear blast is, for a large part, why they exist,

Thank you for holding this hearing and inviting the electric industry 10 provide perspective on
these very important issues and how they impact the complex machine that is the electric grid. 1
would be happy to address any questions you may have.
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‘Fhe American Public Power Association { API"A) appreciates the opportinity o submit this statement for
{he record for the Senate Homeland Security & Govermment Affairs Cammittee (HSGACY hearing on
“Protecting the Electric Grid from the Potential Threats of Solar Storms and Electromagnetic Palse.”
APPA supports the lestimony of Ms. Bridzette Bourge. Senior Principal. Nationat Rural Electric
Cooperative Association (MRECA).

AFPA is the national service nrpanizaton for the more than 2,000 not-for-profit, community-owned
electric urilities in the L1535, Collectively, these utitities serve more than 48 million Americans in 49 stakes
{adl but Howan).

Prodecting the nation’s clectric power geid and ensuring a reliable and atfordable supply of energy are of
upmost impovtance ta APPA and the clectric power industry. The power grid is a complex. interconnecied
network of generation, ransmission, distribution, ceatrol, and commmunication technelogics that can be
impacted by natural events, such as geomagnetic disturbances (GMEBs) caused by sobar flares, and man-
wade events. such #s electromagnetic palses (EMPs) caused by the high-altiude denotation of nuclear
weapons. As detailed in Ms, Bourge's restimany, GM s and EMPs, though commonly referred 10
niterchangeably. are separate issues with differem causes, impacts and potentiai solubons.

The ekectric and nuclear sectors are the only critical mfrastructure providers with mandatory and
enfonecable standards. As applied to the clectric seetor, these standards help protect the reliability and
security o the bulk power prid assets they own and operate, Under the stalwtory and regulatory
{ramework established in the 2003 Encrgy Policy Act {Section 213 of the Federal Power Act), the Federal
Enerpy Regulatory Commission (FERC) in May 2013 directed the North American Electric Reliability
Corporation {(NERC) 1o develop reliability standards to address the potential impact of GMBs on the
relinkle operation of the bulk clectric system, MERC, FERC and the electric power secior have since
impicmented a mandatory and enforceable GMD standard requiring owners and operators of the electric
prid o prepare specilic operating provedures for use dunmg severe GMD events. A second NERC GME
standard, currently pending approval by FERC, wilk require tailored assessments and mitigabion ol the
pokential impacts of & 1Hkyear GMIY event on the bulk power systen, including high voHage power
transtormers, APPA supponts both GMID standards.

Hovwever, standards are oot the ooly way for electiic wtilities w address GMDs. Simee the electric grid in
the LL5, is, in fact. 2 Morth American arid, with significant interconnections 1o Canada and a low 1

Wlexicn, cammunication and coordination with our Gellow electric urilities in Canada, especialby. has been
henedficial o the broader understanding of the impact of GMBs an utilities — impacts that are nal uniform,
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Public power utilities and others in the electric sectar undertake this ongoing coordination formally
through NERC committees and studies and informally through long-term refationships, The Glectricity
Subsecior Coordinating Councit (ESCC) which, like other critical infrastructure sector coordinating
councils, interfaces with key federal government officials on matters of disaster peeparation and response
{whether naturat or manmade) is also a foram for these discussions as the Canadian Electricily
Association is a member of the group.

Ini contrast to naturally-occurring GMIDs, the high-altitude denctation of a nuclear weapon cansing an
EMP would be a terrorist attack or act of war. As such, the principal responsibility for preventing such an
anack hieys with the federal governument in its role as the provider of a national defense. That said,
however, government-industry coordination on national security issues such as EMPs is criticel and is a
regular topic of discussion by the ESCC in its three meetings annually with the Department of Energy. the
Department of Homeland Security, and the White House. Coordinating efforts and brirging logether
government and industry expertise helps to improve the security posture of the industry and the nation.
Both the federal government and the critical infrastructure secrors have unique roles, responsibitities_ and
capabilities; leveraging each of these in a coordinated way is imperative. EMP is the type of cmerging
issue that the ESCC was established to address engaging with DOE, DHS, the Departmem of Defense,
and other federal agencies that have unigue national resources beyond the capabilities of the electric
sector,
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Chairman Johnson, Senator Carper and members of the commitiee, thank you for the opportunity
to submit written comments about securing the electrical prid apainst solar storms and
clectromagnetic pulse. | am Allen B, West, president and CEO of the National Center for Policy
Analysis (NCPA). We are a nonprofl, nonpartisan public poticy research organization dedicated
to developing and promoting private alternatives to government reguiation and controf, solving
problems by relving on the strength of the competitive, entrepreneurial private sector. The
NCPA is headguanered in Dalias, Texas.

Having recently moved to Texas, I am proud to report that the state of Texas is showing
leadership on this issue by taking action to protect the Texas cloetrical grid from the damaging
effects of a natural or man-made electromagnetic pulse (EMP) that could blackout the entire state
for months, with catastrophic consequences. The Texas legislature is moving potential
Tegistative solutions, and members of the Executive Branch have met with experts to determine
ihe best course of action to protect the electrical grid in Texas.

EMP sounds like science fiction, but it is a real and present danger. EMPs have occurred
numerous times with damaging consequences. As far back as 1859, an EMP lrem 2 solar storm
disrupted telegraph systems throughout America and Ewrope. In 1921, a solar EMP knocked out
railroad signals and switching systems. More recently, in 1989, a solar EMP shut down power
transimission in Canada and jarmmed radio signals throughout North America.

The events of 1859, 1921 and 1989 ought to inform our decisions today. An EMP is like a
super-energetic radio wave, so powerful that it can damage and destroy electronic systems within
the EMP field. As the world has become maore reliant on technology, if a solar EMP of similar
magnitude were to oceur today, it would potentially cause a protracted nationwide or even global
blackeut of the electrical grid and other life-sustaining critical infrastructures—including
communications, fransportation, business and finance, food and water—potentially for months or
years,

NASA estimates the likelihood that the Farth will encounter a catastrophic solar storm is 12
percent per decade. This virtually guarantees that we will see 2 natural EMP catastrophe within
our lifetimes or our children’s lifetimes. It underscores the vilal Importance of protecting the
electrical grid against solar EMPs.

But solar storms aren’t the ondy sources of catastrophic EMPs. I 2006, Congress created the
Commission to Assess the Threat to the United States from Electromagnetic Pulse Attack. The
EMP Commission warned that a nuclear weapon detonated at high-altitude, 300 kilometers
above the United States (so high that there would be no biast, failout, or other cifects on the
pround {rom the explosion in the atmosphere) would generate an EMP field over the entire
nation. The EMP Commission estimated that a nationwide blackout lasting one year could kill
up te 90 percent of Americans by starvation and societal collapse,

North Korca and lran may have already practiced nuclear EMP attacks by orbiting satellites over
the United States, simulating the delivery of an EMP. On a south polar trajectory, the satellites
approach the United States from the south, passing over Texas and other states bordering on the
Gulf of Mexico. Currently, the United States does nol have ballistic missile early warning radars
or missile interceptors facing south.
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Even if the United States could intercept a warhead disguised as a satelfite approaching from the
south, the nuclear weapon could “salvage-tuse™ by automatically triggering the EMP attack
before being intercepted. The Gulf States, including Texas. would be closest to the EMP field,
arndl most at nisk.

Purthermore, North Korea and Iran may have also practiced nuclear EMP attacks deliverad by
short-range missifes. In July 2013, a North Korean [reighter transited the Guif of Mexico with
two unarmed, but nuclear capable, SA-2 missiles mounted on their launchers, hidden in the
held. Additionally, Iranian freighters regularly visit their allies in Cuba and Venezueta and have
the same potential to carry shoit-range inissiles capable of causing a catastrophic EMP. Again,
the Gulf States, including Texas, are most at risk from a ship-launched EMP attack.

Indeed, because Texas has its own electrical grid, and is not part of the Eastern or Western
electrical grids that include alt the other contiguous states, Texas might be most at risk — and at
the same bme, the only state in control of its own arid security. An adversary who wants (0 wam
or terrorize the Linited States might well choose to focus an attack on the Texas grid w
demonstrate their power 10 Washington and the world.

Non-nuglear EMP weapons. calied radiofrequency weapons, can also damage or destroy the
¢lectrical grid. Terrorists have already employed such weapons in Europe and Asia. Bocing
demonstrated such a weapon, calied the Counter-glectronics High-powered Microwave
Advanced Missile Project (CHAMP), which is capable of being delivered by a drone. [t is not
out of the realm of possibility to imagine a terrorist launching something like a CHAMP from a
freighter, or even from Mexico, to deliver a devastating EMP attack on the United Stales. Texas,
once again, is forefront in the danger zone.

Tetrorists have figured out that electrical grids are a major socictal valnerability. Terror attacks
against the electrical gridh have blacked-out 420,000 people in Mexico (October 20133, Yemen's
18 cities and 24 million people (June 2014), 80 percent of Pakistan (January 20135), and most of
Turkey {April 2015}, Prudence should warn us about the potential for a similar terror attack in
the United States. The EMP Commission found that hardening the electrical gnd o protect
against the worst threat—nuclear EMP attack—would mitigate all lesser threats, including
natural and non-nuclear EMP, cyber attacks, physical sabotage, and severe weather.

1 am proud of the efforts of Texas state leaders like Representative Tan Parker, Representative
Byron Cook, Senator Troy Fraser and Senator Bob Hall, himself an EMP cxpert, who arc
working to educate policy makers in Austin about the threat. a service 10 all Texans who do not
want to be in the bull's-eye of an EMP Alame. Texas Governor Greg Abbott and his
administration have an amazing opportumity to take leadership on this important issue. Likewise,
there is an important rele for your committee and for Congress to take o harden the nation™s
¢lectrical prid against the dangers of natural and man-made EMPs, The time to act is now.

Thank you for the apportunity {o submit these comments. 1f there is anything the NCPA or I can
do o assist you, we are at your service.
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Pulse”

July 22, HH5

1. Based on vour past experience as Director of Central Intelligence, how do you weigh the
urgency and importance of needing to address electromagnetic threats, including high-
altitude EMP, as compared to all other (hreats and hazards facing our homeland? Pleasc
privritize the urgency and importance of this need wiilizing a cost-benefit analysis.

Response:

According to the EMP Commission somewhere in the range between 243 and 90% of the U3
population would perish in the first vear after an EMP attack, caused by an attacker detonating a
nuclear weapon (even a small and simple one) above the earth in low-earth orbit, or by some
type of solar coronal mass ejection. It is easy 10 sec how the losses could be so high, since the US
has some eighteen critical infrastructures—food, water, lelecommunications, finance, medical,
transportation etc. All seventeen of the others depend on one: electricity, Without it we are
vulnerable to starvation, thirst, disease and social chaos. S0 if the electric grid is out, not just for
hours or days, but for weeks to monihs, we are faced with the need to obtain the basics of life as
was done before the creation of the electric grid. We would be thrust back, not just to the 19807s
pre-web, but rather to the 1880's pre-grid. And few of us are prepared Lo function without being
able to obtain life’s basic needs in the ways we obtain them today.

What would it cost to build resilience into the grid 1o a sutficient degree to avoid having
America, essentially die {and fuifill the exhortations of Ayatellah Khamenini)?

The EMP Commission says the cost would be around §2 billion. It would be reasonable to
assume that, whereas spending such a sum could protect some key nodes with well-known types
of protection, such as surge arresters and faraday cages, a more thorough protection of the grid
could require more, say $35 billion, and protection of individuals electronic compenents, such as
home computers, coutd add further o the cost. So assume for purposes of discussion that a ¢cost
of $10 billion would not solve all the prid’s problems, but that it could quite well protect us from
a complete failure of the grid could turn a potentia civilization-ending total calastrophe into a
very major but manageable, disaster.

So let us say that an expenditure of $10 billion would save a very large share (245-250 million)
of the Asnerican population of some 321 million from death cavscd by grid. and resulting

infrastructure, and social collapse,

How much is it worth to save 245-250 million American lives?
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By way of comparison, we lost 730,000 in combat in the Civil War {both Union and
Confederate) and just over 400,000 in WWIL Grid collapse and the resulting collapse of our
infrastructure would kill 245-250 million Americans. What is it worth to avoid an event that
would kill more than 300 times the number of Americans killed in the Civil War and some 600
times the number killed in WWIL?

If economic Toss 1s used for a measurement tool, it is noteworthy (hat our GDP today is about
$16.8 trillion. WWII cost s about $3.6 trillion in today’s dollars. A grid collapse wouid not enly
cost us about 5 WWIL's, but there would, very soon, be no GDP, because essentizlly nothing
could be prodoced.

Most fundamentatly, however, in spite of our failings America is, as Lincoin said, “the last, best.
hope of earth.” So with us into oblivion would go a great deal of what much of the world sees as

it hopes and dreams for liberty, prosperity, the rule of law, and much else.

Ending those hopes with an EMP detonation would not only end them in North America. The
costs and benefits of action and inaction are clear.

We should fix the grid.
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FEDERAL ENERGY REGUELATORY COMMISSION
WASHINGTON, D. . 20425

Septernber §, 2015

The Honrarable Ron lehnsan

Chairman

Committes on Homeland Security gnd Government Afairs
United States Senate

Washington, D.C. 20510

Dagr Chatrman Jolhnson:

Thark you for the opportunity to testify before the Committee on Homeland Security and
Governmant Affairs on fuly 22, 2015 on “Protacting the Etectric Grid from the Potential Threats of Solar
storms and Electromagnetic Pulse.” Enclosed are my responses to the post-hesring geestions that you
submitted 1o me.

Should vou need additional infarmation, piease contact John Peachke ar 202.502-6714 ar
1ohnPeschke@lere. nov.

Sincerely,

{- w,wb-i/

Whseph McClalfand
Diractor
Oftice of Energy fnfrastructure Sectirity
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Responses to Senator Johnson's Post Hearing Questions

1. In your written testimony, you noted that several countries have already protected
or are starting to protect their electric grids from electromagnetic
threats. {A.) From your experience in working with other nations, what has
prompted these countries to start their work? (B.} How would you compare the
U.5. grid’s readiness to the grids in these other nations?

Al

In my experience, | have found that countries that have taken action did so
because they have experienced a near-miss or a significant outage from solar
Geomagnetic Disturbance (GMD) event or have acted out of concern for current
or emerging threats from electromagnetic pulse (EMP}. The following are some
examples of nations that are protecting against these threats:

ER

Quebec, Canada in 1989 experienced a provincial-wide cutage from a
solar related GMD event. Since then system modifications, which
included the installation of serigs capacitors, have not only provided
operating efficiencies but also provide the additional benefit of blocking
geomagnetic current [GIC) flow where installed.

The United Kingdom has had a long standing prograrm in place to prepare
for solar GMD events. Prompted by the failure of two transformers
during the March 1989 solar storm, National Grid (the UK system
operator) implemented mitigation actions which include specifying more
GIC resistant transformers, performing studies to determine at-risk
transformers and requiring 2 stockpile of spare transformers. National
Grid also recognized the potential threat from Intentional
Flectromagnetic Interference {IEM1) devices and has implemented
shielding and other security measures at select locations, A 2012 report
from the UK House of Commaons Defence Committee has raise public
awareness of EMP but no regulatory or publically known appiication of
system protections are avallable.

Sweden which experienced a 2003 solar GMD related outage in tha city
of Malmo, has a state owned public utility that has implemented
mitigation policies for GMD that include the installation of more
geomagnetically induced current {GIC) resistant transformers when
replacing ofder units, specifying GIC withstand for transformers and is
planning to expand its menitoring capabiity. Sweden’s power grid also
employs series compensated lines that provide a benefit of timiting GIC
fiow.

Norway's deregulated stated owned and operated transmission system
has regulatory requirements that require mitigation of the risk associated
with GMD and EMP [including IEMI}. In 2000 a GMD system study was
performed and now planned expansions will be done using technology
maore resistant to GMD and EMP.

Page 1 of 4
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a.

Finland has designed its power grid to reduce GIC flow which includes
using specific types of transformers that provide additional GIC
protaction, employing neutral peint grounding reactors and utilizes series
capacitors that can effectively block GIC.

South Africa has a state owned and operated electrical system, however
there are no legislative or regulatory reguirements for GMD protection.
Traditionally, and as still is the case in the US, low latitude lacations are
generally considered as an unlikely area of impact for GMD. However, in
2003 South Africa, geographically a low latitude area, experienced
destruction and severe damage to more than a dozen transformers due
to a three day low-level geomagnetic storm. This event severely impacted
grid operations for the months and years that repairs were being made.
In the aftermath, GIC monitoring was added and resiliency projects to
withstand GMD events are in the beginning stages.

New Zealand is another example of 2 low-latitude area considered to
have a low vulnerzbility to solar refated GMD, However, in 2001 and
2002 during minor GMD events, two transformers on Transpower’s (a
state owned company) grid were damaged. As a resolt New Zealand
implemented a GMD mitigation program that employs both operational
and automatic hardware solutions to protect 32 of its key transformers.
As part of the GMD mitigation program, situational awareness was also
improved by employing robust system of monitoring and system
modeling.

While Australia has had no significant impact from GMD, system
modeling has shown some potential vulnerability. An extensive
monitaring system along with operational procedures have allowed for
manual positioning of the system during a GMD event.

tsraef has an ongoing project entitled "E-Threat Protection for
infrastructure Continuity (EPIC}. The project purpose is to provide a
detailed pilan for preparing the Israeli grid to stand and recover from
nationwide EMP/GMD events.

B. The Commission has approved mandatory reliability standards that require
certain US Bulk Power System (BPS) operators to mitigate the effects of selected
GMD thresholds by implementing operating plans, processes, and procedures.
Also, the North American Electric Reliability Corporation {NERC) recently
submitted to the Commission a Reliability Standard that establishes
requirements for transmission system planned performance during GMD events.

Although a few electric utilities in this country have implemented some form of
EMP mitigation at a few locations, in general the United States is well-behind
those nations that have taken steps to address the GMD and EMP threats,

Page 2of4
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According to 3 November 2003 {EEE Spectrum article, more than 20 countries
had programs to develop some type of RF weapon. While some work to
establish a US BPS GMVID baseline perfermance for solar events has begun under
NERC standards, those standards are not designed to protect against EMP and
IEME. NERC has stated for the record that “... the threat of EMP and HEMP
attacks is beyond the scope of the civilian power industry to address.”

2 During the hearing, you said that the commission did perform comprehensive network
modeling and identified the most critical substations.
a. To the extent able, ptease submit a detailed discussion of the commission’s

findings from this network analysis.

i. Commission Staff conducted the study that | referenced at the hearing in order
ta identify critical substations and nodes. The methedology for this study
nvolved applying idustry standard system anabysis technigues using
commercial products and incorporating known system responses derived from
publicaliy avaifable blackout and event reports. This study included the three
interconnections in the contiguous United States. This study did nat include
wither distribution systems or facilities in Alaska and Hawaii,

h. What were the results of sharing the findings with industry and offering
assistance? th your view, are any of the critical substations identified by the commission
protected from severe solar weather or high-aititude EMP?

ii. FERC provided assistance related to the study that | referenced at the hearing
only to utilities that specHically requested such assistance. That assistance
consisted primarily of discussions on study methods. FERC does not have
further information on the extent to which industry has used this study. This
study neither evaluated the impacts of GMD or EMP, nor identified any
recommendations for protecting the grid against those impacts,

3. Do you believe the commission and/or other federal agencies have the tools they need
to assess the vuinerabitity of the nation’s grid to electromagnetic and other threats?

Mare work would be valuable to assess the vulnerability of the nation’s grid to
electromagnetic and other threats. For example, better modeling tachnigques are
heing developed to more accurately predict system performance under severe
{oss scenarios {including interdependeancy tssues), which could be employed by
the government in conjunction with industry. in addition, access to effective

Page 3of 4
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EMP mitigation technigues should be made available to industry members at a
nen-classified level,

Pagedofd
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GA.@ U.S. GOVERNMENT ACCOUNTABILITY QFFICE

441 G 5t NW.
Washingtan, DC 20548

September 4, 2015

The Honorable Ran Johnsan

Chairman

Committee on Homeland Security and Governmentat Affairs
United States Senate

“Protecting the Elactric Grid from the Potential Threats of Solar Storms and
Electromagnetic Pulse”—Response to Question for the Record

Dear Mr. Chairman:

We appreciated the opportunity to testify before the Committee on July 22, 2015, about efforts
the Department of Homeland Security's (DHS) efforts to protect the grid from the potential
threats of solar storms and slectromagnetic pulse events. On August 6, 2015, we received the
Committee’s question for the record; the enclosure provides our response. if you or members of
your staff have any questions about our response, please contact me at (404) 679-1875 or
CurrieCiEgan gov.

Sincerely yours,

JM O

Christopher P, Currie
Director, Homeland Security and Justice

Enclosure

ce Chris Currie, Tirn Minelli, Dawn Hoff, Ryan Lambert, Josh Diosomite, John Rastier

447300
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Enclosure

Chairman Ron Johnson
Wiitteny Question for the Record to
Mr. Christopher P, Currig
“Protecting the Elgctric Grid from the Polential Threats of Solar Storms and
Electromagnetic Pulse”
July 22, 2015

Question 1: Based on GAO's ongoing and previous work, please discuss what process
the Department of Homeland Security has utilized, if any, to compare and prioritize the
potential threats of electromagnetic pulse (EMP) and severe solar weather to other
threats to the homeland.

In 2011, the Department of Homeland Security (DHS) initiated an effort to identify the types of
threats that pose the greatest risk to the security of the nation. This effort, calied the Strategic
National Risk Assessment (SNRA), was also supported by representatives from the offices of
the Director of National Intelligence and the Attorney General, among others, in 2011, the
SNRA process identified 23 individual risk events across 3 different categories: 1) natural
hazards, 2) technologicalfaccidental hezards; and 3) adversarial, human-caused
threats/hazards.' Space waather was included as one of the 8 natural hazards identified during
this process; however, the threat pesed by an EMP event was not included.

in 2012-2013, DHS conducted a subseguent effort to identify risk events with specific DHS
squities, called the Homeland Security National Risk Characterization {HSNRC). According to
DHS, the HSNRC procass leveraged and updated information from the SNRA pracess and
included a combination of contingent {sudden onset and gradual onset events} as weil as
frequent, small scale events that are part of day-to-day operations {ifegal drug seizures, smali
oil spills, illegal migration, etc.).? Space weather and alectric grid failure (not specifically EMP)
were among the 40 individuat risk events that the DHS Risk Executive Steering Committee
identified as part of this process {(and both are included on the updated HENRC risk register for
2014-2015). Accerding to DHS Policy officials, an EMP aftack remains as a proposed risk event
for future iterations of the HSNRC process; however, to date it has not been identified as a
"standout risk” based on 24 conseguence categories, Officials also noted the existence of a
classified appendix that contains the individuai consequence scores for the various risk
scenarios that were evaluated. While GAQ did not independently review these consequence
scores, DHS officials reported there were natural breakpoints in the data that hefped them to
identify “standout risks" that generally ranked high across all consequence categoties and an
EMP event ranked below this breakpoint. According to DHS officials, EMP and other avents not

T Accarding o DHS, the department identified thresholds of conseguence necessary (0 create a national-level avent.
These threshalds were informed by subject matter expertise and avaitable data, For some evants, sconomic
consequences were used as thresholds, while for others, fatalities or injuriesfiinesses were deemed mote
appropriate as the threshold to determine & national-level incident. DHS reported that the SNRA drew data and
information from 2 variety of sources, including existing government models and assessments, historical records,
slructurad analysis, and jodgments of experts from different disciplines.

2 The purpose of the HENRG is to inform the Guadrennial Homefand Security Review (GHSR) and Department
internal deliberations related 1o strategic posture to effectively and efficiently manags risks in DHS migsion space.

Page 2
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considerad “standout risks™ still serve as risk drivers for strategic decision-making (and can
identify where additional risk information may be needed), but the HSNRC mathodology
assessed these particutar hazards to be less frequent or less consequential than other events.

As part of our ongoing work for your committee, we are evaluating the extent to which DHS has
effectively leveraged information from stakeholders, such as threat-related information from the
Dapartment of Defense and existing DHS critical infrastructure assessment programs, to collect
necessary risk information regarding EMP events. Such information is important to help guide
risk management decisions, including protection pricrities, and could be used to further inform
sithsequent iterations of the SNRA and HSNRC processes.

Page 3
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’/—0"’ National Ruaral Electric
4 Cacperative Association

iz A Touchstone Eneere” Coopurammae )(\T

September 4, 2015

Chairman Ron Johnson
U5, Senate Commitice on Homeland Security and Governmental Affairs
Washington, DC 20510

Ranking Member Thomas Carper
L5, Senate Committee on Homeland Security and Governmental Affairs
Washington, DC 20510

Drear Chairmean Johknson and Ranking Member Carper:

Thank you for providing me the opportunity to testify at the July 22 Senate Homeland Security and
Governmental Affaivs Committee hearing on ~Protecting the Electric Grid from the Potential Threats of
Solar Storms and Electromagnetic Pulse.” Please find attached my responses to the Questions for the
Record from Chainman Johnson and Senator Ayotte.

If there are any further questions or you would tike to discuss any of my responses in further detail picase
let me know. Again, thank you for the opportunity to testify in front of the committee on these very
important issues.

Sincerely,
Bridgette Bourge

Senior Principal, Legislative Affairs
Mational Rural Electric Cooperative Association
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L5, Senate Committee on Homeland Security and Governmental Affairs
July 22, 2015 Hearing: "Protecting the Electric Grid from the Potentiat Threats of Solar
Storms and Electromagnetic Pulse.”
Questions for the Record Submitted to & Answered by Mrs. Bridgette Bourge

Question 1 (Chairman Johnson): A Lioyd’s of London-commissioned study that was published in
2013 estimated that in the wake of a severe solar weather event 20-40 million people could be Fefi
withewt power for an extended period, due to the damage or destruction of key grid assers.

2. Do you agree that a severe solar weather event cowld significantly damage or destroy large
power transformers and other assets on the ULS, electric grid?

Drepending on the strengtl of the “severe solar event,” the potential for damage to a large power
transtformer is possible, Upon final approval by the Federal Energy Regulatory Commission (FERC), the
North American Electric Rehiability Corporation {NERC) geomagnetic disturbance {GMD) reliability
standards will establish mandatory requirements for large power transformers from the impacts of a 100-
vear GM1D event'.

b, What is your assessmient of the grid’s current vulnerahility to a severe solar weathor event?
To a kigh-altitude clectromagnetic pulse?

The NERC 2012 Special Reliability Assessment Interim Heport: Effects of Geomagnetic Disturbances on
the Bulk Power System® addresses vuinerability concerns for the electric grid in relation to GMDs or
solar storms. NRECA supports the findings in this report as well a5 the Phase 1 NERC GMD standards
that have been approved by FERC to address these concerns. WERC's Phase 2 GMD standards are
currently awaiting final FERC action,

As to high-altitude EMPs, the prevention of the plasning and launching of a auclear weapon on LS.
critical infrastruchiure, while a concern and facus in industry, is a national security responsibility of the
federal government. The most effective mitigation strategy for high-consequence, low-liketihood threats,
like a nuelear attack, is deterrence, prevention, or prepmption by the nation’s taw enforcement, military,
and intelligence agencics. I¥ an EMP ever happened, our industry would do what we do best - recover as
quickly as possible.

Question 2 (Senator Avotte): While seientists have gotten better at predicting 1F @ coronal mass
eruption will hit Eartk, we still don't have a gooid idea of how severe the event might e, However,
as our ability to measure and detect sofar activity improves, it seems we learn more about how
many near misses we've had, Indeed, only years after now abservational satellites came onling, in
2012 scientists measured another once-in-a-century event that wonid have struck Earth had it
wecurred ouly one week eartier. I'm proud that the University of New Hampskire is o leader in the
field of heliophysics and researching space weather, 1/NH is one of only a few US universities that
is welually building spacecraft instruments to predict and detect solar cruptions and other space
weather events, with many of the early warning tools opevational today being bailt in UNIT labs.
Ms. Bourge, you note that with adeguate warning utilities can take some steps to mitigate damages
or manage solar sform events, What lead time is needed to best protect infrastrocture currently?

Improved lead time, especially in the warnings and predictions of event severity, would help improve the
ctfectivencss of a response,

Question 3 (Senator Avotte): What is the process and source of the warning you receive now?

* NERC GMD standards at http:ffwww nerc.comfpafStand/pages/project-2013-03-geormapnetic-gisturbance-
mitigation.aspx

* MERC 2012 special Reliability Assessment Interim Repart: Effects of Geomagnetic Disturbances on the Bulk Power
System hilp/ fwww nere, com/fpa/RAPA ra/Reliability% 20As5sessments% 2000/ 201 2GMD pdf
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1).5. Senate Committee on Homeland Secuarity and Governmental Affairs
July 22,2015 Hearing: "Protecting the Electrit Grid from the Poteniial Threats of Solar
Storms and Elcctromagnetic Fuolsc,”
Questions for the Record Submitted to & Answered by Mrs. Bridgette Bourge

Mol electric utiliies register to receive Mational Oceanic and Atmospheric Administration (NOAA)Y
Spacy Weather Prediction Center (SWPC) alens directly viz email andfor monitor the Electric Power
Community Dashboard on the NOAA SWPC wehsite’, The severity of the events are described using K
and G Factors. Presently for a K7 or preater events (G3 or greater on the NOAA Geomapnetic Strom
Scaled the SWPC directly notilies the Midwest [ndependent System Operator {MISO) who then notifies
all gther Narth American Reliability Coordinatars (RCs) using the RC Hitline and RC Information
Svstem, The RCs will notify the NERC fungtional entitics within their footprinl as required/necessary.

When a sular event iy predicled or beging, a geomagnetic stonm Watch is seat out from the SWPC using
the process deseribed above providing 1-3 day lead time that the impacts lrom a storm might be heading
toward the eanth alorg with & prediction of the strength of the siorm. As early as 1360 minuies before a
storm that will hit the earth. a Geomagnetic storm Waming is issued by the SWPC. Once the storm has
reached earth, Geomagnetic storm Alerts are utilized and vpduted as the k-index (streopth of the Impael}
thresholds are crossed. This process - similar (o earth weather where you have a walch area for a
hurricanc and as it gets closer, and while it is impacting &n area, warnings and ulerts are issued — allows
far possibile actions to be taket: to Further praparc or protect » system utilizing afready established plans as
required by associated NERC Relighiliey standards.

Duestion 4 (Senater Avotted: What can be improved, either in terms of communicating warnings nr
the accual contenl of warnings?

Effectiveness of operating procedures, which are required to provide reliable operations of the butk
power system, could he improved with earlier warnings, eartier prediction of severity, and regionalized
predictions af where an event is Likely to have the most impact.

* hitp.//weww swpc.noaa.gov/communities/eleciric-powsr-community-dashboard



